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Business Transaction Protocol: A new multi-party coordination protocol for Web Services, e-commerce, wireless … and anywhere else autonomy and discontinuous networks reign.

BTP is on the brink of adoption by the OASIS Business Transactions Technical Committee. The last major draft, 0.9, will be put before the committee in a week’s time, and the current schedule allows for adoption as an OASIS Committee Specification by mid-November. 

OASIS (Organization for the Advancement of Structured Information Standards) is a membership-driven body which seeks to standardize XML-based interactions.

The OASIS BT TC was initiated by BEA Systems, Sun, Interwoven and Bowstreet back in January, and held its inaugural meeting in March. Companies that have joined the initiative and are thus now part of the highly active committee are: Hewlett-Packard, Oracle, IONA, Entrust, SeeBeyond, Choreology and Talking Blocks.

The committee’s web-site is www.oasis-open.org/committees/business-transaction
Three companies (HP, Choreology and Talking Blocks) have announced that they are currently working on implementations of BTP, with anticipated delivery schedules spanning the next nine months.

Inter-organizational Commerce

Inter-organizational commerce over the Internet has different requirements from the conventional, intra-organizational domain of distributed transactionality. It is widely recognized that old-school ACIDity is not appropriate to a loosely-coupled world of autonomous trading partners, where security and inventory control issues prevent hard locking of local databases. 

However, the need for coordination of outcome to achieve a shared state transition reflecting a business dealing is actually enhanced in inter-organizational cases. All manner of manual repair is used inside the firewall to tidy up inconsistencies. This option is far harder to effect across trading boundaries.

Trading partners must run their own, private business processes (workflows). Those workflows must at points interlock, to achieve a mutually desired outcome. This temporary synchronization is one part of a wider collaboration protocol, which defines the public, agreed interactions between the parties. 

Without a failure-resilient coordination protocol such collaboration protocols become cluttered with multiple out-of-band messages for error recovery, which in turn throws responsibility onto the internal business processes in respect of durable recording of the state of progress.











The value of a business-to-business transaction protocol lies in the simplification of trading protocols, and in the surety of common outcome when those protocols reach decisive points that induce value flows.

XML/SOAP, communications protocol independence, 

autonomous parties, discontinuous service

The driving force behind BTP has been the widely-felt need for a transaction protocol capable of working in the developing arena of Web Services. This has been taken to mean, at its lowest common denominator, the ability to use XML schemas and encoding for protocol messages, and the ability to unite with SOAP-based application traffic, and to use SOAP for protocol transmissions. 

At the same time, it was recognized that one of the weaknesses of existing coordination protocols was their close tie-in with a particular communications protocol, such as CORBA’s IIOP in the case of the OMG’s OTS standard. BTP defines an abstract message set, and the rules that govern the state transitions of senders and receivers of those messages. A binding pro-forma states the characteristics of  “bindings” to a particular communications protocol stack. 

The first version of the standard only defines bindings for SOAP and SOAP-with-attachments. Other bindings are anticipated as implementations proceed and customer requirements are recognized. The binding pro-forma also recognizes that encodings other than XML may be needed. The standard is designed for maximum flexibility and to be free of unnecessary dependencies on other new standards at a time when Web Services is a plastic and unfinished body of technology.

Inter-organizational commerce between multiple parties requires that, on occasion, the work of several parties may have to be temporarily synchronized in order to create an assured outcome across all of them. But this interlocking of steps in several disparate business processes cannot undermine the autonomy of the participants. 

For example, a business may offer a time-limited, guaranteed quote (equivalent to being “prepared”). If the time limit expires the business may flip autonomously to confirming or cancelling the quote, depending on an externally defined business contract already in place between the parties. In conventional protocols this is considered a rare and untoward event (a heuristic). In BTP this is an anticipated event, and the protocol allows for negotiation between coordinator and participant on the time window. 

Business transactions may span long or short periods. This imposes a new viewpoint on the protocol designer. It must be assumed that some transactions will outlast the MTBFs of the systems that support them, and the protocol must therefore cater for failure recovery during the active and preparing phases. In addition, it must allow for an object-level transaction model, where compensatory actions transcend simple state undo’s.

Two-phase outcome ≠ two-phase locking

In our experience of defining and motivating BTP much of the industry has not caught up with the key generalization from page-level to object-level transactions. Assuming that the lowest-level operations are atomic, a hierarchy of operations can be built up, whose effects are capable of being finalized, or counter-effected.

In BTP a coordinator can emit CONFIRM or CANCEL messages to its inferiors. The behaviour of each inferior in respect of these messages is undefined by the protocol, other than to state that it will conform to a mutually agreed, extra-protocol business-defined contract (“the countereffect contract”). 

In the case of CANCEL the countereffect may be harsh enough to ensure full isolation and atomicity (state undo and lock release), or it may be deviant or lenient in some respect which causes an escape of partial effect (processing of a counter-operation to revert data changes already committed locally within a resource manager; application of partial recompense to buyer or seller).

The ability to “cover” resources which support ACID behaviour (including the ability to bridge to an XA TM or an OTS interposed coordinator) provides legacy adaption while opening up a compensation-based approach where needed.

Cohesions and Atoms

Business-to-business interactions often involve price comparison and improvement, or the combination of multiple legs of a trade according to non-price based criteria such as speed of shipping or availability. A downloadable demo of a securities trading scenario, where stock and put option offerings must be combined to create an atomic two-legged trade shows an example of this need (www.choreology.com). 

In such contexts the population of candidate participants is greater than the final selection that are confirmed. The application logic of the buyer must be involved, possibly over time and using complex business rules, in modulating the participant pool. BTP provides a novel structuring mechanism, called a cohesion, which allows multiple atoms to be clustered. An atom is defined as delivering a common outcome to its participants, which guarantee has data-sharing implications. A cohesion is defined as being able to deliver different outcomes to each of its participants. However, if it delivers CONFIRM to any sub-set it must at that point deliver CANCEL to the rest. The confirmation set is logged in the normal fashion for failure-recovery purposes.

Cohesion outcome determination requires sight by the application of the status of the inferiors underlying a superior. This capability, which is also provided for atom terminators, allows the coordinating (terminating) application to process any compensatory actions it requires in the event of partial failures, drop-outs etc. This is particularly important given the anticipation of participant time-outs (lose a provisional airline reservation) and time-ins (pay for a hotel if you fail to cancel).

Coordination Hub

There are two key interoperable relationships defined by BTP: that between initiators/terminators and a coordination facility, and the relationship between superiors and inferiors. Partial implementation profiles are permitted, where an implementation undertakes to provide zero, one or both sides of each of the two relationships. This allows an implementer or ISV to offer inferior (participant) capability within their product, to allow services to be BTP-enabled, but not to provide coordination capability.

If an implementer includes Initiator/terminator-to-Coordination in their profile then it implies that their product can be used as an interoperable coordination “hub”. This type of facility might be provided by an exchange, or a central, dominant trading party in a supply chain, or by an ASP. This trusted party (likely a trusted third party) would provide all cohesive and atomic coordinations. This set-up is one of the easiest ways to provide audits of interactions coordinated by BTP. 

Nature of the Protocol

BTP is a two-phase coordination protocol with presumed-failure semantics. 

It is an interoperability protocol: it does not define any kind of API, either for demarcation nor for the construction of compensation-based participants. (Work is currently underway to introduce a Java Specification Requirement (JSR) into the Java Community Process (JCP) for the purpose of defining an API which would, inter alia, address BTP’s demarcation requirements.)

The protocol is defined in terms of an abstract message set, and the responsibilities of interlocutors in respect of state transitions induced by message reception or failure conditions.

Carrier-neutrality and Characteristics

Carriers, or carrier protocol combinations or stacks, are bound to the protocol, allowing the abstract conversations to be rendered into concrete communications. The protocol is fundamentally agnostic to its underlying carrier, though SOAP is the initial target given the Web Services focus and motivation of BTP.

This agnosticism is expressed in the assumptions that BTP makes about an underlying carrier protocol: That it will deliver messages completely and correctly, or not at all (corrupted messages will not be delivered); that it will report some communication failures, but will not necessarily report all (i.e. not all message deliveries are positively acknowledged within the carrier), and that it may sometimes deliver successive messages in a different order than they were sent. It does not assume a built-in mechanism for linking requests and responses. 

These quality-of-service conditions are met by SMTP and more than met by SOAP.

Optimization and Security

Practical inter-organizational applications are afflicted by multi-hop long-haul routing across inconsistent networks, and by the need to observe firewall security concerns. BTP allows messages to be compounded and relayed such that all traffic can travel between two gateways across a single authenticated link between two companies. It also allows messages to be aggregated to prevent “back-chat” simply induced by the two-phase protocol. These optimizations (“one-wire” and “one-shot”) allow minimal wide-area traffic to be carried with maximum effect.

While integration with security systems or standards is outside the scope of BTP 1.0, the specification does incorporate forward-looking features related to this problem. Besides “one-wire” messaging, BTP allows any protocol message to carry extension data (particularly easy to do in XML due to the scoping provided by domain-based URIs). This proprietary information might relate to the application per-se: for example, when a securities trade between principals is confirmed, is it a “buy” or a “sell”―a fact unknown to the market-maker when a guaranteed, time-limited quote was offered. It might be used to extend the protocol (support for closed nesting, for example). Or it might be used to carry signatures or other security data.
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