Definitions of key terms

One thing we need to do is provide precise definitions for some of the elements in the architecture.  Here are the elements I think need to be defined, and some candidate definitions.

Major Design Element (MDE):  A logical grouping of operations representing a significant business process supported by ECF 3.0.  Each MDE operation receives one or more messages, returns a synchronous response message, and optionally sends an asynchronous response message back to the original sender.

Message:  Information transmitted between MDEs that consists of a well-formed XML document that is valid against one of the defined message structure schemas in the ECF 3.0 specification.  A message may be related to one or more attachments, in a manner defined in the ECF 3.0 specification.
Attachment:  Information transmitted between MDEs that is of an arbitrary format, and is related to the message(s) in the transmission in a manner defined in the ECF 3.0 specification.  An attachment may be in XML format, non-XML text format, encoded binary format, or un-encoded binary format.

Message Transmission:  The sending of one or more messages and associated attachments to an MDE.  Each transmission must conform to the signature of a single operation on the receiving MDE, as defined in the ECF 3.0 specification.

Operation (or MDE Operation):  A function provided by an MDE upon receipt of one or more 
messages.  The function provided by the operation represents a significant step in the court filing business process.  A sender invokes an operation on an MDE by transmitting a set of messages to that MDE, addressed to that operation.
Operation signature:  A definition of the input message(s) and synchronous response message associated with an operation.  Each input message is given a name and a type by the operation.  The type is defined by a single one of the message structures defined in the ECF 3.0 specification.

Profile Requirements
Candidate requirements for any ECF 3.0 Profile.  These requirements utilize the terminology defined above.

Note: my initial intention here is not to make the language as precise as it could be; rather, to put the ideas on the table.  We can tighten the language later.

Remark:  It seems to me that the TC should allow profiles that in and of themselves do not guarantee interoperability.  That is, the TC should allow “good” and “bad” profiles, as long as they meet the definition of “profile”.  It will be up to the market to weed out the “bad” ones (or not.)  Implementations may compete on the degree to which they permit interoperability of MDEs implemented on different software platforms, for instance.

Remark:  Some of these rules will necessarily involve some subjectivity.  They cannot be expressed algebraically, like XML Schemas can.  If this is a concern, then we should reconsider the profile-based approach.

Remark:  In considering these requirements, it is useful to think how the WS-I and “sneaker-net” profiles would be defined.  That keeps us honest.

Requirement:  A profile must describe how MDE operations are addressed by senders of messages.
Remark:  This is an example of the subjectivity of these requirements.  It will be up to the TC, before “sanctioning” a profile as spec-conformant, to assess whether the proposed profile’s description is adequate to the requirement.

Requirement:  A profile must define how messages and attachments are distinguished within a transmission.

Requirement:  A profile must define how messages are physically transported from a sender to an MDE.  In so doing, a profile may qualify environmental factors that restrict the range of environments in which the profile is applicable.

Requirement:  A profile must provide a means for assigning a unique identifier to each attachment.  This identifier must conform to the definition of the ID datatype from W3C XML Schema.

Requirement:  (Message Non-repudiation)  A profile must provide a mechanism, such that when an operation is invoked on an MDE by a sender, the MDE is provided with evidence that demonstrates the identity of the sender, the content of the message(s) transmitted, and the date and time of the message transmission.

Requirement:  (Message integrity)  A profile must provide a mechanism, such that when an operation is invoked on an MDE by a sender, the MDE is able to determine if the message(s) transmitted (including any attachments) were modified during the message transmission.

Requirement:  (Message confidentiality)  A profile must provide a mechanism that a sender can use to ensure that the message(s) in a transmission (including any attachments) can be processed only by the receiving MDE.

Questionable Requirements
We had initially discussed these, but I’m not sure there is consensus on the particulars.  Please help.

Requirement:  (Message authentication)  A profile must provide a mechanism, such that a sender is required to include, in each message transmission, credentials that demonstrate its identity to the MDE.

Requirement:  (Message reliability)  A profile must provide a mechanism, such that a sender is guaranteed that a message transmission will be received by the designated MDE within a specified period of time, or else the sender will receive notification at the end of that period of time that the message transmission was not deliverable to the MDE.

Requirement: (Auditing) A profile must provide a mechanism for the MDE to receive messages in their entirety (both messaging and payload content) for auditing persons.
Requirement: (Addressing) A profile must include a mechanism for uniquely addressing MDEs and must make those addresses available to the MDE for use in conjunction with the ECF Registry MDE.
�General comment.  We need to clarify all references to sender to distinguish the user from the MDE.  Perhaps definitions for these are in order as well.


�When would there be more than one message to invoke an operation?


�I am unfamiliar with this term. Why do we need it?


�That is, it’s ok for the WS* profile to say, “you have to have a TCP/IP network in place.”


�This might be too restrictive.  Does the MIME Contect-ID conform to the definition of the ID datatype from XML Schema? 


�AKA encryption


�I agree.he Mto trigger an operation?��������������������������������������������������������������


�I agree.





