Comments
C1

Subject: TC Admin comments on DSS Extension for Local Signature Computation V1.0
· From: Chet Ensign <chet.ensign@oasis-open.org>
· To: dss-x-comment@lists.oasis-open.org

· Date: Tue, 11 Feb 2014 13:13:56 -0500



Members of the DSS-X TC, 

TC Administration provides the following comments for the public review of the above Committee Specification Draft. 

- The current publication includes the image files in the same directory as the content. One reference on generating HTML with the graphics files in a separate directory is: http://www.sagehill.net/docbookxsl/GraphicsLocations.html 

Having the graphics segregated into their own folder would make the file set easier to sort through. It isn’t a requirement however, just a convenience. 

- In the PDF, the copyright in the footer is incorrect. It reads: 

Copyright © OASIS 2014. All rights reserved.

It should read: 

Copyright © OASIS Open 2014. All Rights Reserved.

-- 


/chet 
----------------
Chet Ensign
Director of Standards Development and TC Administration 
OASIS: Advancing open standards for the information society
http://www.oasis-open.org
Feedback C1
1. Images have been placed in a separate folder.

2. Copyright notice has been corrected (needed to modify the docBook stylesheet).
C2

Subject: TAB comments on: DSS Extension for Local Signature Computation Version 1.0
· From: Patrick Durusau <patrick@durusau.net>
· To: dss-x-comment@lists.oasis-open.org, "tab@lists.oasis-open.org" <tab@lists.oasis-open.org>

· Date: Thu, 13 Mar 2014 10:26:28 -0400



-----BEGIN PGP SIGNED MESSAGE-----

Hash: SHA1

Greetings!

(Entirely my fault for these comments being outside the 30 day public

comment window. Apologies for the untimely submission. However, I

would appreciate the TC taking them into account when preparing its

next draft. Thanks!)

Members of the Technical Advisory Board endeavour to comment on all 30

day public review drafts.

Comments on:

DSS Extension for Local Signature Computation Version 1.0

are attached.

It isn't necessary to acknowledge each comment separately.

A single email acknowledging this email will be sufficient.

If the TC chooses to “defer” resolution of an issue to a later

version, please choose Defer Issue under Available Workflow Actions

(after opening the issue).

When the TC has acted on these issues, I would appreciate a pointer to

the TCs resolution as the TAB is tracking the resolution of comments

from TAB members.

Hope everyone is having a great week!

Patrick

- -- 

Patrick Durusau

patrick@durusau.net

Technical Advisory Board, OASIS (TAB)

Co-Chair, OpenDocument Format TC (OASIS)

Editor, OpenDocument Format TC, Project Editor ISO/IEC 26300

Former Chair, V1 - US TAG to JTC 1/SC 34

Convener, JTC 1/SC 34/WG 3 (Topic Maps)

Co-Editor, ISO 13250-5 (Topic Maps)

Another Word For It (blog): http://tm.durusau.net
Homepage: http://www.durusau.net
Twitter: patrickDurusau
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Attachment: DSS-Extension.xls
Description: MS-Excel spreadsheet

Feedback C2

The comments have been processed: see the new column ‘feedback’ in the excelsheet 
DSS-Extension-Feedback-TC-DSS-X-20140402.xls.

C3
-------- Original Message --------

Subject: DSS Extension for Local Signature,Computation Version 1.0

Date: Thu, 16 Jan 2014 06:42:18 +0100

From: Frank Cornelis <info@e-contract.be>

To: Juan Carlos Cruellas <cruellas@ac.upc.edu>

CC: Ernst Jan van Nigtevecht <EJvN@Sonnenglanz.net>,        Andreas Kuehne <kuehne@trustable.de>, stefan@drees.name

Hi,

I had a look at DSS Extension for Local Signature Computation Version 

1.0 - Committee Specification 01 Public Review Draft 01.

Looked at the use cases. If starts getting clear/readable. Great work.

Figure 2 and Figure 4 somehow resembles the Be eID case. Figure 4 could 

be extended with a Relying Party web application that actually uses the 

DSS to get the end-user to sign something. So first step is, user visits 

some RP web site. This RP web site wants to let the end-user sign some 

document. To achieve this, the RP web site delegates towards the DSS. 

After a while, the DSS returns back to the RP web site with the signed 

document. Rationale: in my view an end-user will never start at the DSS 

itself (it's not that I wake up in the morning and say to myself: what 

should I do today. Ach, let's visit a DSS). A DSS signing sequence will 

always be initiated as part of some digitalized business work flow. So 

the starting point of the use case should be some RP web site.

While 4.2.1 already mentions that

    "it is of eminent importance to properly secure the OASIS DSS 

protocol request message that is transferred from DSS client to the DSS 

server via an intermediate User Agent."

the specification does not provide any solution to secure these 

messages. 4.2.2 TLS Security alone won't do the job. Defining such 

message-level security was -for me- exactly the whole point of the DSS 

local signature computation extension.

Check out:

    https://www.e-contract.be/sites/dssp/dssp-specs/

Here I define message-level security via WS-SecureConversation.

Also, section 5 of this DSSP might be of interest to some of you.

Kind Regards,

Frank.

Feedback C3

Figure 2 is (only) intended to extend the basic concept of the DSS protocol and the introduction of the local signature creation device. Figure 2 is not really a use case. 

Figure 4 presents a possible use case. It shows a web application: the user interacts with that web application. So, it’s not the case that a user thinks ‘let’s use the dss client’. Instead, the user thinks ‘I have to sign that document before tomorrow’ and will access, for instance, the document management system (the web application), selects the document and clicks ‘sign’. The web application (for instance the DMS) will initiate the whole signing process. 

When the web application (for instance the DMS) wants to delegate the signature creation process to a DSS service, it still has to initiate a signRequest. So, the web application is the ‘relying party’ (RP) and must implement the DSS protocol as a client. How this is implemented is a matter of choice; three approaches are presented in the proposal. One of the proposals should support the implementation process you describe (the user agent approach).

The description of use case 1 has been elaborated a little bit by introducing a Document Management System (DMS) as an example of a web application. The user will interact with the DMS to (1) select a document and (2) to initiate a signing process. Hopefully, this clarifies the fact that any program can implement the DSS protocol and that the user interacts with that program (and not the dss client ‘as such’).

Regarding the security aspects: I agree that it has to be extended. We will discuss this in the TC DSS-X meetings.

