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Part 2: Signature Validation Report 
	Organization name
	Clause/ Subclause
	Paragraph Figure/ Table
	Type of comment (General/ Technical/Editorial)
	COMMENTS
	Proposed change
	RESOLUTION
on each comment submitted

	OASIS DSS-X
	4.2.5
	
	General
	The section is about the evaluation result of validation constraints. But the section header and the first section let’s assume the reader that the section is about the definition of validation constraints
	Rename section to ‘validation constraint evaluation results’
	

	
	4.2.5.3
	
	General
	The section header ‘Validation Constraint Element’ focuses on the constraint itself, but the description introduces the outcome of a specific application or evaluation of a constraint.
	Rename section.
	

	
	4.2.9
	3)
	General
	Last part ‘otherwise, it may contain such element’ does not really makes sense to me. The flag is boolean, isn’t it? 
	Please clarify
	

	
	4.2.10
	
	General
	The applicable values remain unclear.
	Please provide an explanation, enumeration or a link to normative source.
	

	
	4.3.4
	3)
	Technical
	Directing to remote destinations allows amplified ‘Denial of Service’ attacks.
	Recommend to drop option 3)
	

	
	4.3.5.
	
	General
	The PoE-element may contain just a UTC value. What is a plain date/time is good for? Shouldn’t it always refer to some kind of object that its existence is proven?

If a Validation Object is referenced, what type of object is it? I would assume the referenced object is e.g. a certificate but the example refers to e.g. a timestamp. 

My idea of a PoE element is that it connects a e.g. timestamp with an e.g. document for a given point in time. So I would expect a time instance, a proof and one or more target elements. 

	Please clarify
	

	
	5.1
	
	General
	It is hard to comprehend how the definitions and concepts of this document interact with the given DSS core and verification profile. 
	An overview regarding what’s present and what is added and how these elements intact would be helpful.
	

	
	5.2.1.3
	
	Technical
	The target of the signature of the report is defined in a colloquial way. This may lead to misinterpretations.
	Please define the target of the signature explicitly, e.g. by giving a sample ‘ds:reference’ element.
	

	
	5.2.5.1 and other
	
	Editorial
	‘IndividualSignatureReport’ does not exists in the Verification Profile schema.
	Change to ‘IndividualReport’
	

	
	5.2.5.1
	Last paragraph
	Editorial
	Reference to section 5.2.5.1
	Change to 5.2.5.2
	

	
	5.2.5.2
	
	General
	Naming misleading
	Rename element to e.g. ValidationConstraintEvaluationResult
	

	
	5.2.5.2
	Last paragraph
	General
	What is the identity of a ‘SingleValidationConstraintType’ element? Is the single instance identified sufficiently by the ‘ValidationConstraintIdentifier’? Or could there be the same ‘ValidationConstraintIdentifier’ with different parameters representing different constraints with different outcomes?
	Please clarify
	

	
	5.2.10
	
	Editorial
	CamelCase violation : ‘SignatureQualitytype’
	Use uppercase ‘T’ in ‘Type’
	

	
	5.2.11
	
	Technical
	Cardinality of ‘AugmentationInfo’ (minOccurs=”1”) in the schema snippet contradicts descriptive text (‘When present’)
	Change to 0..n occurrences
	

	
	5.2.12.1
	
	Technical
	Multiple values (IDREFS) in an attribute may cause interop problems.
	Consider element list using IDREF
	

	
	5.2.12.5
	
	Technical
	Cardinality of ‘RevocationReason’ (minOccurs=”0”) in the schema snippet contradicts descriptive text (‘The element RevocationTime shall contain ...’)
	Change to ‘mandatory’
	

	
	
	
	General
	The OASIS DSS-X TC is going to produce a new set of specifications to support multiple transport syntaxes (starting with XML and JSON). To keep implementation efforts low it is envisioned to have a single object model being (de-)serialized to the different syntaxes by using a simple Model/View pattern. The validation aspects are handled independently from the syntax variant that will be used for transport. This requires the avoidance of syntax-specific features (e.g. mixed content).

Another topic to address is the use of xs:any od xs:anyType. These untyped elements put an extra load on the implementor and add another set of runtime incompatibilities. To avoid these isssues the ‘any’ constructs are avoided and replaced by base64 blobs accompanied with a mime type attribute.
	Consider the multi-syntax approach and the use of DSS-X base types instead of ‘xs:any’ or ‘xs:anyType’. 
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