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	Paragraph Figure/ Table
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	COMMENTS
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	RESOLUTION
on each comment submitted

	OASIS DSS-X
	1
	P 5
	General
	Please clarify the intention of this document: Does is define profiles intended to be used within a DSS-X 2.0 context? Or does it define a new protocol borrowing just a few given structures from DSS-X? 
	Overview of the interaction of the DSS-X core, base and other profiles with the elements defined in TS 119 442. Maybe a diagram showing the overlapping and the distinct areas.
	

	OASIS DSS-X
	4.1
	
	General
	Despite the section’s title there is no reasoning given for the introduction of new methods and namespaces. In chapter 4.1 the reader may get the impression that the current document describes a set of profile (like the other DSS-X profiles) that expand and / or restrict the given core.
Finding top level elements of the DSS-X protocol in new namespaces and new methods introduced in later chapters is somehow surprising.

From the implementor’s perspective it may be considered harmful to have elements with the same name and mostly the same members in different namespaces. Driven by efficiency and testability a programmer would tend to merge these two distinct branches into one implementation. 
	Motivate the newly introduced elements, namespaces and methods. Point out what’s not possible to realize with the given DSS-X protocol. 
Provide a vision of how the defined protocol can interact with given profiles of DSS-X.

Point out the implications on implementors having a DSS-X server available. What can be re-used, what needs to be implemented from scratch.
	

	OASIS DSS-X
	4.1
	
	General
	The intention to process a set of signature should be stated explicitly.
	Outline the approach taken to perform an action on multiple signatures. Consider the pros and cons compared to a single signature approach. 
	

	OASIS DSS-X
	5
	
	General
	Please specify the protocol. The request and response structure differ significantly from DSS-X Therefore it cannot be assumed that the DSS-X protocol does apply.
	
	

	OASIS DSS-X
	5.1.1.1
	
	General
	A structure quite similar to the existing element for requesting a verification is defined. It has the same name but a different namespace.
	Please give a reason for this severe decision. Explain how this aligns with the section 4.1 .
	

	OASIS DSS-X
	5.1.1.2
	
	Technical
	The schema snippet refers to ‘RequestBaseType’ as base typ. But the following paragraph refers to ‘dss2:verifyResquest’.
	
	

	OASIS DSS-X
	5.1.1.2
	P 5
	General
	‘… shall have one dss2:Profile child element…’

Does this clause imply that this protocol prohibits the use of multiple profiles?
	
	

	OASIS DSS-X
	5.1.1.3
	P 3
	Technical
	The JSON schema elements ‘$xsd-type’ are just technical artefacts and MUST NOT occur in the final schema.
	Delete it.
	

	OASIS DSS-X
	5.1.2.1
	Table 2
	General
	Due to ‘security by design’ there must be an option to validate a PAdES without disclosing the signed document. A client separating the PAdES from the PDF document and building the digest has all relevant information at hand.
	Add the following line to the table

PAdES extracted from a PDF document

1

Signature

0


	

	OASIS DSS-X
	5.1.3.1
	c)
	Editorial
	The subclause ‘ … being this result what has actually been signed, …’ isn’t true. The transformed parts are not signed.
	Delete subclause.
	

	OASIS DSS-X
	5.1.3.1
	Table 3
	General
	Due to ‘security by design’ there must be an option to validate a PAdES without disclosing the signed document. A client separating the PAdES from the PDF document and building the digest has all relevant information at hand.
	Add the following line to the table

PAdES extracted from a PDF document

0

0

1


	

	OASIS DSS-X
	5.1.3.2.2.2
	P 2
	Technical
	‘ … applying the same sequence of transformations ...’

Dtmo this is not necessarily true. A client may apply only a part of the transformations. A usual example of client side is decryption. This can only be performed having access to the private key. The following parts of the transformation chain can be done at the server side. 
	Change to ‘ … applying parts or the full sequence of transformations ...’
	

	OASIS DSS-X
	5.1.3.3.2.2
	P2
	Technical
	See above
	
	

	OASIS DSS-X
	5.1.3.4
	Table 4
	General
	Due to ‘security by design’ there must be an option to validate a PAdES without disclosing the signed document. A client separating the PAdES from the PDF document and building the digest has all relevant information at hand.
	Add the following column to the table

PAdES extracted from a PDF document

1

0

1

0


	

	OASIS DSS-X
	5.1.3.4
	Table 4
	General
	Related to the ‘separated PAdES’ case please clarify how the possibly multiple signature / digest should be transported.
	
	

	OASIS DSS-X
	5.1.4.1
	
	General
	A structure quite similar to the existing element for optional components is defined. It has the same name but a different namespace.
	Please give a reason for this severe decision. Explain how this aligns with the section 4.1 .
	

	OASIS DSS-X
	5.1.4.2.2
	P 2
	Editorial
	Not a correct sentence
	
	

	OASIS DSS-X
	5.1.4.2
	
	General
	This is a useful structure and defined in a slightly broader way in the DSS-X report profile. 
	Consider using the existing component SignedObjectIdentifierType.
	

	OASIS DSS-X
	5.1.4.10.2
	P 2
	General
	The client may provide a set of policy locations. What the use of this locations? Dereferencing client-provided links always carries a security risk (e.g. amplification of DOS attacks). 

What’s the use case of these URIs? It is not mentioned in the processing model.
	Drop it.
	

	OASIS DSS-X
	5.1.4.12.1
	
	Technical
	The component ‘SignVerificationReport’ makes sense only if the component ‘ReturnValidationReport’ is present and has the value ‘true’. 

It has no use on its own.
	Redesign the structure so that SignVerificationReport’^is a subcomponent of  ReturnValidationReport’.
	

	OASIS DSS-X
	5.1.4.17.1
	
	Technical
	This component is a complex way to add a simple date to a Signature. Wouldn’t it make sense to expand the component to support more sophisticated PoEs, like timestamps or evidence records?
	
	

	OASIS DSS-X
	5.2.3.1.1
	12)
	General
	The handling of the asynchronous calls is reflected by elements on a ‘per signature’ level. Does it mean that different states of correlations ids exist for a single request? This contradicts the advantage of having multiple validations handles by a single call. At the end it is a much more complex system compared to a ‘single validation per request’ approach but with nearly the same number of calls!
	Please clarify.
	

	OASIS DSS-X
	5.2.3.1.2
	
	Editorial
	Components for handling of asynchronous calls missing in the schema snippet.
	
	

	OASIS DSS-X
	5.2.3.4.1
	P 2
	General
	Why should the validation time be returned for XAdES signatures, only?
	
	

	OASIS DSS-X
	5.2.3.6.1
	
	Editorial
	The scope of this component is a single signature. Presumably it’s a typo to mention ‘signature(s)’
	
	

	OASIS DSS-X
	5.2.3.7.1
	
	General
	Retrieving meta information about the validation service must not be bound to a validation call. 
	Use other mechanisms to provide a self-description of the service instance. 
	

	OASIS DSS-X
	5.2.3.8.1.1 / 5.2.3.8.1.2
	
	Editorial
	‘ETSI XML protocol’ is a bit generic.
	Add a useful headline and fix the structure.
	

	OASIS DSS-X
	5.2.3.9
	
	General
	With (afaik) no JSON-based validation report defined the complexity of JSON signature support can be dropped. 

An enveloped signature within the XML report is opaque for he protocol level.
	Drop the JSON-induced components.
	

	OASIS DSS-X
	5.2.3.10.1
	
	General
	Is it intended to return all intermediate results of the transformation chain or just the input to the digest stage?
	Please clarify.
	

	OASIS DSS-X
	5.2.3.13.1
	P 2
	General
	Why should the signing time be returned for XAdES signatures, only?
	
	

	OASIS DSS-X
	6.1.1.1
	
	General
	This section lacks an explanation of the augmentation approach and the distinction to the signing. 

From the technical point of view, the augmentation is the application of another signature on an already signed document. This functionality is covered by DSS since version 1.0 .

The elements of the AugemtationRequest are not mentioned.
	Please clarify the approach. Explain its advantage to the use of a ‘plain’ signing request. 

Explain why the OptionalInputs are not useful for an AugemtationRequest. E.g. could it be useful to provide a ‘ClaimedIdentity’ component with the request.
	

	OASIS DSS-X
	6.1.1.1
	P 3
	General
	Is the case of hash algorithm weakening considered as ‘augmentation’? In this case the document itself, a transformed document or its digest must be available.
	Include and explain or exclude this use case. 
	

	OASIS DSS-X
	6.1.1.2
	P 4
	General
	What’s the use of the profile element within the AugemtationRequest with the single value ‘augmentationprofile’?

What happens if this profile is not present?

Are other profiles allowed (e.g. the async profile)? 
	Please clarify.
	

	OASIS DSS-X
	6.1.1.2
	P 4
	General
	DSS-X 2.0 defines the ‘AugmentSignatureInstruction’ OptionalInput component. What’s the added value of  ‘Return AugmentSignature’
	
	

	OASIS DSS-X
	7.1
	
	General
	Does this section define a new protocol (as the title suggests) or does it define just a profile identifier?

The DSS-X 2.0 specification defines the OptionalInput ‘ReturnAugmentedSignature’ (‘ReturnUpdatedSignature’ in version 1.0) to handle the request of an augmented signature. 
	Please give a reasoning and explain the advantage of a distinct protocol compared to using a given element. 
	


PAGE  
4

