Your support is requested for the upcoming ballot for the ballot for the OASIS Digital Signature Services Core and Profile specifications to become an OASIS Standard.
The Digital Signature Services (DSS) specifications describe two XML-based request/response protocols – a signing protocol and a verifying protocol. Through these protocols a client can send documents to a server and receive back a signature on the documents; or send documents and a signature to a server, and receive back an answer on whether the signature verifies the documents.  The DSS Core specification provide the basic protocols and elements which are adapted to support specific use cases in the DSS profiles.

A description of DSS Core and profiles are given in the DSS Overview document and other published papers available through the DSS TC homepage.  In addition, the core and all the profiles specifications can be downloaded from the DSS homepage at:

http://www.oasis-open.org/committees/dss/
Members of the DSS TC have successfully carried out interoperability tests between independent implementations of the DSS specification.  Again further details are available on the DSS homepage.

http://www.oasis-open.org/committees/dss/
If you have any questions about DSS please contact either of the chairs:

  Nick Pope: nick.pope@thales-esecurity.com, or

  Juan Carlos Cruellas: cruellas@ac.upc.edu
