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This is a digest of the discussion of offer/counter-offer protocol that took place on the ebxml-cppa-negot listserver March 4-17, 2002.

Design Objectives

· Avoid requiring changes to the CPPA and BPSS specifications, at least for version 1 of the negotiation spec. (This was not in the Mar. 4-17 discussions but I believe it is implicit in a lot of our minds. I want to take this opportunity to put it on the table.)

· Deterministic algorithms

· Negotiation process should converge rapidly.

· Process should either succeed or fail.

· Turn process over to humans on failure

· Avoid iterative loops that don’t advance the state of the negotiation. An example is reiteration over the same offer/counter-offer this rejected by either or both parties.

· The spec should state rules that avoid iterative loops even if it is decided that automatic detection is out of scope for version 1.

· No backtracking over previously agreed items.

· It must be absolutely clear at any point in the negotiation which party (i.e., only one party) has the initiative to send the next request (offer or counter offer).

· Avoid race conditions in which both parties simultaneously send an offer or counter offer. The choreography should make this an error condition.

· Minimize the amount of state that has to be saved.

· Offer rejection semantics should be strong; rejection should not be a tactical maneuver.

· When more than one result works, rank them and find the fairest solution.

· Negotiation process should be described by a separate state diagram for each party (not of the process as a whole) since that is how it will be implemented.

Negotiation Protocol Issues

Negotiation Instance

A Negotiation Instance is a complete execution of the BPSS choreography from the initial proposal for negotiation until the CPA is completed successfully or the negotiation fails. A single negotiation instance negotiates a single CPA. 

Each CPA under negotiation has a unique identifier which persists through successive drafts until the negotiation process is concluded.  This identifier is external to the CPA; it is not the cpaid attribute within the CPA. This identifier also functions as the Negotiation Instance Identifier.
Offer Identifier

A counter offer must be associated with the offer or counter offer to which it is replying. Each offer or counter offer has a unique identifier. A counter offer states the identifier of the offer or counter offer to which it is replying. The identifiers and the references to them are in the negotiation-message payload.

NOTE:  With ebXML messaging, the messageId and refToMessageId attributes in the message header could serve the purpose of these identifiers.  However, to enable alternative messaging protocols, such as “vanilla SOAP”, which do not have these identifiers, the offer and counter offer identifiers are defined at the application level.
Reinstating a prior offer or counter offer

· Problem: Party A receives an offer from Party B and replies with a counter offer.  Based on the response to the counter offer, Party A then decides to reconsider Party B’s original offer. How is this offer put back on the table?  Possibilities:

1. Party A issues Part B’s offer as a counter offer. This may confuse Party B since it is really Party B’s offer.

2. Party B somehow gets initiative to re-issue the offer. Given the general rules about not repeating identical offers, how does Party B recognize that it would be fruitful to reissue the offer?
· The solution could be provided by broadening the function of the counter-pending flag into a response flag. One value would open the way to Party B’s reissuing the prior offer.  Possible values, assuming Party B sent an offer to Party A.
· Counter pending: Party B’s offer is partly acceptable. Party A is going to send a counter offer next.
· Conditionally accepted:  This offer might be acceptable but Party A wants to do better and is going to issue a counter offer next.

· Firmly rejected This cannot work.  Do not reissue it. Reissue would be an error condition. Party A is going to send a counter offer next.
· Re-send prior offer (accompanied by its offer ID). Party A wants to reconsider the prior offer.  Party B has initiative to re-send that offer.

· Scenario example:


[image: image1]
Doing Better than an Acceptable Proposal

Here is an example of a proposal that is acceptable, but receiver thinks he can do better. 

Two parties have transport preferences ordered as shown below. Party1 proposes using FTP, which is acceptable to Party2. Party2, however, notices that SMTP would be only marginally less desirable to Party1 but much more desirable to him. 
Party1
Party2

FTP
SMTP

SMTP
HTTP

HTTP
FTP

Party2 should be able to “table” Party1’s original (FTP) proposal long enough to propose SMTP. If Party1 accepts, fine. Otherwise, Party2 can then untable the FTP proposal and agree to it without having to start over.
This can be done using the above procedure of responding to Party 1’s offer with Conditionally accepted, counter-offering with SMTP and then, if Party 1 rejects SMTP, requesting “re-send prior offer.
Other Matters

· Consider physically packaging the response flag with the counter offer if one is being issued, in order to save message traffic.

· Can this be done using existing business signals for the response flag (in order to avoid CPPA changes)?

· It was suggested that this packaging might be unnecessary complex, especially for version 1).
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