1) Monica Martin had questions regarding four particular conformance test requirements.  They are: 
urn:semreq:id:69 For each received message, if the message in error has an ErrorList element with highestSeverity set to Error ---- The error is: Logged; Resolved by other means; and, No further action is taken. ** ISSUE: Will test harness have access to an MSH log? **

Discussion from implementers was that such a feature would have to be added to the test adapter/plugin

to permit this kind of  test service capability.

The “Annotated MS Specification” currently shows this requirement as “fully” covering the specification item.  If implementations of the Test Service adapter will not provide access to the log file, the spec annotation  should be downgraded to “partial”.

<Jacques> Agree needs downgrading. Note that TestReq #65 is under similar conditions as #69 (comes from same spec item, incidentally the annotation should point to both separately – not sure it does in latest version). I suggest that we could split further these test req(s), so that some become fully testable:

#69a: assertion would be just: “error is logged” (coverage is partial ONLY if we add a new action in TestService that is able to read a log and look it up for an error, knowing that even so we could not require an MSH provider to interface/implement this action. If we don’t add this action, coverage should be None, as there is no protocol for our testbed to look up this log.)

#69b: assertion would be just: “no error is reported to sender” (which is the interpretation of “no further action is taken”).  In that case, we can fully test that, because we can observe if the Error Reporting Location gets such report or not. Note that such a split would not help for #65 as the report location cannot even be resolved in that case…

NOTE: if we do this split, we should distinguish corresponding spec items in annotated spec, so that coverage can be differentiated.

</Jacques>

urn:semreq:id:123 For each reliably received message, if the PersistDuration parameter is present in the CPPA AND AckRequested element is present in the message AND the message is presented once and only once to the application AND the same message is received again by the MSH before PersistDuration expires -- An Acknowledgement message is sent back to the sending MSH. **ISSUE: Can we verify a “once and only once” presentation to the application? 

The “Annotated MS Specification” currently shows this requirement as “fully” covering the specification item.  If implementations of the Test Service will not provide verification of a “once and only once presentation to the application”, then this spec annotation for this requirement should be downgraded to “partial”. Eric suggested that there may be ways that the  Test Service could be designed to support checking “once and only once” presentation to the application.

<Jacques> isn’t the spec ref for #123 (6.4.6) erroneous here? Other than that, I believe the precondition statement: “AND the message is presented once and only once to the application “,  is simply superfluous here. All we want to check, is that an Ack is sent back even for duplicates. So all we need is the precond to describe a duplicate situation. What happens on application side is not relevant to this test (checked somewhere else).

</Jacques>

urn:semreq:id:190 For each received message, if the message contains a StatusRequest element AND the the StatusRequest child RefToMessageId element value is recognized AND the message is received from an party deemed to be unauthorized – The Timestamp child element of the StatusResponse element is not present in the response message. **ISSUE: How do we check if the party is authorized?

The “Annotated MS Specification” currently shows this requirement as “fully” covering the specification item.  If implementations of the Test Service will not provide verification that the party is authorized, then this spec annotation should be downgraded to “partial”.

Prakash stated that authorization is better addressed as an interop feature, and that this test may belong in the interop domain. 

<Jacques> can we simulate (our Test Driver) an “unauthorized” source? The spec does not seem to define more precisely what that means. If we can in a sure way, then this is fully covered. Otherwise, coverage is partial or even none.  I still believe in any case this test belongs to conformance, as that does not really requires another MSH at the other side to verify (and this behavior would not change when tested in an interop set-up).

</Jacques>
urn:semreq:id:91 For each received message with an AckRequested with the Signed attribute set to False and consistent with the CPPA, The Acknowledgment message is unsigned.  **ISSUE: How is verification to be done between CPA and messages received?

Monica raised the question of how the Test Service will compare content of received messages with CPA values.  Will we be using a mini-cpa, a full CPA document for configuration of the Test Service?   

Prakash stated that standardization of a “mini-cpa” is not imminent, and that interoperability participants are going to be using a full CPA for configuration.  Even so, there are differences in CPA versions, and some kind of an agreed upon CPA schema will have to be utilized.
<Jacques> This is a more general issue that I believe we have addressed in a sufficient way for now: Each test case specifies a CPA content, as input to the testbed. Mike and Matt have considered a format for it, Xpath-based, which is quite flexible as number of elements specified is variable, and Xpath exprs can be easily changed if CPA doc schema changes), but we have not (?) finalized it yet on this format. Nevertheless, a set of “test” CPAs is specified at high level (not XML doc) in our test suite (see section 5.2.2 of current MS Conformance Test spec), and a candidate MSH is supposed to initially store them somehow and be able to use them (i.e. resolve the CPAId that appears in a message, with one of these.) Possibly, the Test Service can dynamically add a new CPA (or CPA-data) to this set, via the Configurator action.  (ultimately, that would be the way we would control the creation of CPAs in an MSH). 

We would then need a precise format that we could pass in a “configuration” message. But for now the description is text-based, as in section 5.2.2 of current MS Conformance Test spec. So we can assume that the CPA content is known for each Test Case. Does that answer the concern?

</Jacques>
