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1.1 Parameters of the Test Suite 

The ebXML MS basic interoperability profile (ebXML-MS-BIP) provides users with options relevant to test execution. A primary set of options must be selected when testing such a profile:

· The transport protocol. The two RECOMMENDED values are: HTTP/1.1 and SMTP.

· The canonicalization method (for digital signatures). The recommended value is: “http://www.w3.org/TR/2001/REC-xml-c14n-20010315”

· The signature algorithm. The recommended value is: "http://www.w3.org/2000/09/xmldsig#dsa-sha1"

The recommended values above only reflect the most common - or expected - options, or those recommended by the Messaging specification [ebMS].  The table provided in this section reflects the recommended minimum set of parameters used for test execution.  This representative set can be a subset of the minimum set of options that apply to ebMS implementation execution and the use of a Collaboration Protocol Agreement (CPA) between the partners or endpoints.  This basic interoperability profile assumes symmetric configurations between partners.  As a non-normative reference, an example of a CPA is provided at:

Placeholder for reference
These profile options correspond to the MSH configuration parameters of the MS-BIP test suite. The test suite described here can then be executed for different values of these parameters. These test suite parameters, once instantiated, are supposed to apply to all test cases of the test suite (although some parameters will only be relevant to some test cases). Indeed, such parameters represent a mode of interoperability that characterize the entire test suite, such as the transport protocol or signature algorithm. Therefore, when two users complete a test round of the MS-BIP test suite, they should precisely announce the instance of the MS-BIP that they have used, using a parameter notation, for example:

MS-BIP (“HTTP/1.1”, “http://www.w3.org/TR/2001/REC-xml-c14n-20010315”, “http://www.w3.org/2000/09/xmldsig#dsa-sha1")

The RECOMMENDED parameter notation and order, for precisely defining a particular MS-BIP test suite is:

MS-BIP (<transport-protocol>, <canonicalization-method>, <signature-algo>)

These parameters MAY be considered as pre-test conditions, as the metadata is used to configure the endpoints prior to test execution.  The test parameters, i.e. the configuration group or metadata, MAY be automated as a pre-test configuration check to verify test readiness. 

Mm1: Open question to TC on this item regarding pre-test check for test readiness – are these actually considered test requirements.
<Jacques> they should be considered as “pre-test” or test readiness as you said, but they seem to me of different nature than test reqs that inspire our test cases of the suite, as they (1) depend on the specific instance of test suite, (2) are a pre-condition to even start executing a test suite. (if they are not well agreed upon between parties, some if not all interop test cases will inevitably fail). These test readiness checks are of the same nature, seems to me, as verifying that the CPA sets have been properly installed on MSHs prior to the test execution.  

[MIKE] – Are the above 3 items all that is necessary?  If so, we should indicate that these represent “DELTAS” from the “base MSH configuration”, and we should specify that if one wishes to represent a short list like this ( as we do in section 4.1.2 ), that they are variants from the base configuration. I think it is better to just “bite the bullet” and list them all.. to avoid all kinds of questions about configuration.  I suggest a table like this:

	Name
	Value 
	Equivalent CPA field(s) – assumes a symmetric partner configuration                                                                    

	Transport Protocol
	HTTP 1.1
	CPA/PartyInfo/Transport//TransportProtocol

	Canonicalization Algorithm
	“http://www.w3.org/TR/2001/REC-xml-c14n-20010315” 
	N/A

	Signature Algorithm
	http://www.w3.org/2000/09/xmldsig#dsa-sha1 
	 CPA/PartyInfo/DocExchange//SenderNonRepudiation/SignatureAlgorithm

	Signed Message
	false
	CPA/PartyInfo/CollaborationRole/ServiceBinding//BusinessTransactionCharacteristics/isNonRepudiationRequired

	Signed Acknowledgment
	false
	CPA/PartyInfo/CollaborationRole/ServiceBinding//BusinessTransactionCharacteristics/isNonRepudiationReceiptRequired

	Confidentiality
	none 
	CPA/PartyInfo/CollaborationRole/ServiceBinding//BusinessTransactionCharacteristics/isConfidential

	Authentication 
	none 
	CPA/PartyInfo/CollaborationRole/ServiceBinding//BusinessTransactionCharacteristics/isAuthenticated

	Retries
	3
	CPA/PartyInfo/DocExchange //ReliableMessaging/Retries

	RetryInterval
	PT30S
	CPA/PartyInfo/DocExchange// ReliableMessaging/RetryInterval

	AckRequested
	perMessage
	CPA/PartyInfo/DeliveryChannel/AckRequested

	PersistDuration


	P10D


	CPA/PartyInfo/DocExchange// ReliableMessaging/ReliableMessaging/PersistDuration

	duplicateElimination 
	perMessage
	CPA/PartyInfo/DeliveryChannel/MessagingCharacteristics/@duplicateElimination

	MessageOrder Semantics
	NotGuaranteed
	CPA/PartyInfo/DocExchange// ReliableMessaging/MessageOrderSemantics

	HTTP Timeouts


	PT5M
	N/A

	SyncReply (used to globally define all messages synchronous)
	false 
	N/A

	syncReplyMode

	none
	CPA/PartyInfo/DeliveryChannel/syncReplyMode


Mm1: Suggest you leave confidentiality and authentication as recommended.

Also per discussion 3/27 with Serm and Mike, suggest we consider a reference to a complete CPA as an example in an appendix.  Also suggest we provided other recommendations here and highlight those parameters specifically relevant for the test vs. those relevant to implementation execution.
It is very important to mention the values of the parameters used for interoperability testing, as these parameters define an interoperability space: if a set U1 of users passes the MS-BIP with a combination of parameter values, and another set U2 of users passes the MS-BIP with a different combination of parameter values, it is highly likely that users from U1 and U2 will not be able to interoperate – unless they undergo MS-BIP again with a common set of parameters. 

Depending on some parameter values, some test cases may not apply. For example, there are two test cases in MS-BIP that require a synchronous protocol. These two test cases MUST NOT be executed if the <transport-protocol> parameter has for value an asynchronous-only transport ID, e.g. SMTP. 
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