State Management Test Requirement

	TR ID
	Test Requirement
	Spec Loc
	Precondition
	Assertion
	2-side?
	Environment
	Test Procedure (CS is an initiating role)
	Test Procedure (CS is a responding role)
	Relating Params
	Note

	T50
	Achieve simple state transition with business success. Test that the BP engine makes correct state transition in a simple single transaction scenario.
	Section 7.5, 7.6
	No communication failure.
Serm, need to understand there may be dependencies but is the pre-condition associated with the transport layer?  Likely not.  Perhaps the pre-condition is on a combined test case that spans multiple levels of interaction – transaction, service, application transport and transport (communication). This applies to any reference you have on any test requirement that has this pre-condition. See paragraph that begins on line 846, BPSS 1.05.
	The candidate system transitions into a success state.
	Y
	Single transaction with request/response. All signals are required. Condition for success is specified. This may be done by specifying 2 document envelopes in the responding activity, one with isPositiveResponse equals true and the other equals false. In this test case the one with isPositiveResponse equals true is used.
	Candidate System (CS) is an Initiating Role. The CS sends a request. Test Driver (TD) sends all the signals appropriately, then sends the response message which is a positive response. The CS sends the receipt acknowledgement signal. The Test Service (TS) validates all signals and verifies that the CS has ended the collaboration with a business success (can we verify this? Or we can only verify the end state? IOW, can TS verify the BusinessSuccess signal from the BSI (I am not sure if we should verify this because this signal back to the App is not defined in the BPSS).  Ask for comments from the group. If this verification is valid, it needs to be incorporated into other tests.
Serm, we need to look at this as the BSI hands off, but the BPSS does not dictate how – it only identifies that it occurs. In a ‘black box’ test, we’ll have to show some type of visible event or reaction to infer this is true.  I am not sure at this time if we should attempt to test the handoff from the BSI to an application (affects AcceptAck, at a minimum) and final business success. Unless this is left up to the implementation of the test driver, whereby we define some framework for which a test implementation could execute to test this requirement.
	Candidate System (CS) is a Responding Role. The TD sends a request. The CS sends all the signals appropriately, then sends the response message. The positive response message is generated such that it meets conditionExpression that causes the transition into success state according to the BPSS (defined in the environment). The Test Driver verifies all these actions. The TD sends the receipt acknowledgement signal. The TS validates all signals and verifies that the CS has ended the collaboration with a business success.
	isIntelligibleCheckRequired, conditionGuard, conditionExpression
	More tests could be enumerated on types of condition expression, e.g., XPATH and DocumentEnvelopeLanguage.

Enumerate the tests through UMM transaction patterns?
Serm, suggest we start to think about a profile.  I believe what will be interesting or valuable will be the commercial transaction, and perhaps request-response.
All these comments apply to T100 as well.

	T100
	Achieve simple state transition with business failure. Test that the BP engine makes correct state transition in a simple single transaction scenario.
	Section 7.5, 7.6
	No communication failure.
	The candidate system transitions into a fail state.
	Y
	Single transaction with request/response. All signals are required. Condition for failure is specified. See T50
	Same as T50 with an exception that the negative response message is used to cause a business failure. The TS then has to validate all signals and verify that the CS ends the collaboration with business failure.
	Same as T50 with an exception that the response message is generated such that it causes a business failure. The TS then has to validate all signals and verify that the CS ends the collaboration with business failure.
	isIntelligibleCheckRequired, conditionGuard, conditionExpression
	More tests could be enumerated on types of condition expression, e.g., XPATH and DocumentEnvelopeLanguage.

Enumerate the tests through UMM transaction patterns?

	T150
	Correctly handle failed receipt acknowledgement timeout in requesting business activity. This tests both the detections of timeouts and retries.
	V1.05 L771-2, L1688, L1689, L1498
	All messages have in fact reached the destination. This makes the verification based on the retryCount valid; otherwise, the timeToPerform has to be taken into account.
Serm,

TimeToPerform should be taken into account regardless.  This drives the retries.
	If the CS is a Requesting Role, it transitions into the Protocol Fail after reaching the retry counts. If the CS is a Responding Role, it does not starts a new collaboration after receiving each request and transitions into the Protocol Fail after reaching the timeToPerform. The message id must be different for each retry (* Is this messaging level funcationality, i.e., the message id is assigned by the MSH?).
Serm, again separate your thoughts between business level and application transport.

BPSS uses XPath to interrogate the messages, and I believe there could be multiple mechanisms to uniquely identify all interchanges in an interaction but also understand they are all part of the same interaction (spec says PO number for example, ).
	Y
	Single transaction with request and response actions. A receipt acknowledgement is required within the request action.
	The CS sends the first request and then sends again after each receipt acknowledgement timeout. TD never sends the receipt acknowledgement. The TD counts and verifies the number of requests received. Once the number of requests equal to the value of the "retryCount" parameter, The TS verifies the state of the CS. The CS should end the collaboration with a protocol fail.
Serm, there is a conflict here – you say CS sends the request, but in the next column you ay the CS is the Responding role.  Until you verify, I can’t adequately evaluate this.
	The CS is a Responding Role. The CS receives the same requests from the TD (with different message ID). TD must pretend that it does not receive any receiptAcknowledgement signal. That is the TD just drops them and keep sending the request after each timeout. After the number of requests reaches the “retryCount”, TS verifies the state of the CS. The CS should end the collaboration with a protocol fail state. TS should also verifies that the CS did not start a new transaction/collaboration instance after receiving the same requests.
	isIntelligibleCheckRequired
	

	T175
	Correctly handle failed receipt acknowledgement timeout in responding business activity.
	V1.05 L771-2, L1688, L1689, L1498
	No communication problem.
	If the CS is a requesting role, this needs a clarification as described in the “Transaction State Problem” document. If the CS is a responding role, the TS verifies that the CS ends the transaction with a protocol fail.
Serm, see my comments in the document.
	Y
	 Single transaction with request and response actions. A receipt acknowledgement is required within the responding activity.
	The requesting activity has been completed. The TD sends a response document. The CS sends receiptAcknowledgement signal. The TD pretends that it does not receive anything. Need clarification as described in the “Transaction State Problem” document. 
	 The requesting activity has been completed. The CS sends the response document. The TD does not send a receiptAcknowledgement. After receipt acknowledgement timeout, the TS verifies that the CS ends the transaction with a protocol fail.
	isIntelligibleCheckRequired
	 

	T200
	Correctly handle failed acceptance acknowledgement timeout in the requesting business activity.
	
	No communication problem.
	The candidate system sends the same request to the test driver equal to the number of retries parameter after each acceptance acknowledgement timeout, then the system transitions into a technical fail state.
See item #T150.
	Y
	Single transaction.  Receipt and acceptance acknowledgement are required within the request activity.
	The CS sends a request. The TD sends a receiptAcknowledgement signal. TD does not send an acceptanceAcknowledgement signal. After the acceptance acknowledgement timeout, the CS resends the request and the TD does the same thing. This repeats until the retryCount has been reached. Then the TD verifies the number of retries, and the TS verifies that the CS fails the transaction with a protocol failure.
	The TD sends a request. The CS sends a receiptAcknowledgement and then an acceptanceAcknowledgement. The TD pretends that it does not receive the acceptanceAcknowledgement. The TD resends the request and the process above is repeated until the retryCount has been reached. The TD does not send a response document, because it is still pretending that it has not received the acceptance signal. The CS waits for the response until the timeToPerform, at which point the TS verifies that the CS fails the transaction with a protocol failure. The TD should also verify all the receipt signals. See also the “Transaction State Problem” document. 
	 
	

	T225
	Correctly handle failed acceptance acknowledgement timeout in the responding business activity.
	
	No communication problem.
	If the CS is a requesting role, this needs a clarification as described in the “Transaction State Problem” document. If the CS is a responding role, the TS verifies that the CS ends the transaction with a protocol fail.
	Y
	Single transaction.  Receipt and acceptance acknowledgement are required within the responding activity.
Serm, do you mean that the Responder or Requester is responsible to send? Your verbiage is not clear. 
	The requesting activity has been completed. The TD sends the response document. The CS sends the receipt and subsequently the acceptance acknowledgements. The TD pretends that it has not received the acceptance acknowledgement. Now the same issue happen as described in the “Transaction State Problem” document. The CS cannot know whether the acceptance signal has not reached the TD.
	 The requesting activity has been completed. The CS sends the response document. The TD sends the receipt acknowledgement signal, but it does not send the acceptance signal. The CS waits until the acceptance signal timeout, at which point the TS verifies that the CS ends the transaction with the protocol fail. 
We should split the ReceiptAck and AcceptAck into different test cases for many reasons.
	 
	 

	T250
	Correctly handle recovered receipt acknowledgement timeout in the requesting activity.
	
	No communication problem.
	The candidate system transitions into a success state once receiving a receipt acknowledgement after a few occurrences of receipt acknowledgement timeouts but still within the retryCount.

	Y
	Single transaction. A receipt acknowledgement is required within the request action.
	The CS sends the request. The TD does not send any receipt signal. The TD verifies that the CS sends another request after the receipt timeout. This time, the TD sends receipt acknowledgement signal and subsequently the acceptance signal. The TD verifies that the transaction continue as normal. The TS verifies that the CS ends the transaction with a success.  
	The TD sends a request. The CS sends a receipt signal (and may be subsequently an acceptance signal and response document). The TD pretends that it does not receive any receipt signal. Upon the receipt acknowledgement timeout, the TD sends another request. TD verifies that the CS sends back correct signals and response. The TD proceeds with the receipt and acceptance signals in the responding activity. The TS verifies that the CS ends the transaction with a success.
	 
	

	T300
	Correctly handle recovered acceptance acknowledgement timeout in the requesting activity.
	
	No communication problem.
	The candidate system transition into a success state once receiving an acceptance acknowledgement after a few occurrences of acceptance acknowledgement timeouts but still within the retryCount.
	Y
	Single transaction. Receipt and acceptance acknowledgement are required within the request action.
	The CS sends the request. The TD sends a receipt signal but does not send an acceptance signal. TD verifies that the CS sends another request after the acceptance acknowledgement timeout. The TD sends all the signals and proceeds to complete the responding activity. The TS verifies that the CS ends the transaction with a success.
	The TD sends a request. The CS sends a receipt signal, an acceptance signal, and subsequently the response document. The TD waits until the acceptance acknowledgement timeout and sends the request again. The TD verifies the CS resends appropriate signals and response. The TD proceeds to complete the responding activity. The TS verifies that the CS ends the transaction with a success. 
	 
	

	T315
	Correctly handle communication failure of the request
Serm, unless combined, this is not a part of the BPSS test proper.
	
	No communication problem.
	The CS fails the transaction with a protocol fail after reaching the retryCount in the requesting. In the responding case, the CS fails the transaction with a protocol fail after the timeToPerform.
The timeToPerform is based on the Requester ONLY. There is no protocol failure from the Responder on timeToPerform.  The failure would be issued by the Requester.
	Y
	Single transaction.
	The CS sends the request. The TD pretends that it does not receive the request and hence does not send any signal back. The TD verifies that the CS repeatedly resends the requests until the retryCount has been reached. The TS verifies that the CS ends the transaction with a protocol fail. This is actually the same as that of T150.
	The collaboration has started. The TD does not start the request. The TS verifies that the CS ends the transaction with protocol fail upon the timeToPerform. I am not sure if the CS can calculate this because it has not received the request, which would indicate the reference time point for the timeToperform.               
	
	

	T330
	Correctly handle communication failure of the response
See comment on T315 regarding ‘communication.’
	
	No communication problem.
	
	
	Single transaction. Receipt acknowledgement is required within the responding activity.
	The requesting activity has been completed. The TD does not send a response document. The CS waits until the timeToPerform and then the TS verifies that the CS ends the transaction with a protocol fail.
	The requesting activity has been completed. The CS sends a response. The TD pretends that it does not receive the response. The CS waits until the receipt acknowledgement timeout, and then the TS verifies that the CS ends the transaction with a protocol fail.
	
	

	T350
	Correctly handle transaction timeout (timeToPerform)
	
	
	
	
	
	
	
	 
	I think that this parameter is covered by other tests.

	T400
	ReceiptAcknowledgementException = syntax exception
	Section 7.6.2.1 L1751
	No communication failure.
	Conforming exception signal is returned after parsing error occurs in the received payload. The system transitions into a fail state.
	Y
	Single transaction with only request action. Receipt and acceptance acknowledgement are required within the request action.
	The CS sends a request message. The TD pretends and sends a syntax exception signal. The TS verifies that the CS fails the transaction with a protocol fail.
	The TD sends a structurally invalid request message. The CS revokes the request with the syntax exception signal. The TD validates the signal semantics. The TS verifies that the CS ends the transaction with a protocol fail.
	isIntelligibleCheckRequired 
	It is assumed that the no error case is verifies inclusively by other tests. In other words, the test, which verifies that no exception signal should initiate if message is correct, is already addressed by other positive test. In addition, we cannot test for the validity of the syntax parser. This test merely validates the correct use of exception signal.

	T450
	ReceiptAcknowledgementException = Authorization exception
	Section 7.6.2.1 L1753
	No communication failure.
	Conforming exception signal is returned after authorization exception occurs in the received payload. The system transitions into a fail state.
	Y
	Single transaction. The receipt and acceptance acknowledgement signals are required within the request action. The isAuthorizationRequired flag is set to true in the requesting activity.
	The CS sends a request. The TD pretends that the CS has no authorization for that request and sends the authorization exception signal. The TS verifies that the CS transitions into a fail state.
	The TD sends a request without a signature. <Not sure if this is sufficient to establish this test, because I am still not sure about the authorization procedure. >. The CS revokes the request with the authorization exception. TD validates the signal semantics, and the TS verifies that the CS transitions into a fail state.
I would suggest you send a role that is not authorized to participate in the transaction.
	
	It is assumed that the no error case is verifies inclusively by other tests. In other words, the test, which verifies that no exception signal should initiate if authorization is correct is already addressed by other positive test. 

Do we need to separate this test requirement into the cases where exception occurs in the request and in the response? 
Yes

If we use only one test requirement, we only test the semantics of the signal and not the isAuthorizationRequired parameter. I think that it is okay because this parameter is already tested separately.

	T500
	ReceiptAcknowledgementException = signature exception
	Section 7.6.2.1 L1755
	No communication failure.
	Conforming exception signal is returned after receiving a payload without signature. The system transitions into a fail state.
	Y
	Single transaction Receipt and acceptance acknowledgement are required within the request action. The isNonRepudiationRequired flag is set to true in the requesting activity.
	The CS sends a request (with or without signature). The TD pretends that there is no signature and sends back the signature exception signal. The TS verifies that the CS transitions into a fail state.
	The TD sends a request without a signature. The CS revokes the request with the signature exception signal. The TD validates the signal. The TS verifies that the CS enters the fail state.
Serm,

For isAuthenticated, there are actually two parts (depending on business rules), signed signals or business documents, and persistence of them.

Suggest we break into different test cases.
Some of the document security requires interaction with the application so we need to discuss (similar to some of your other BSI questions).
	
	The signature is required within the payload, which is different from signature in the header (for authentication) right? 

It is assumed that the no error case is verifies inclusively by other tests. In other words, the test, which verifies that no exception signal should initiate if signature is correct is already addressed by other positive test.

Depending on the meaning of lines 1803-11, we may need to set up another test when this signal is used to indicate that no document has been received yet. 

	T550
	ReceiptAcknowledgementException = sequence exception
	Section 7.6.2.1 L1757
	No communication failure.
	Awaiting comment. I think that this is not an exception.
Serm, this has to do with transitions for example, when you receive a AcceptAck before ReceiptAck – need to discuss?
	
	
	
	
	
	

	T600
	AcceptanceAcknowledgementException = business exception due to unsigned receiptAcknowledgement when isNonRepudiationOfReceiptRequired = true.
	Section 7.6.2.2 L1772 
	No communication failure.
	Signal is valid. The system transitions into a fail state after receiving the signal.
	Y
	Single transaction. The receipt and acceptance signals are required. The isNonRepudiationOfReceiptRequired in the requesting activity is set to true.
	The CS sends the request. The TD sends an unsigned receipt signal. The TD verifies that the CS sends a valid acceptance acknowledgement exception signal. The TS verifies that the CS transitions into a fail state.
Serm, general comment:

Need to be explicit each time who is sending or receiving, and what type of signals are sent – otherwise, the context of these will not be understood.
	The TD sends a request. The CS sends a receipt acknowledgement (signed or unsigned). The TD pretends that the signature within the receipt signal is not correct and sends back the acceptance acknowledgement exception signal. The TS verifies that the CS transitions into a fail sate upon receiving the exception signal.
	
	

	T650
	AcceptanceAcknowledgementException = business exception due to business violation, i.e., the application refuses to process the request.
	Section 7.6.2.2 L1772
	No communication failure.
	Signal is valid. The system transitions into a fail state after receiving the signal.
	Y
	Single transaction. The receipt and acceptance signals are required.
	The CS sends the request. The TD sends the receipt signal followed with an acceptance exception signal. The TS verifies that the CS transitions into a fail state upon receiving the exception signal.
	The TD sends a request. The CS sends a receipt signal. The TS (as simulated application) notifies the CS of some business error within the request. The TD verifies that it then receives a valid acceptance exception signal from the CS. The TS verifies that the CS transition into a fail state.
	
	

	T700
	AcceptanceAcknowledgementException = performance exception, i.e., application is unavailable.
	Section 7.6.2.2 L1775
	No communication failure.
	Signal is valid. The system transitions into a fail state after receiving the signal.
	
	Single transaction. The receipt and acceptance signals are required.
	The CS sends the request. The TD sends the receipt signal followed with an acceptance exception signal. The TS verifies that the CS transitions into a fail state upon receiving the exception signal.
	The TD sends a request. The CS sends a receipt signal. The TS does not respond to the request document. The TD verifies that it then receives a valid acceptance exception signal due to a problem (How do we know what type of problem it is if this is considered a black box?) from the CS. The TS verifies that the CS transition into a fail state.
	
	

	T750
	Query isNonRepudiationRequired. 
	Section 7.5.3 L1568
	 
	 Test Service should be able to query for the saved message on both the requester and responder.
Serm, this gets back to my comment on T500.
	Y
	 Single transaction with isNonRepudiationRequired = true in both Request and Response Actions. 
	 The CS sends the Request. TD sends all signals. TS checks that the Request has been recorded.

	 The TD sends the Request. The CS sends all signals and then Response message. 
	Encryption
	 

	T800
	Success isNonRepudiationofReceiptRequired. 
	Section 7.5.3 L1568
	 
	 Signed receiptAcknowledgement must be sent. The receiver must save the signal.
	Y
	Single transaction with the isNonRepudiationOfReceiptRequired = true in both Request and Response Actions.
	 The CS sends the Request. The TD sends a digitally signed receiptAcknowledgement signal. The CS continues with the transaction until completion with success. TS verifies that the signal has been recorded.
	 The TD sends the Request. The TD verifies that it receives a signed receiptAcknowledgement signal. Continue the transaction until success.

	 
	 

	T850
	Fail isNonRepudiationOfReceiptRequired
	Section 7.5.3 L1568
	
	The CS must transition into Protocol Fail state after receiving un-signed receiptAcknowledgement signal
	N
	Single transaction with the isNonRepudiationOfReceiptRequired = true in the Request Action.
	The CS sends the Request. The TD sends un-signed receiptAcknowledgement signal. TS verifies that the CS transition into protocol fail state.
	N/A
	
	

	T900
	The isAuthorizationRequired Parameter. Fail to authorize. Note the success case does not make sense to test at this point because we can’t verify that.
	Section 7.5.4 L1608
	 
	 Not sure how to test this. It is not specifically said in the specification about what the requester and responder are supposed to do for supply the Identity for authorization.
The sender fails the authorization and the receiver transition into a fail state.
This is implementation specific Serm. Remember that in many cases BPSS only identifies what should happen, not how.`
	
	 Single transaction with the isAuthorizationRequired flag = true in the requesting activity.
	The CS sends a request. The 

TD indicates the CS is not authorized. TS verifies that the CS transition into the protocol fail state. 
	TD sends the request, which results in an authorization failure. The CS fails the TD authorization. It notifies the TD and then transitions itself into a protocol fail state. TS verifies the transition.
	 
	 

	T950
	isAuthenticated = transient
	Section 7.5.5 L1624

Section 7.5.7 L1656
	We can see that test requirement 503-529 requires more configuration parameters from the CCPA???. CPA? In addition, there is not discussion about state management in this particular section. These parameters are pre-conditions to the business collaboration. They are less likely to produce implementation ambiguity in the BSI. The interoperability goes across from CPPA, to BPSS, to MSH. First, if MSH implements all algorithms associated with these parameters correctly, it is okay. Then the BSI has to read configuration in the CPA correctly and interoperate with MSH ??? (Doesn’t it interoperate with MSI) in order to tell MSH correctly. One thing is that I am not sure if MSH reads CPA directly so BSI does not have to tell MSH anything about configuration at run time. This could be implementation specific though. Anyhow, I think these parameters do not lend themselves as potential interoperability issues for the Runtime transaction and collaboration semantics.
	
	
	
	
	
	

	T1000
	isAuthenticated = persistent
	Section 7.5.5 L1624 

Section 7.5.7 L1656
	
	
	
	
	
	
	

	T1050
	isAuthenticated = transient-and-persistent
	Section 7.5.5 L1624 

Section 7.5.7 L1656
	
	
	
	
	
	
	

	T1100
	isConfidential = transient
	Section 7.5.5 L1624 

Section 7.5.7 L1656
	
	
	
	
	
	
	

	T1150
	isCondfidential = persistent
	Section 7.5.5 L1624 

Section 7.5.7 L1656
	
	
	
	
	
	
	

	T1200
	isCondfidential = transient-and-persistent
	Section 7.5.5 L1624 

Section 7.5.7 L1656
	
	
	
	
	
	
	

	T1250
	isTamperProof = transient
	Section 7.5.5 L1624 

Section 7.5.7 L1656
	
	
	
	
	
	
	

	T1300
	isTamperProof = persistent
	Section 7.5.5 L1624 

Section 7.5.7 L1656
	
	
	
	
	
	
	

	T1350
	isTamperProof = transient-and-persistent
	Section 7.5.5 L1624 

Section 7.5.7 L1656
	
	
	
	
	
	
	

	T1400
	isGauranteeDelivery = false
	Section 7.5.6 L1648 

Section 7.5.7 L1656
	
	
	
	
	
	
	

	T1450
	Non-seqential arrival of messages.
	
	Stop here per Serm 20 July 2003.
	
	
	
	
	
	 
	

	
	Nested transactions
	
	
	
	
	
	
	
	 
	

	
	Nested collaborations
	
	
	
	
	
	
	
	 
	

	
	Correct use of signals. Signal should not be used for business exception.
	
	
	
	
	
	
	
	 
	

	
	isConcurrent parameter
	
	
	
	
	
	
	
	 
	

	
	isLegallyBinding
	Section 7.5.2 L1529
	How to test this though?
	
	
	
	
	
	
	

	
	Nonconforming document
	
	
	
	
	
	
	
	 
	

	
	Unexpected document type for the collaboration (ID)
	
	
	
	
	
	
	
	 
	

	
	Is there any error condition that could resulted from the msh level that can effect the BPSS level or vice versa.
	
	
	
	
	
	
	
	 
	

	C5000
	More complicated collaboration, like two states. I think this will provides more proofs on conditionGuard and conditionExpression implementation
	
	 
	 
	
	 
	 
	 
	isIntelligibleCheckRequired, concidtionGuard
	 

	C5050
	Similar to 75 but for business failure.
	
	 
	 
	
	 
	 
	 
	isIntelligibleCheckRequired, conditionGuard
	 

	C5100
	Transaction rollback. There may be another requirement where the rollback results in voiding of the whole collaboration.
	v1.05 L570-4
	 
	 
	
	 
	 
	 
	 
	 

	C5150
	Correctly handle collaboration timeout.
	
	
	
	
	
	
	
	 
	

	C5200
	A Fork transition with XOR
	
	
	
	
	
	
	
	 
	

	C5250
	A Fork transition with ALL coupled with a Join with not-wait-for-all
	
	
	
	
	
	
	
	 
	

	C5300
	A Fork transition with ALL coupled with a Join with wait-for-all
	
	
	
	
	
	
	
	 
	

	C5350
	A Fork transition with ALL and timeToPerform coupled with a Join with wait-for-all
	
	
	
	
	
	
	
	 
	

	C5400
	Loopback transition with 550
	
	
	
	
	
	
	
	 
	

	C5450
	Loopback transition with 600
	
	
	
	
	
	
	
	 
	

	C5500
	Loopback transition with 650
	
	
	
	
	
	
	
	 
	

	C5550
	Loopback transition with 700
	
	
	
	
	
	
	
	 
	

	
	Break the BPSS document definition and see if they can detect that. Bad parameter value. Nonconforming BPSS instance. Variation of BPSS instance from the agree upon instance.
	
	
	
	
	
	
	
	 
	


Overall Note

	* First focus on binary collabration.
	
	Multiparty collaboration is not a requirement as of v1.05 anyway. Line 1907

	* The assertion is stated in general right now. Other statements are required to completely validate an assertion, such as, valid signal content, correct message reference, etc.
	
	Since we are focusing on state management, the test assertion will only indicate the verification related to state. Other verifications should be in the pre-condition.

	* Now it seems like I am only focusing on state transition conformance. There are other BPSS features which may need to be tested as well.
	
	We should focus on Runtime Business Transaction Semantics (state management within the transaction) first and then Runtime Business Collaboration Semantics (state management between transactions). Note that Line 1879 even states that the compliance at the Collaboration Semantics level is not required right now.

	* I see the BPSS consists of two types of parameters 1) Business parameters and 2) Technical parameters. The business parameters are parameters that directly influence business transition. The technical parameters indicates scenario specifictechnical requirements to collaborate such as confidentiality, authorization, etc. I am not sure if the (generic) BPSS testing should cover testing of technical parameters. In my mind they may be better off tested in a scenario based testing.
	
	

	What does the receiver suppose to respond for invalid message content, e.g., 0 item in the PO? Do they respond with signal or message? - Depending on the Intellegible check required parameter. If the intelligibleCheckRequired == true, then the doc is checked for schema validation before sending receiptAcknowledgement. What happen then if the intelligibleCheckRequired = false? Should exceptionSignal be sent?
	V1.05 L812-19
	

	BPSS 1.05 states that a BSI software is an ebXML compliant component which can be configured by BPSS, CPA, and CPP. It seems like the word BSI covers larger configuration set, so it is questionable whether we can call this test suite as a test suite for testing BSI. These test requirements only test parts of the BSI.
	L364-366
	Definition of BSI

	The Business Signal Payload structures provided here is optional and normative. What does optional means? Does this imply that we should not test compliance of signal structure in conformance mode, although it may be important for interoperability?
	L444
	Monica said that this could be just English ambiguity. The signal structure is normative and should be tested.

	Line 855 implies that in order to test the State Management, the isGaranteedMessageDeliveryRequired must be always set to true, so must the timeToAcknowledgeReceipt and the timeToAcknowledgeAcceptance be more than 0.
	L855
	

	I think line 1076 about the pre/post condition is either incorrect or ambiguous. The definition is okay for the precondition. However, post condition typically indicates something that needs to happen before leaving the state, e.g., write to database, check for resource availability.
	L1076
	

	Why do two Roles have the same ID?
	L1116, L1119 
	

	I think those IDRefs in the Transition, Start, Success, and Failure elements are redundant. Why do you want to reference both the name and nameID? Also in the Performs element.
	
	

	This is more like a comment than a question. I think that currently the semantics of the Success and Failure elements are intertwine with the Transition element. In other words, the Failure and Success states carries both state and transition semantics (however, they have no explicit relationship to the Transition element. I think the Success and Failure can be modeled as subtypes of business activity. The attributes pre and post conditions of the BA are both making sense for these two elements. Use the Transition element to indicate transition from other states into these two states. I think this is a more coherence semantics.
	Fig 11
	

	Talk about redundancy of IDRef in the example on line 1293. Also there is no transition into the Update Repair Order BTA - L1346
	
	

	The "name" attribute is unique w/i a package. What is the scope of nameID uniqueness?
	
	

	Is the  example on line 1383 useful at all?
	L1383
	

	Could the legallyBinding be the CPA type of parameter because a BTA can change from not binding to binding depending on the status of collaboration or project, e.g., changes from draft to published version of contract.
	
	

	Line 1451 can be confusing. I would suggest that be changed to either “the business transaction must complete or each party …….” Or “the business transaction must either succeed or fail otherwise each party ….”. 
	L1451
	

	Line 1469 does not correspond to the UML. Response action is always required according to the UML however with or without DocEnv. So as Line 1476. At least the response is always required according to the UML. Also what does it imply if the control stays with the responding activity?
	L1469, 1476
	

	This paragraph confuses me. First it says that the signals requirements are independent. Then it says, “If one is not required, one is not allowed” – so vague. In addition, the combinations of signal requirements in the UMM transaction patterns are not unique. Hence, you can’t use the combination to indicate which transaction pattern you are executing.
	L1523-1527
	

	Section 7.5.2. I think that as the isLegallyBinding flag has been introduced, some statements in the UMM transaction pattern becomes invalid. This is because originally the UMM uses the pattern to indicate whether a transaction indicates a legal binding or not. With this parameter, patterns like information distribution or query-response can become legally binding.
	L1529
	

	Section 7.5.2. Is it necessary that the isNonRepudiationRequired must be true if the isNonRepudiationOfReceiptRequired = true?
	L1568
	

	Typo? Missing “r” in “TamperPoof” and what is “TamperDetectable”?
	L1642, L1644
	

	Line 1725 says, “the requesting and responding roles take different actions based on time outs”. The “actions” are not explicitly described for the requesting role. The next paragraph states that the responding role simply terminates the transaction.

Line 1729 says, “… time out exception must be used when originator provides reason for revoking …”. Does this imply that a time out exception message must be originated from the sender in case that the time out exception occurs?

What exactly is the semantics of the timeToPerform? Does it include only the time lapse from the sending the requesting document to receiving of the responding document, excluding the receiptAck and acceptanceAck in the responding activity?
	Section 7.6.1 L1706
	

	Sequence Exception. Our interoperability experience indicates that the message sequence does not constitute an exception due to network latency and message queue algorithm. As long as the messages arrive before time out, BSI should pick up the next message making sense to the collaboration first. 
	L1757
	

	I think there is a typo. “Enable” should be “unable”.
	L1779
	

	This last sentence confuses me. “The sending partner must send notification of failed authorization if the requesting partner is not authorized to perform the responding business activity.”
	L1799-1802
	

	When to send the exception signal, if no request or response document has been received. Is it at the end of time out & retry? I think that this statement creates a sort of conflicting semantics with the time out semantics, which indicates that both sides just void the transaction if the timeout occurs. Also see the relating question on the L1706 above.
	L1803-11
	

	It is unclear, which signal to use if unsigned receipt is returned when non-repudiation of receipt is required. Is it an Acceptance Exception signal with Business Exception?
	L1812
	

	This imposes another functionality associated with the isNonRepudiationOfReceiptRequired flag on the BSI. Is this necessary? Is it duplicating the isAuthorizationRequired? My concern is just that this creates another assertion in the spec that can’t be tested. 
	L1823
	

	How is this done? Is the original request document sent back with the receiptAcknowledgement signal?
	L1826
	

	- Figure 14. It occurs in the UML diagram that the response activity is always required, although its document envelope can be empty. So in the Figure, the box that says "Is response expected?" does not make sense.
- Also in the responding portion, it looks like the Acceptance Ack can exist without a Receipt Ack. Is this right? Also the validity of the message needs to be checked only if the isIntellegibleCheckRequired == true. 
- The Y/N labels after the isPositiveResponse is missing.
- After each timeouts, there should be some retries before protocol failure right? Or this this intentionally left out in this figure?
	L1843
	


BSI-to-MSI Test Requirements

	The question is whether these two levels are entirely separated.

	IsGauranteedMessageDeliveryRequired

	DocumentSecurity/isAuthenticated

	DocumentSecurity/isConfidential

	DocumentSecurity/isTamperProof

	Attachment


BPSS Semantics Test Requirements

This is for semantic checking of BPSS instances.

	ID
	Requirement
	Spec Loc
	Is covered by XSD?
	Note

	50
	All elements of a specification are defined within the context of a package.
	v1.05 L702-4
	N
	

	100
	A BT consists of one Requesting Business Activity and a Responding Business Activity
	v1.05 L747-8
	Y
	

	150
	A ResBA consists of at least one DocEnv
	v1.05 L748
	Y
	

	200
	A ReqBA consists of zero or more DocEnv
	v1.05 L749
	Y
	

	250
	The isPositiveResponse attribute of the DocumentEnvelope should be used only within the ResBA
	Implied
	N
	

	300
	The isIntellegibleCheckRequired and the nonRepudiationOfReceiptRequired attributes can be present only if the timeToAcknowledgeReceipt > 0
	Implied V1.05 L812-19, L1512-16
	
	

	350
	BT is atomic. Hence BTA is atomic. E.g., A request that needs to be partially fulfilled needs to have its responses divided in multiple transactions.
	V1.05 L1090-6
	N
	I think this may not be testable.

	400
	The timeToPerform attribute of the Fork element can only be used when the Fork element has the associated Join element.
	V1.05 L1236-8
	N
	But I think this semantics should be extended to "The timeToPerform of the Fork element can be used only when its ALL switch is on and the associated Join element has a waitForAll switch on.

	450
	The waitForAll attribute of the Fork element can be used only its associated Fork element has the ALL switch on.
	Implied
	N
	

	500
	There are at least one Start, one BTA, and a Success or Failure element in a BinaryCollaboration.
	Implied
	N
	

	550
	There must be at least 2 transition out of a BTA, one with a Success conditionGuard and the other with a Failure conditionGuard.
	V1.05 L1875
	N
	

	600
	No acceptance acknowledgement unless there is receipt acknowledgement. TimeToAcknowledgeAcceptance == 0 if timeToAcknowledgeReceipt == 0
	V1.05 Figure 14
	N
	

	650
	
	
	
	

	700
	
	
	
	

	750
	
	
	
	

	800
	
	
	
	

	850
	
	
	
	

	900
	
	
	
	

	950
	
	
	
	

	1000
	
	
	
	

	1050
	
	
	
	

	1100
	
	
	
	

	1150
	
	
	
	

	1200
	
	
	
	

	1250
	
	
	
	

	1300
	
	
	
	

	1350
	
	
	
	

	1400
	
	
	
	

	1450
	
	
	
	

	1500
	
	
	
	

	1550
	
	
	
	

	1600
	
	
	
	

	1650
	
	
	
	

	1700
	
	
	
	

	1750
	
	
	
	

	1800
	
	
	
	

	1850
	
	
	
	

	1900
	
	
	
	

	1950
	
	
	
	

	2000
	
	
	
	



