AS4 Profile

MEPs for User Messages with Receipts 
Revision 2

NOTES:

· In the following, only One-way ebms MEPs are considered. Sender MSH designates the MSH that sends the User message. Receiver MSH designates the MSH that receives the User message.

· It is assumed that ebMS V3 eb:Receipt elements will be used in the same way as AS4 MDNs, i.e. with same semantics w/r to the level of payload validation.

1. Non-addressable Sender

This case is motivated by the constraint of a non-addressable message sender (although it could apply to an addressable sender as well). Two versions:
(a) without WS-ReliableMessaging (light AS4, with Delivery Awareness)

(b)  with WS-ReliableMessaging (RM-based AS4)
Case 1a:
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Case 1a: One-way / Push MEP with “sync Receipt” — only Initiator
endpoint need be addressable
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NOTES:
-The eb:Receipt provides Delivery Awareness to Initiator MSH.

- Resending a message that has NOT been acknowledged with eb:Receipt is an optional

capability of the Initiator MSH, controlled by PMode agreement. Duplicate elimination
(based on ebms ID) is also an optional capability of the Responding MSH. Both capabilities

do not need protocol-level signaling.





Case 1b:
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Case 1b: One-way / Push MEP with “sync Receipt” and RM-
Acknowledgement — only Initiator endpoint heed be addressable
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_—
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NOTES: Doubling Receipt with RM-level QoS allows for message resending, dup
elimination. The eb:Receipt itself not sent reliably.





The PMode for controlling both exchanges has the following parameters:
NOTE: additional PMode parameters have been added:

· Reliability.Mechanism:  “WS-RM”, “none”  i.e. relying on Receipts only, or “ebms” for ebms-level control, as in ebms V2.
· Reliability.ResendingMode:  for parameters about message resending details

	MEP: 

One-way / Push (with sync Receipt)
	Case 1b (with WS-RM)
	Case 1a (without WS-RM)

	PMode.MEP : http://docs.oasis-open.org/ebxml-msg/ebms/v3.0/ns/core/200704/oneWay

PMode.MEPbinding: http://docs.oasis-open.org/ebxml-msg/ebms/v3.0/ns/core/200704/push
Two eb:messages exchanged for PMode leg #1: (1a) UserMessage, (1b) Receipt

	[1a].Security.SendReceipt
	True


	True



	[1a].Security.SendReceipt.ReplyPattern
	Response
	Response

	[1a].Reliability.Mechanism:
	“WS-RM”
	“ebms” or “none”

	[1a].Reliability.ResendingMode:
	(resending parameters)
	(resending parameters)

	[1a].Reliability.AtMostOnce.Contract:
	True
	True / False

	[1a].Reliability.AtLeastOnce.Contract:
	True
	True / False

	[1a].Reliability.AtLeastOnce.ReplyPattern
	Response
	N/A

	[1a].ErrorHandling.Report.AsResponse
	True
	True

	HTTP Request


	UserMessage + RM header 
	UserMessage 

	[1b].Reliability.AtLeastOnce.Contract 
(for eb:Receipt)
	False
	False

	[1b].Reliability.AtLeastOnce.ReplyPattern
(for eb:Receipt)
	N/A
	N/A

	HTTP Response


	Eb:Receipt (or eb:Error) with RM Ack of request 
	Eb:Receipt (or eb:Error)


2. Sender and Receiver both Addressable
This case applies only when both Sender and Receiver are addressable. ) Two versions:

(a) without WS-ReliableMessaging (light AS4, with Delivery Awareness)

(b) with WS-ReliableMessaging (RM-based AS4)
Case 2a:
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Case 2a: One-way / Push MEP with “async Receipt” — both endpoints
need be addressable
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NOTES: same as for Case 1a..





Case 2b:
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Case 2b: One-way / Push MEP with “async Receipt” and RM-
Acknowledgement — both endpoints need be addressable
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NOTES: The eb:Receipt is also sent reliably. Acks for the UserMessage can be sent as
callbacks (with each eb:Receipt or more infrequently). Acks for the Receipts are sent
synchronously, avoiding having to initiate a new HTTP connection just for it, in case no
other piggyback opportunity exist.





The PMode for controlling this exchange has the following parameters:
	MEP: 

One-way / Push (with callback Receipt)
	Case 2a

 (without WS-RM)
	Case 2b

 (with WS-RM for User Message + Receipt)
	Case 2b

 (with WS-RM for User Message only)

	PMode.MEP : http://docs.oasis-open.org/ebxml-msg/ebms/v3.0/ns/core/200704/oneWay

PMode.MEPbinding: http://docs.oasis-open.org/ebxml-msg/ebms/v3.0/ns/core/200704/push
Two eb:messages exchanged for PMode leg #1: (1a) UserMessage, (1b) Receipt

	[1a].Security.SendReceipt
	True


	True


	True



	[1a].Security.SendReceipt.ReplyPattern
	Callback
	Callback
	Callback

	[1a].Reliability.AtLeastOnce.Contract:
	False
	True
	True

	[1a].Reliability.AtLeastOnce.ReplyPattern
	N/A
	Callback
	Callback

	[1a].ErrorHandling.Report.AsResponse
	True
	True
	True

	HTTP Request


	UserMessage 
	UserMessage + RM header 
	UserMessage + RM header 

	HTTP Response

	HTTP code

(possibly eb:Error or SOAP Fault)
	HTTP code

(possibly eb:Error or SOAP Fault)
	HTTP code

(possibly eb:Error or SOAP Fault)

	[1b].Reliability.AtLeastOnce.Contract 
(for eb:Receipt)
	False
	True
	False

	[1b].Reliability.AtLeastOnce.ReplyPattern
(for eb:Receipt)
	N/A
	Response
	N/A

	[1b].ErrorHandling.Report.AsResponse
(for eb:Receipt)
	True
	True
	True

	HTTP Request in same direction as previous HTTP response
	Eb:Receipt (or eb:Error)
	Eb:Receipt (or eb:Error) with RM Ack of UserMessage
	Eb:Receipt (or eb:Error) with RM Ack of UserMessage

	HTTP Response


	HTTP code

(possibly eb:Error or SOAP Fault)
	RM Ack of Receipt (or eb:Error)
	HTTP code

(possibly eb:Error or SOAP Fault)


3. Non-addressable Receiver

This case is motivated by the constraint of a non-addressable message receiver (although it could apply to an addressable receiver as well). Two versions:

(a) without WS-ReliableMessaging (light AS4, with Delivery Awareness)
(b) with WS-ReliableMessaging (RM-based AS4)
Case 3a:
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NOTES:
- Same as for Case 1a.

- Receipt are here always piggybacked on the next eb:PullRequest.





Case 3b:
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Case 3b: One-way / Pull MEP with “async Receipt” and RM-
Acknowledgement — Initiator (Receiving) MSH is not addressable
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NOTES: The eb:PullRequests are sent reliably (except in case of multi-hop when
Intermediary does not support RM).

Pulled eb:UserMessage + RM Ack

Receipt are here always piggybacked on the next eb:PullRequest, along with the RM Ack
for the previously pulled eb:UserMessage. The RM Ack sent with the User Message, is both

for the eb:PullRequest and the Receipt.





The PMode for controlling this exchange has the following parameters:
	MEP: 

One-way / Pull (with Receipt)
	Case 3a: without WS-RM 
	Case 3b:  (with RM for User Message only (not for PullRequest and not for Receipt)

	PMode.MEP : http://docs.oasis-open.org/ebxml-msg/ebms/v3.0/ns/core/200704/oneWay

PMode.MEPbinding: http://docs.oasis-open.org/ebxml-msg/ebms/v3.0/ns/core/200704/pull
Three eb:messages exchanged for PMode leg #1: 

(1a) PullRequest, (1b) UserMessage, (1c) Receipt

	[1a].Reliability.AtLeastOnce.Contract:
(for eb:PullRequest)
	
	False

	[1a].Reliability.AtLeastOnce.ReplyPattern
(for eb:PullRequest)
	
	N/A

	[1a].ErrorHandling.Report.AsResponse
(for eb:PullRequest)
	
	True

	HTTP Request


	
	Eb:PullRequest 

	[1b].Security.SendReceipt
(for User Message)
	
	True



	[1b].Security.SendReceipt.ReplyPattern
(for User Message)
	
	Callback

	[1b].Reliability.AtLeastOnce.Contract 
(for User Message)
	
	True

	[1b].Reliability.AtLeastOnce.ReplyPattern
(for User Message)
	
	Callback

	[1b].ErrorHandling.Report.AsResponse
(for User Message)
	
	False (N/A)

	HTTP Response


	
	Eb:UserMessage with RM header, 
or/and eb:Error

	[1c].Reliability.AtLeastOnce.Contract 
(for eb:Receipt)
	
	False

	[1c].Reliability.AtLeastOnce.ReplyPattern
(for eb:Receipt)
	
	N/A

	[1c].ErrorHandling.Report.AsResponse
(for eb:Receipt)
	
	True

	HTTP Request in same direction as previous HTTP response
	
	Eb:Receipt + RM Ack of UserMessage

(or eb:Error) 

NOTE: piggybacked on next PullRequest

	HTTP Response (same as for exchange 1b)
	
	


