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Urgent Communications
By Donny Jackson

URL: http://urgentcomm.com/networks_and_systems/news/presidential-alert-testing-20100107/?utm_source=feedburner&utm_medium=feed&utm_campaign=Feed%3A+UrgentCommMostRecent+%28Urgent+Communications%29 
Federal and state agencies worked in cooperation with broadcasters to conduct a statewide exercise of the Emergency Alert System (EAS) in Alaska yesterday, marking the first time that the system has been tested for communicating presidential alerts.

While the EAS public-warning system is tested and used regularly by state and local authorities to communicate AMBER alerts and severe-weather information, the Alaska exercise marked the first time that the presidential-alert capability has been tested since being established in 1994, FCC spokesman Rob Kenny said.

“It’s never been tested before on a planned basis or a coordinated effort,” Kenny said. “We wanted to determine the ability of a state to handle [a presidential alert] and participants to transmit it.”

The U.S. Department of Homeland Security’s Federal Emergency Management Agency (FEMA), the FCC, the state of Alaska, and the Alaska Broadcasters’ Association participated in the test. Radio/TV broadcasters and cable operators ran several public-service announcements for more than two weeks to prepare Alaska residents for yesterday’s event.

“Periodically exercising our communications capabilities is an important step to ensure that we, as a country, are prepared for an emergency,” FEMA Administrator Craig Fugate said in a statement.  “This is only a test, but it also serves as an important reminder that just as our federal, state, and local teams are taking steps to be prepared, so should families across our country.

Families can log onto Ready.gov to learn the few simple steps they can take to be prepared for an emergency.”

Results of the EAS test are being evaluated, Kenny said. Jamie Barnett, chief of the FCC’s public-safety and homeland-security bureau, said the FCC hopes the test results will help identify the best ways to improve the EAS system.

“We intend to move quickly to improve the system,” Barnett said in a statement. “The FCC looks forward to working with FEMA, our other federal, state, tribal and local partners, as well as broadcasters and other EAS participants, as we use these results to improve future EAS exercises."

###
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Radio World

By Randy J. Stine
URL: http://www.rwonline.com/article/92524 
This is one in a series of profiles of companies involved in emergency alerting.

RINGGOLD, Ga. Broadcast technology company DataFM believes the Federal Emergency Management Agency should give serious consideration to using the Radio Broadcast Data System, and specifically the company’s patented software, when the government agency releases specs for a new digital emergency alert system.

DataFM says RBDS, a communications protocol standard for embedding small amounts of digital information in the subcarrier of terrestrial FM radio broadcasts, is an underused technology that is well-suited for public warning uses.

The DataFM system is a multi-use, point-to-multi-point communication system that is both geographic and demographic specific, according the company’s Web site. The system is being used for emergency messaging in every hospital in the state of Georgia, according to the site.

Other firms have pushed FEMA to use RBDS technology as part of a new EAS, most notably Global Security Systems and its Alert FM product. DataFM officials contend their product is better than others available because it can specifically target geographic areas and demographic groups.

DataFM offers visitors to its Web site a chart comparing the benefits of its alerting approach to other systems such as reverse 911, cell phones and e-mail.

“Our patented technology is individually addressable. That is what makes us unique. We can message a very specific group of people. Essentially, it is a point-to-point system,” said Marshall Bandy, president of DataFM.

Global Security Systems disputes DataFM’s claims that it alone can send targeted and addressable information. “We do a similar type of geo-targeting,” said Matthew Straeb, executive vice president for GSS.

The DataFM patent, which was issued by the United States Patent and Trademark Office and titled the “Codeable Programmable Receiver,” speaks for itself, Bandy said.

However, using any kind of patented technology worries some EAS observers, who would prefer that FEMA choose an “open, non-proprietary” set of systems for EAS.

A proprietary system like DataFM’s “is 180 degrees out of phase with the parameters of what the Partnership for Public Warning set down as a premise for warning systems,” said one EAS observer.

The Partnership for Public Warning was a non-profit consortium of government and private industry groups that looked for ways to improve public warning from 2001 until it was disbanded in 2005.

FM subcarrier system

Bandy said his company’s primary role in Georgia is notification in the event of a pandemic on behalf of the Georgia Division of Public Health. The company also is part of the Atlanta Metropolitan Medical Response System, which includes 22 counties around metropolitan Atlanta.

“We also have the system installed in all of the Atlanta public schools,” Bandy said.

The company uses the subcarrier of approximately 34 FM radio stations in the state, Bandy said, to send text and other data via RBDS. That includes 13 Georgia Public Broadcasting stations.

Radio stations — some of which are paid what the company describes as a modest fee — are equipped with a satellite receiver and RBDS equipment, which allows the stations to scroll song title and artist information to car radios capable of receiving RBDS data, Bandy said. However, only a DataFM receiver, which the company sells for $200, is capable of receiving warnings.

More than 550 individually addressable RBDS receivers are deployed in Georgia, Bandy said, most of them in schools, hospitals and emergency centers.

DataFM, founded by Bandy in 1997, has met with the FCC’s engineering staff and pitched the RBDS platform and its digital EAS capabilities, Bandy said. The company has been active in filing reply comments to several FCC Notice of Proposed Rulemakings concerning public warning.

“We believe it is important to utilize the FM band. The existing ubiquitous infrastructure is there. It’s already built. This is the highest and best use of the technology.

“It’s important for radio broadcasters to embrace the opportunity. This is a chance to be in the communications business but outside of the realm of entertainment only. It’s communication with the ability to deliver information by addressing it to geographic and demographic specific groups. This is the largest area of the wireless arena yet to be tapped,” Bandy said.

In addition to future in-car delivery of alerts via RBDS, DataFM theorizes that someday an FM radio data chip could be implanted in all newly marketed cell phones and similar electronic devices, which would be capable of receiving text alerts.

‘Too many links’

One supporter of DataFM’s efforts believes the company is on the cutting edge of a technology that could really improve public warning in this country.

“This is very forward-thinking technology, opposite of what EAS has been to this point. Both EAS and the old EBS suffer from the same cancer; too many links in the daisy chain,” said Stephen Rutherford, market director of engineering for the Beasley Broadcasting cluster in Las Vegas.

“The (DataFM) system allows you to send a message to a specific receiver or receivers. Others can flood the area with pages, but DataFM is a targeted system.”

Rutherford had experience with DataFM when he worked for Archway Broadcasting Group in Columbus, Ga., and installed a DataFM RBDS system in one of the group’s FM radio stations. He later did some equipment installation work for DataFM, though he said he is not lobbying FEMA on behalf of the company.

“The DataFM system is heads and shoulders above anything the current or enhanced EAS is capable of achieving,” Rutherford said.

Bandy, a former radio station owner who has been involved in RBDS since the mid-1990s, said, “RBDS gives FM radio stations an opportunity for additional revenue at a time when they need it most. In addition, there is the community service aspect of airing public warnings.”

Some veteran EAS watchers have expressed concern over companies using FM subcarriers to disseminate public warnings.

“How much are they willing to pay for the use of a station’s RBDS capabilities?” asked one such observer.

Bandy declined to release any information in regards to what the company pays an FM radio station for the use of a subcarrier.

FEMA has been criticized by some in the EAS community for not acting quickly enough on EAS. FEMA has been working on its Integrated Public Alert and Warning System since 2004 and an executive order in 2006 ordered them to finish it.

A Government Accountability Office report in September faulted the Department of Homeland Security for FEMA’s lack of progress on EAS. Among other things, it found that FEMA kept poor records of how much money it had spent on implementing an improved EAS. The GAO report on EAS also said FEMA has failed to integrate alternative media, such as cell phones, BlackBerrys and the Internet, into EAS.

FEMA has said it hopes to adopt the Common Alert Protocol (CAP) Version 1.2 in early 2010. DataFM officials say their system is CAP compliant.

FEMA announced in early December 2009 that it had adopted specifications for the gateway interface for the Commercial Mobile Alert System, which will allow emergency managers to send geographically targeted text messages via cell phones beginning in 2012. Alerting companies, including DataFM and GSS, are pushing for the inclusion of a FM radio data chip in cell phones, capable of receiving RBDS text messages.

A FEMA official told Radio World earlier that the agency would study RBDS for alert and warning integration into IPAWS (Radio World, July 1, 2009).

FEMA officials declined to comment for this story.
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Military & Aerospace Electronics Magazine

URL: http://mae.pennnet.com/display_article/372187/32/NEWS/none/none/1/DHS-heads-up-initiative-to-develop-revolutionary-homeland-security-technologies/
WASHINGTON, 3 Jan. 2010. The U.S. Department of Homeland Security (DHS) in Washington is asking industry for revolutionary technologies improve homeland security missions and operations.

The DHS Science & Technology Directorate is issuing a long-range broad agency announcement (DHS BAA 10-01) to develop and demonstrate homeland security technology for border and maritime security; chemical and biological division; command, control, & interoperability; explosives countermeasures; as well as human factors and behavioral sciences.

This solicitation will be open for one year, and closes on 31 Dec. 2010. Those interested may submit proposals and white papers any time during this period. Those selected will be asked to demonstrate prototype technologies in the field.

The border, maritime, and cargo security part of this solicitation involves new surveillance, monitoring, and response capabilities for covering vast expanses of remote border territories, as well as new security devices and inspection methods for securing large volumes of cargo entering U.S. ports.

This component involves new low-power surveillance technologies, as well as hand-held devices that help inspect hidden or closed compartments; non-lethal weapons to disable vehicles, ships, and aircraft; sensors to detect the origin of gunfire; decision-support technology; wide-area coastal surveillance to beyond the horizon; improved sensor technology that overcomes coastal clutter; data fusion for command center operations; non-intrusive cargo screening; and automatic target recognition and response capability.

The chemical and biological division component involves technologies to characterize and rank chemical and biological weapons, surveillance and early attack warning, decontamination, and defending agriculture and food supplies.

Areas of interest include improved biological and chemical analysis; instruments to detect chemical and biological threats in aerosol sprays, and liquids; sharing of chemical and biological threat sensor data among state, local, and federal authorities; bioforensics for criminal investigations; and countermeasures for foreign animal disease pathogens affecting food animals.

The command, control, & interoperability component of this solicitation involves standards, frameworks, tools, and other information technologies to enhance communications among homeland security authorities. This includes voice communications, cyber security, criminal forensics, and advanced reconnaissance and surveillance technologies.

The explosives countermeasures component involves detecting and neutralizing explosives threats to aviation, shipping, public transportation, highways, railroads, utilities, and pipelines. this involves standoff detection of explosives, cargo security, counter improvised explosive device (IED) technologies, data fusion, and materials to mitigate the effects of explosives.

Human factors and behavioral sciences aims to improve detection and understanding of threatening individuals, groups, and radical movements to prepare for, respond to, and recover from catastrophic events.

For questions and concerns, contact W. Adrian Groth, the long-range broad agency announcement coordinator at DHS by e-mail at adrian.groth@dhs.gov, or DHS contracting officer Susan Eicher at susan.eicher@dhs.gov.

###
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URL: http://www.govexec.com/story_page.cfm?articleid=44318&dcn=e_gvet 
Getting first responders on the same wavelength requires common standards.

When Paul Llobell, fire commissioner of Long Island, N.Y., responds to an emergency call, he often straps on as many as five different radios to ensure he can communicate with local, state and federal responders. Depending on the situation, he might have to call in search-and-rescue, evacuation or public safety teams from other jurisdictions.

Likewise, when FBI agents in the Washington metro area drive two hours to Richmond, Va., to investigate a reported terrorist incident, they bring along a separate radio to work with local law enforcement. And Homeland Security agents lend some of their handheld devices to Interior Department officials to keep them up to date about compliance with environmental laws during surveillance efforts along the border.

Packing multiple devices might seem backwards given recent advances in wireless communications, but land mobile radios that allow users to communicate via a wireless network face distinctive challenges. Most notably, they often function only in a specific frequency, making it impossible for first responders in separate agencies and on different frequencies to talk to each other.

"In the world of radio frequencies, there are only so many out there," says Tom Chirhart, program manager of DHS' Science and Technology Directorate multiband radio research project, which recently launched tests of a new radio that works across various frequency bands. "After a while, they get full. That's why we end up with so many disparate bands," making communication difficult.

Further complicating matters, two regulatory bodies are involved with radio spectrum: The Federal Communications Commission administers spectrum for nonfederal users such as state and local government, commercial businesses, and private individuals, while the Commerce Department's National Telecommunications and Information Administration oversees spectrum for federal agencies.

"A lot of [first response] agencies like the autonomy that comes with having their own frequency for communication, but that doesn't work when there's a multiagency response," Llobell says. Besides his position as fire commissioner, Llobell is executive director of the National First Responders Organization.

Beyond disparate frequencies, some organizations also use proprietary communications systems that don't support other radios. Within the Justice Department, for example, each of the four major law enforcement agencies - the FBI; Bureau of Alcohol, Tobacco, Firearms and Explosives; U.S. Marshals Service; and the Drug Enforcement Administration - rely on their own radio systems to communicate. Some of the systems are 20 years old, "making communications with other components cumbersome," says Vance Hitch, chief information officer at Justice. He notes that the department works with 20,000 law enforcement organizations, many of which have their own stovepiped systems that operate on separate frequencies.

"That's the legacy we're living with," Hitch says.

Solutions do exist. Among the more advanced are technologies that work through the Internet, "dumping all frequencies into [an Internet] cloud" for radios to access via the Web, says Stephen S. Martin, acting division chief for strategic planning, policy and analysis at DHS' Border Patrol. "There are interesting technologies, and we're deciding what we want to experiment with," he says. "Our challenge is figuring out how to best support and incentivize investigations in a controlled way, so we don't take a shotgun approach" that fails to support agency requirements.

Leading many of the initiatives at DHS is the Office of Emergency Communications, which Congress established in 2007 to address communications challenges that surfaced during Hurricane Katrina. The office leads programs to promote interoperability between federal, state and local entities, as well as enhanced communication between Mexican and U.S. authorities along the Southwest border.

The Office of Emergency Communications also supports Project 25 - an open standard developed by public safety professionals that could offer the greatest promise for widespread wireless interoperability. P25 is a Telecommunications Industry Association standard for manufacturing interoperable two-way wireless communications products.

But building a standards-based system will take many years and a lot of funding, as federal agencies and law enforcement organizations wait for legacy technology to run its course. In the meantime, Hitch and Mark Borkowski, executive director for DHS' Secure Border Initiative, recommend that organizations establish an operations framework that would allow them to integrate interoperable communications equipment.

"Technology investments go on, but without a concept of operations to act as a guide, they go on with no end," says Borkowski, adding that such projects must have clear objectives.

What are the primary functions of the system? Who are the users and stakeholders? How do they operate both under normal circumstances as well as in exceptional situations? Will users be able to turn on interoperability when they need it, and turn it off when they don't? The answers to these questions are crucial to developing any wireless communications system.

"It's fine to talk about integration, but it has to be done in such a manner that you're able to get what you need and communicate with who you need to communicate with, but not tie up lines by opening [access] to everyone," Martin says.

Setting the Standard

Both the Homeland Security and Justice departments have launched programs based on the Project 25 standard to enable interoperability within and between their radio systems. For example, the P25 Compliance Assessment Program, led by DHS' Science and Technology Directorate and the National Institute of Standards and Technology, provides a certification process for suppliers' products. DHS also launched the multiband radio pilot to test P25-compliant radios that would allow emergency responders to communicate on more than one frequency.

"Is it the silver bullet? Not entirely," says Tom Chirhart, program manager of DHS' Science and Technology Directorate multiband radio research project. "But it certainly is a nice tool we look forward to piloting with the first responders." He hopes that down the road radios will advance further to be "cognitive," selecting the appropriate band for a specific situation.

Similarly, Justice is developing the Integrated Wireless Network to link the disparate systems its law enforcement officers use. "This will not only be built as a national system for Justice, breaking down barriers so they can communicate seamlessly regardless of location, but will have built-in gateways to facilitate interoperability with our partners, including state and local and tribal partners who are still dealing with legacy systems," says Vance Hitch, chief information officer at Justice.

One part of the Integrated Wireless Network, Justice and DHS' 25 Cities Project, allows the two departments as well as local first responders to communicate over an exclusive frequency using P25-compliant radios during emergency situations in the nation's largest metropolitan areas. With funding from Congress, the network will be fully deployed in six years, according to Hitch, though he would not provide a cost estimate.

"The most important thing is to build toward the same standards, because you can't have a single project that is big enough to cover the space we're talking about," Hitch says. Anyone who tries to combine the requirements for all federal agencies would "ultimately end up with a project that may not adequately serve its primary owner, may be harder to control, or may be unimplementable," he adds. "Instead of thinking of this as one big network, it's a network of networks that are standards-based."
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National Defense Magazine
By Austin Wright 
URL: http://www.nationaldefensemagazine.org/archive/2010/January/Pages/DHSTestsMulti-Band,InteroperableRadio.aspx 

The Department of Homeland Security has entered the final stages of its four-year, nearly $9 million effort to develop a multi-band radio that can communicate across virtually all public-safety spectrums.

The lack of interoperable public-safety radios has been a high-profile issue since the federal government released the 9/11 Commission Report in 2004. The report said that in the aftermath of the terrorist attacks, police departments struggled to coordinate their response plans because their radios weren’t compatible with other departments’ communications systems.

Local, state and federal agencies, along with the Defense Department, still use radios that operate on different — and non-compatible — frequencies.

DHS has picked 14 public-safety agencies that will test and evaluate the new multi-band radio. The evaluators will use the radios for at least 30 days and will then provide feedback to the department.

“If this capability had existed on 9/11, I think we could have saved a lot of lives,” says Tom Chirhart, the project’s manager. “Some public-safety officers now carry upwards of four radios on their waists.”

The multi-band radio operates in the 138 through 800-megahertz bands — a huge block that encompasses nearly all federal, state and local public-safety frequencies. The radios will cost $4,000 to $6,000 each, and so far four companies have agreed to manufacture a version of the product. “Our goal is to incite additional manufacturers in order to get the prices down,” Chirhart says.

The radios also have GPS tracking devices and alkaline battery packs, which last more than 10 hours. “You have a lot of features, and a lot of capabilities in one package,” Chirhart adds. “This is a radio that, in effect, replaces up to five radios.”
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December 29, 2009

MissionCritical Communications
URL: http://www.radioresourcemag.com/newsArticle.cfm?news_id=5122 
New analysis from Frost & Sullivan assessment of wireless broadband for public safety finds that emerging wireless technologies such as WiMAX and Long Term Evolution (LTE) offer immense promise in enhancing the standard of public-safety communications globally.

Synergistic partnerships between the industry and governing bodies can help deal with such impediments dogging the market landscape. The onus is on companies to garner support from public safety agencies, governing bodies, such as the FCC, and decision makers in the government, to understand and bridge the capability gap, said Technical Insights Research Analyst Anirudh S. Srinivasan.

“The seriousness of an unreliable communications network for mission-critical public safety operations, is clearly evident; particularly, reliable connectivity cannot be compromised within critical indoor environments such as during fire and rescue operations,” Srinivasan says. “Vacating parts of the 700 MHz TV spectrum for public-safety communications in the United States is a step in the right direction, as frequencies in this band offer better penetration and consequently better connectivity and improved reliability.”

###
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Emergency Management 
By Rick Wimberly and Lorin Bristow

URL: http://www.emergencymgmt.com/emergency-blogs/alerts/Top-10-Developments-in.html 
In our many years in the alerts and notifications field, we don't recall a year when there's been so much movement, transition, and even confusion. The whole topic is changing. So, here's our list of Top Ten Developments in Alerts and Notifications in 2009:

1. System-of-Systems Momentum: To us, the most significant development of 2009 was momentum developing over a system-of-systems approach for alerts and notifications. During the year, it became more clear that end-users and industry are waking up to the fact that no single approach will do the job. There are many reasons for the realization. One of the most important is the evolution of individual communication preferences. There are clear signs of the momentum. In fact, no fewer than five of the items on our Top Ten list support the system-of-systems concept. Other signs include growth of the Common Alerting Protocol (CAP) and announcement of technology partnerships by various vendors. (See "Showcasing Alerting Standards", "Meshing Alerts & Notifications with Other Solutions" and "Interesting Emergency Notification Partnerships Developing".) When we release our 2010 predictions in a few days, you'll see more on the system-of-systems topic.


2. CMAS Clock Starts Ticking: The timetable officially began this year for building a national cellular alerting system. FEMA and the FCC unveiled technical specifications for part of the Commercial Mobile Alert System (CMAS). (See "CMAS Specifications Released", "Another Step for National Cell Alerting", and "National Cell Alerting Moves Forward".) If this doesn't seem important to you, then imagine this: a federal program through which most cell phones will receive emergency messages depending on their current location. Even people from outside the area who happen to be passing through could receive the messages. The system could be activated by local public safety officials for imminent threats or Amber Alerts. (The President could also use the system.) With the technical specifications approved in December, cell carriers now have 28 months to re-tool their infrastructure and make mobile devices support CMAS. This is a volunteer program for cell carriers, but most of them have already said they'll participate. Otherwise, new laws would give subscribers an "out" from their cellular service contracts.


3. IPAWS Criticized: The federal government's Integrated Public Alert and Warning System (IPAWS) was criticized by Congress's General Accounting Office (GAO). (See "GAO Testimony Blasts IPAWS Program for Lack of Movement & Results"). The GAO audit cited weaknesses of the Emergency Alert System (EAS), lackluster pilot results, and poor collaboration. New IPAWS management testified in a Congressional hearing, accepted the criticism, and pointed to signs of progress.


4. Social Media Buzz Spreads: Emergency management professionals throughout the country started talking about whether they should, and how they can, use social media for emergency alerting. Some have taken the plunge. Denver, for example. Twitter, MySpace, and YouTube are all used. (See "Emergency Notification & Social Media"). A "Random Hacks of Kindness" event was held, and keynoted by the new FEMA Director. It was to bring together disaster relief and software engineers to work toward dealing with social media and emergency response issues, including alerting. (See "Random Hacks of Kindness"). The UN Foundation recently released a report on social media and emergency response, including for alerting. (See "Report Released: New Technologies in Emergencies and Conflicts"). Heck, we even did a post on using electronic games to issue emergency alerts. (See "Emergency Alerts Through Gaming Consoles"). 


5. Fire Code Redefines Mass Notification: The fire code is omnipotent in the US. However, it has been only loosely associated with what emergency management and alerts/notifications industry people know as emergency and mass notification. That changed in 2009. The National Fire Protection Association (NFPA) approved changes in the fire code that broaden the definition beyond in-building alerts to "wide area" and "distributed recipient notification"...in other words to notify those on networks that originate from the building and those in the surrounding community. (See "Mass Notification Redefined").


6. Patent Lawsuits Filed: Two companies sued competitors over use of notification/alerting patents. Techradium sued Twitter, then filed suit against a number of other companies involved in notifications and alerts. Twenty-First Century Communications (TFCC) volleyed back saying "It appears that Techradium, a small participant in the crowded field of mass notifications, is trying to use litigation to leverage its competitors into licensing its narrow and limited patents".  Later in the year, Cooper Notification, Inc filed patent infringement lawsuits against Twitter and Rave Wireless.


7. San Diego Notification Study Released: While buzz spread over new modes of alerting and notifying, a scientific study conducted for FEMA by Oak Ridge National Laboratories pointed back to a traditional mode of notification. (See "New Study Gives Telephone Notifications High Marks") The report showed that most residents within the path of approaching 2007 wildfires in San Diego County received their initial notifications from automated telephone calling systems. The total percentage amounted to 47%. The next highest was a distant 7%. The study also showed that evacuees didn't leave their homes simply because of the telephone calls. Most waited for confirmation from television or personal acquaintances.


8. Large-Scale Systems Announced: Several states and large communities announced more aggressive notification and alerting programs. Connecticut announced a calling and text messaging program, accompanied by an aggressive roll-out campaign. (See "State Plans 'Major Kick Off' of Notification Program") Pennsylvania announced a text messaging program.  California continued to plug away on its more aggressive alerting program, despite money troubles.  Los Angeles County announced a calling and texting notification program.  And, New York City released a Request for Proposal for a citywide notification program.

9. Complex Topic Becomes More Complex: Do a web search of "emergency notification" and you'll find well over a hundred vendors serving the field. Many claim to be leaders. Add to this evolving communications preferences, imminent threats, advancing technology, and demanding budgets and you've got still more confusion. In 2009, government organizations reached out for help navigating the maze. Several procurement actions were released seeking independent help. 

10. Alerts and Notifications Blog Launched: OK, this one is a bit self-serving. In 2009, Emergency Management magazine launched a web site to go along with its award-winning publications. We were asked to blog regularly on the topic of alerts and notifications. Considering our "activism" (as one federal contractor called it) on the topic, we gladly accepted. We have been pleased, even surprised, at the response. Perhaps this is becoming a forum for an increasingly complex topic. We hope the blog will become more interactive. We encourage comments and suggestions. (Perhaps reaching that goal can be on our Top Ten List for 2010.)
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