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To The OASIS EM Profiles SC:

The Federal Emergency Management Agency (FEMA) Integrated Public Alert and Warning (IPAWS) Program Management Office (PMO) would like to express our gratitude for the hard work and continued dedication of the EMTC and the CAP Profile SC on the CAP v1.2 USA IPAWS Profile.
FEMA IPAWS supports the use of the CAP v1.2 standard for the CAP v1.2 USA IPAWS Profile.  In addition, FEMA IPAWS is working with the Federal Communications Commission (FCC) to ensure that CAP v1.2 standard and any future versions of CAP are clearly defined and included in any future rulemaking on the Emergency Alert System (EAS) or the Commercial Mobile Alert System (CMAS).
FEMA acknowledges the concern of the emergency alert community to accommodate for multiple instances of <eventCode> in the same CAP message.  Historically, EAS has been limited to a single <eventCode> per message.  During FEMA’s participation in the Joint CMAS Meeting on June 24-25, 2009, emergency alert implementers conveyed difficulty in applying multiple instances of <eventCode> in a CAP message to form a Commercial Mobile Alert Message (CMAM) under the current 90-character limitation constraint.  FEMA also recognizes that EAS and CMAS emergency alert implementers would have difficulty updating, cancelling, and tracking multiple dynamic <eventCode> elements within the same CAP message.  As currently stated, the rules for the <info> block and <eventCode> do not adequately address our concerns about implementing multiple <eventCode> elements through our dissemination partners and updating a message.
To resolve the implementation of multiple <eventCode> elements, FEMA requires that messages intended for EAS, CMAS and HazCollect dissemination MUST include one and only one instance of a <valueName> of “SAME” within the <eventCode> element per message.
  Additional <eventCode> elements may be included.  Requiring only a single instance of <valueName> of SAME, which would be disseminated by message exchange partners, would meet the needs of the CMAS community and fit the historical model of EAS.  FEMA cites our IPAWS CAP v1.1 Profile Requirements v2.4 which states “Only one <eventCode> is allowed in the EAS <info> block.”
  In addition, the Canadian Profile of the Common Alerting Protocol
 limits one <eventCode> value from their event reference list per message.
  Moreover, FEMA’s review of the 60-day Comment Period “Issues List” spreadsheet v2.4, revealed that Jacob Westfall commented on this issue three times in comments #34, 86, and 87.  From these references, FEMA sees sufficient rationale to require this approach for the <eventCode> element.
Additionally, FEMA is concerned with the use of multiple instances of <eventCode> within a message and has outlined its anxiety in the attached use case.  FEMA would like OASIS to review this use case and its impact to the CAP v1.2 IPAWS Profile.  This usecase discusses the use of multiple <eventCode> values and the options to provide multiple values for <geocode>, <category>, <expires> <response type> and <msgType> when crafting a CAP message following the CAP v1.2 IPAWS Profile.  
FEMA observes that many comments from the CAP Profile 60-day Public Review period related to implementation-specific matters, such as audio formats, media types, translation from a CAP message to speech and captioning text for video, use of the <geocode> element, and delivery of test messages to the public.  FEMA IPAWS wants to acknowledge the work of the EAS-CAP Industry Group (ECIG) for authoring and publishing the CAP-to-EAS Translation Specifications within their EAS-CAP Profile Recommendation v0.1, dated 25 Sep 08.  The ECIG work was invaluable to inform the FEMA IPAWS CAP v1.1 Profile Requirements document, which addressed many of the implementation-specific matters.  We anticipate that a formal CAP-to-EAS Implementation Guide will greatly assist the community with these implementation issues.  Therefore, FEMA proposes standardizing the CAP-to-EAS Translation Specifications as a CAP-to-EAS Implementation Guide.
FEMA recognizes the need for experienced EAS Industry experts to participate in the development of the CAP-to-EAS Implementation Guide.  Per the community's request, FEMA is working with the FCC to codify FEMA's standards and protocols in a formal regulatory process, but we expect the process to take some time (possibly 18 months or more once initiated).  In the meantime, FEMA would like to follow the public and open OASIS process to advance the development of the CAP-to-EAS Implementation Guide through the OASIS Emergency Management Adoption Technical Committee.  We want to encourage the ECIG and others who have contributed to the CAP Profile work to participate in the public and open OASIS process.  Of course, the authority to regulate the IPAWS CAP Profile and IPAWS CAP-to-EAS Implementation Guide rest with the FCC and FEMA.  FEMA reserves the right to adopt standards and protocols for the Next-Generation (NG) EAS that may differ from the OASIS products.
There are more challenges ahead.  FEMA recognizes that the FCC's Second Report and Order (R&O) requires the standards and protocols for the NG EAS to be compliant with the CAP v1.1 standard.
  Hence, we feel that it is reasonable to consider adopting the OASIS IPAWS CAP v1.2 Profile as part of FEMA’s pending standards and protocols for the NG EAS.  However, in response to the community’s requests and in accordance with statements made publicly, FEMA intends on pursuing the development of additional requirements, such as security, multiple languages, alerts and warnings to special needs communities, and video media types, to address important issues for NG EAS prior to FEMA’s adoption of the standards and protocols for the NG EAS.  We expect these requirements to shape the evolution of the CAP and EDXL-DE standards, the CAP IPAWS Profile, and associated Implementation Guides.  We want to encourage the community to maintain momentum and participate in the development of a comprehensive set of standards and protocols for the NG EAS.
Moreover, FEMA is currently exploring several architectures to receive, aggregate and disseminate federal, state, local, territorial and tribal emergency alerts.  The CAP standard, the CAP IPAWS Profile, and associated Implementation Guides are critical to the process by which messages are received by IPAWS and disseminated to the general public via various component and exchange partner systems such as EAS, CMAS, and the National Oceanic & Atmospheric Administration’s (NOAA) All-Hazards Emergency Message Collection System (HazCollect).  FEMA IPAWS collaborates with many exchange partners, including the Office of the President, Governors, State and local Emergency Management authorities, NOAA, FEMA Disaster Management (DM), the Department of Justice (DOJ), the Department of Transportation (DOT), the Department of Health and Human Services (HHS), and Other Government Agencies (OGAs).  Please refer to the IPAWS website and our NAB Brief for further information on our planned architecture and future news on its development. http://www.fema.gov/emergency/ipaws 
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� CAP v1.2 IPAWS Profile v1.0 – PR02 [7 July 2009] Section 2 Pg 10 Line 296.  CAP Element <eventCode> “ (2) Messages intended for EAS, CMAS and HazCollect dissemination MUST include an instance of this with a <valueName> of “SAME” and using a SAME-standard three-letter value.”


� FEMA IPAWS CAP v1.1 Profile Requirements v2.4 [December 10, 2008] pg 25.


� Canadian Profile of the Common Alert Protocol Introduction and Rule Set (CAP-CP Intro and Rule Set Beta 0.3) [May 6, 2009] pg 25.


� The Canadian Profile limits the use of a single value from their CAP-CP event reference list, but also states that “multiple occurrences of the element <eventCode> may appear in an alert message”


� Second Report And Order And Further Notice Of proposed Rulemaking, FCC 07-109, [July 12, 2007], Paragraphs 28, 38, and 41





