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1. Use Case
This use case discusses the use of multiple <eventCode> values and the options to provide multiple values for <geocode>, <category>, <expires> <response type> and <msgType> when crafting a CAP message following the Organization for the Advancement of Structured Information Standards (OASIS) CAP v1.2 standard and CAP v1.2 IPAWS Profile v1.0 Public Review Draft 02.  
2. Description
A tornado causes a fire and a chemical spill in a specific geographic area.  An emergency manager, also known as the Message Originator, develops a CAP v1.2 IPAWS Profile message with three independent alerts, but base on the same event.  The first alert would inform the public of a tornado warning in area XXXXX, and informs the public to shelter in place until AAA date/time.  The second would alert the public of a fire caused by the tornado and informs the public to evacuate area YYYYY until BBB date/time.  The third is a chemical spill caused by the tornado, and informs the public to monitor the situation until CCC date/time.  Below is a table that outlines the three alerts and associated element values.  
	Event
	Event Code
	Category
	Geocode
	Expires
	Response Type

	Tornado
	SAME = “TOR”

[Tornado Warning]
	Met
	XXXXX 
	AAA
	Shelter

	Fire
	Event2 = “Fire Warning”
	Fire
	YYYYY
	BBB
	Evacuate

	Chemical Spill
	Event3 = “Hazardous Material Warning”
	CBRNE
	ZZZZZ
	CCC
	Monitor


It should be noted that each event is represented by differing and dynamic CAP fields.  The Message Aggregator receives the CAP message and transmits the message to the appropriate and applicable Exchange Partner.  The Exchange Partners format the message appropriately, translating the message into another format as necessary, and disseminates the message to the General Public.

Several hours later, the Message Originator updates the tornado warning to a watch and cancels the Fire event. 

	Event
	Event Code
	Category
	Geocode
	Expires
	Response Type
	msgType

	Tornado
	SAME = “TOA”

[Tornado Watch]
	Met
	XXXXX’
	AAA’
	Shelter
	Update

	Fire
	Event2 = “Fire Warning”
	Fire
	YYYYY’
	BBB’
	Evacuate
	Cancel

	Chemical Spill
	Event3 = “Hazardous Material Warning”
	CBRNE
	ZZZZZ’
	CCC’
	Monitor
	


3. Actors

	Actor
	Role and Responsibility

	Message Originator
	· Creates an emergency alert message using a CAP Profile compliant origination tool

· Updates and/or cancels the emergency alert message

	Message Aggregator
	· Receives emergency alert messages, aggregates and transmits them to the appropriate exchange partner

	Exchange Partner
	· Receives emergency alert messages from the message aggregator and disseminates them to the public

	General Public
	· Receives the emergency alert message and respond accordingly


4. Assumptions

a. The Message Originator, Message Aggregator, and Exchange Partner will comply with the CAP Standard and CAP v1.2 IPAWS Profile 

b. The General Public will receive messages compliant with an appropriate translation from the CAP Standard and CAP v1.2 IPAWS Profile
c. Assume only one instance of <eventCode> with a valuename of SAME and a value with a three character code.  Multiple instances of <eventCode> may occur in the CAP message
5. Issues and Questions
a. Does the message originator create one single message for these three events or three separate messages for each event?
i. Do message originators know the best practice for crafting a CAP message with multiple events in a single occurrence?
ii. Do message orginators need best practices for crafting a CAP message with multiple events in a single occurrence?

b. How would an Exchange Partner send a CAP alert to the public with these three events embedded in a CAP message?

c. Would the recipients of the emergency alerts be confused by the number of messages?
d. How should the message(s) be updated or cancelled?
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