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NENA, COMCARE ask DHS to tackle data standards TC "NENA, COMCARE ask DHS to tackle data standards" \f C \l "2"  TC "NENA, COMCARE ask DHS to tackle data standards" \f C \l "2" 
September 21, 2007

Radio Resource Media Group

URL:http://www.mccmag.com/news.cfm#NENA,%20COMCARE%20Ask%20DHS%20to%20Tackle%20Data%20Standards%20(9/21)  


Two public-safety groups have requested a plan for data standardization in a letter to the Department of Homeland Security. Representatives from the National Emergency Number Association (NENA) and the COMCARE Emergency Response Alliance called on DHS' disaster management (DM) program to lead the development of a next-generation emergency data standardization project to facilitate data exchange from a variety of emergency information sources. 
The letter was addressed to Denis Gusty, the DM program manager at the DHS Office for Interoperability and Compatibility (OIC), which houses some Safecom responsibilities. "Because of the wide range of entities that should be involved in emergency data standardization, as well as the sheer importance of such a project, we believe that DHS DM is the most logical choice to be the lead facilitator for providing technical support for a comprehensive standardization plan as well as coordinating its implementation," said Roger Hixson, the technical issues director at NENA. 

With the advent of next-generation emergency communications, response agencies will be able to send and receive data in a variety of forms, such as pictures and live video, from a number of different sources pertaining to different emergency events. Many safety groups fear that interoperability among next-generation communications systems will be impossible if data standards aren't developed. 

“While a broader role in data standardization exceeds the capacity of DM's current resources, OIC looks forward to continuing its work with federal partners, practitioners, industry, and standards development organizations in equipping responders with the ability to seamlessly exchange emergency data on demand,” Gusty said in response to questions from MissionCritical Communications. 

"A variety of data, including vehicle telematics, personal medical information, and chemical/biological detection data, will be coming into emergency agencies," said Judith Woodhall, executive director of COMCARE. "The next-generation emergency communications system needs to be an intelligent system that is able to read standardized data to help it make routing and processing decisions based on certain components of data." 

###  
Homeland security report calls for improved communication TC "Homeland security report calls for improved communication" \f C \l "2"  TC "Homeland security report calls for improved communication" \f C \l "2" 
September 24, 2007

The Boston Globe

URL:http://www.boston.com/news/globe/city_region/breaking_news/2007/09/homeland_securi_1.html 

Three large-scale evacuation centers, a statewide text-messaging alert system, and inspections of all smaller chemical facilities -- those are some of the steps Massachusetts can take to improve its homeland security, according to a report released today by the Patrick administration. 

"We have created, with the advice and help of our many federal, state and local partners, a comprehensive strategy for homeland security in Massachusetts," Governor Deval Patrick said in a statement. "The strategy is aimed at preparing the state to effectively prevent or respond to disasters -- both natural and manmade."

The report stresses that the most important step the state can take is to improve communications between first responders and state and local officials. It also calls for the consolidation of the evacuation plans of Boston with those in other cities and towns as well as modernizing the government's preparation for and management of crises.

Juliette Kayyem, undersecretary for homeland security, said that while local communities have learned lessons from the Sept. 11 attacks and Hurricane Katrina, only the state can coordinate large-scale disaster management. The state must focus on defending systems that would have regionwide repercussions if attacked, she said.

"As state homeland security funds from the federal government decline, the state’s obligation to its citizens requires a developed and comprehensive approach to homeland security that also addresses the needs of citizens who may need extra assistance in an emergency, such as those with disabilities," Kayyem said in a statement.

###  
700 MHz changes made, requested TC "700 MHz changes made, requested" \f C \l "2"  TC "700 MHz changes made, requested" \f C \l "2" 
September 25, 2007

Radio Resource Media Group

URL:http://radioresourcemag.com/news.cfm#700%20MHz%20Changes%20Made,%20Requested%20(9/25) 

Changes to the FCC's August order continue to be debated and requested, with FCC commissioners making the first changes specifically to the public-safety broadband licensee (PSBL). The commission added three additional organizations to the licensee's board and added two additional at-large members in a Sept. 24 order on reconsideration. 
The FCC did not originally include the American Association of State Highway and Transportation Officials (AASHTO), the Forestry Conservation Communications Association (FCCA), and the International Municipal Signal Association (IMSA) on the PSBL board. However, in the order released Monday, the commission said "on our own motion" the three groups would be added to the board as voting members. "Based on the particular expertise each of these organizations represents, we find that inclusion of these three organizations would further help to broaden representation of the public safety community in the PSBL board of directors," the order said. 

The FCC also removed the National Public Safety Telecommunications Council (NPSTC) from the board, because FCCA, AASHTO, and IMSA are members of NPSTC. "Finally, we find that increasing the number of at-large members from the current two to four would provide additional flexibility to maximize the effectiveness of the PSBL," the order read. Accordingly, the Public Safety and Homeland Security Bureau and the Wireless Telecommunications Bureau, will jointly select four at-large members. This will bring the total number of board members to 15; the original PSBL board was 11 members. 

The following groups will also have a board representative: the Association of Public-Safety Communications Officials (APCO) International, the National Emergency Number Association (NENA), the International Association of Chiefs of Police (IACP), the International Association of Fire Chiefs (IAFC), the National Sheriffs' Association (NSA), the International City/County Management Association (ICMA), the National Governor's Association (NGA), and the National Association of State Emergency Medical Services Officials (NASEMSO). 

The deadline for applying to be the PSBL is Oct. 10. Only one group, the Public Safety Spectrum Trust (PSST), is expected to apply for the position, according to industry insiders. PSST officials said the group, which formed before the August order from the FCC, is making changes to its governing documents to match the FCC requirements. Once the group's governance structure is in place, it will select an agent to help with the 700 MHz process for a public/private partnership. In August, a review committee of the PSST narrowed the field of potential agents to the trust from 10 to three

Frontline Petition 
In an official request for changes to the order, Frontline Wireless filed a petition for reconsideration late Monday urging the FCC to reconsider four aspects of the 700 MHz rules. Frontline is expected to bid in the 700 MHz auction, scheduled for January. 

Executives of the wireless startup asked for several changes related to the D block's public/private partnership for a nationwide broadband network: lowering the reserve prices for the D Block; limiting the default penalty only to cases of bad faith; confirming the "new build" requirement for the shared network; and clarifying the signal coverage requirement for the shared network. 

"Without a new build requirement, the incumbents would have a large advantage in the auction in addition to the blocking premium, thereby hindering competition and disadvantaging public safety," the petition read. 

Similarly, the Frontline officials startup also asked the commission to lower the reserve prices proposed for the C and D Block licenses. Frontline officials said the high reserve prices would automatically void the open-access requirements and C block spectrum configuration and "possibly void the public-safety network-sharing requirements" of the D block licensee if the respective reserve prices for those blocks are not met. 

Frontline executives also asked the FCC to reverse its requirement that precludes bidding eligibility for small business wholesalers. Frontline also asked the commission to promote competition by restricting incumbents from receiving "excessive concentration in spectrum holdings." 
###
Developing Interoperable Emergency Communications TC "Developing Interoperable Emergency Communications" \f C \l "2"  TC "Developing Interoperable Emergency Communications" \f C \l "2" 
September 25, 2007

MissouriNet

By Bob Priddy

URL: http://www.missourinet.com/gestalt/go.cfm?objectid=3F04EDF6-F9B6-F6B6-97053E56A36138C5 
A public safety veteran whose career began as a volunteer fireman when he was in high school has been hired to develop a way for first responders to communicate with each other in major emergencies. 

Emergency communications become crucial in emergencies and widespread disasters. But Missouri does not have a system that lets police departments talk to fire departments, ambulance services, utility companies, or entities that might need to fix roads and bridges. 

Developing a statewide communications system that does all those things is now the job of Jim Lundsted, Missouri's first Interoperable Communications Officer. He says the state has to be ready for the next major disaster, whether it's flood, fire, or tornado. 

Lundsted has been in public safety communications for 35 years. He knows that first responders can function together---in practice. He says they've worked together in exercises and agree there is a need for such a communications infrastructure. Once policies and procedures are written, he says, the rest is a matter of technology. Lundsted says it's the job of his office to determine what that technology is and put it in place.
### 

APCO and IJIS receive grant for data interoperability program TC "APCO and IJIS receive grant for data interoperability program" \f C \l "2"  TC "APCO and IJIS receive grant for data interoperability program" \f C \l "2" 
September 25, 2007

Internet Business Law Services

By the Association of Public-Safety Communications Officials- APCO

URL: http://www.ibls.com/internet_law_news_portal_view.aspx?s=sa&id=1007 
September 25, 2007, Washington, DC - The Association of Public-Safety Communications Officials (APCO) International, in partnership with the IJIS Institute, was awarded a $450,000 grant from the Bureau of Justice Assistance (BJA) under the U.S. Department of Justice"s Edward Byrne Memorial Discretionary Grants Program. IJIS and APCO submitted the grant proposal for the development of a joint Public Safety Data Interoperability program.

"Post-September 11 Presidential directives and executive orders have established a national imperative for information sharing to improve our ability to prevent, protect, respond to, and recover from major incidents regardless of type," the APCO and IJIS grant proposal said. "The emergency response community is critical to the effectiveness of these missions... they provide a major asset to law enforcement and the coordinating organizations responsible for real-time response to emergencies."

The goal of this program is to improve the real time information sharing capabilities in the emergency response environment. Specifically, the program will define a strategy for the adoption and use of National Information Exchange Model (NIEM) as the standard for sharing critical information between emergency communications centers, within and across jurisdictions, and between the DOJ and other relevant emergency management and intelligence domains of the Department of Homeland Security (DHS) and the Office of the Director of National Intelligence (ODNI).

"IJIS and APCO joined forces as alliance partners for the purpose of ensuring that the role of first responders is not forgotten," the APCO and IJIS grant proposal said. "IJIS and APCO are proud to propose a project that will assist public safety professionals at all levels of government to explore, define, plan, and implement standards that will further data interoperability in this realm." 

About APCO International

The Association of Public-Safety Communications Officials (APCO) International is the world"s oldest and largest professional organization dedicated to the enhancement of public safety communications. APCO International serves the professional needs of its 15,000 members worldwide by creating a platform for setting professional standards, addressing professional issues and providing education, products and services for people who manage, operate, maintain and supply the communications systems used by police, fire and emergency medical dispatch agencies throughout the world. 

About the IJIS Institute

The IJIS Institute is a nonprofit consortium representing over 200 companies that supply information technology solutions and services to the justice, public safety, and homeland security sectors. The IJIS Institute is funded by a combination of industry contributions and grants from multiple federal agencies through the Bureau of Justice Assistance (BJA). By providing training, assistance, and program management services to local, state, tribal, and federal organizations, the IJIS Institute joins the resources of industry with the interests of government to improve critical information systems. 
### 
BNSF enters agreement with Northern Tier Interoperability Project TC "BNSF enters agreement with Northern Tier Interoperability Project" \f C \l "2"  TC "BNSF enters agreement with Northern Tier Interoperability Project" \f C \l "2" 
September 26, 2007

The Glacier Reporter – Montana

http://www.goldentrianglenews.com/articles/2007/09/27/glacier_reporter/news/news5.txt
On Sept. 18, a BNSF Railway (BNSF) representative will sign a five-year Memorandum of Understanding (MOU) with the Northern Tier Interoperability Consortium (NTIC) to provide telecommunication services to local, tribal, state and federal public safety agencies at a substantially discounted rate. For the past 18 months, Montana's Public Safety Services Bureau (PSSB) has been working on behalf of the NTIP and the Interoperability Montana (IM) Project with BNSF to analyze technological solutions for improving public safety responder effectiveness and safety in the region.
The IM Project, of which the Northern Tier Interoperability Consortium is one of nine consortia members, has conducted needs assessments to determine voice and data communications needs in each consortium so that an appropriate radio system could be defined based on user needs, national standards and available technology.

"This partnership with BNSF provides a marvelous opportunity to improve communications technology so that first responders can easily speak to each other in the event of an emergency," said Wayne Dusterhoff, Glacier County Sheriff and chair of the Northern Tier Interoperability Consortium. "I am grateful for all the hard work of local and state emergency response personnel as well as for the efforts of Lee Rampley, BSNF's Director of Technology Services, who have helped to make this vision a reality and have done so at significant cost savings to local public safety jurisdictions."

"Safety is a top priority at BNSF," said BNSF Spokesman Gus Melonas. "We are particularly pleased to be a part of the solution to improve radio communications coverage on the long stretch of roadway below Glacier National Park that currently does not have reliable radio coverage. This stretch of highway is a major concern for not only for local, tribal, state and federal public safety officials, but also for BNSF."

The purpose of the MOU is to create a partnership between the BNSF Railway and the NTIC to provide improved public safety communications in the northern sections of Montana. BNSF has unique access to areas where communications are not available currently to the Northern Tier public safety response community. This partnership involves connectivity, site access, communication partnership and transport at multiple locations to the benefit of local, tribal, state and federal agencies.

The three major projects are addressed in the agreement: BNSF Railway will serve as the manager for the Big Mountain communications site; it will supply access, towers, generators and equipment shelters at Blue, King, and Pinkham Mountain sites; and it will provide for coverage on U.S. Highway 2 below Glacier National Park.

"BNSF's spirit of cooperation is greatly appreciated," said Chris Christensen, Chief of the Public Safety Services Bureau. "Everyone recognizes that public and responder safety is important, and the ability to communicate seamlessly and effectively is vital to achieving the goal of public safety."
### 
FIPS Validation for RELM’s P25 Digital Over-The-Air Rekeying (OTAR) by the National Institute of Standards and Technology TC "FIPS Validation for RELM’s P25 Digital Over-The-Air Rekeying (OTAR) by the National Institute of Standards and Technology" \f C \l "2"  TC "FIPS Validation for RELM’s P25 Digital Over-The-Air Rekeying (OTAR) by the National Institute of Standards and Technology" \f C \l "2" 
September 27, 2007

CNNMoney.com

URL: http://money.cnn.com/news/newsfeeds/articles/prnewswire/NYTH01027092007-1.htm 

WEST MELBOURNE, Fla., Sept. 27 /PRNewswire-FirstCall/ -- RELM Wireless Corporation today announced that it has received Federal Information Processing Standards (FIPS) 140-2 validation from the National Institute of Standards and Technology (NIST) validating over-the-air rekeying (OTAR); a functionality utilized with the cryptographic module for BK Radio-brand P25 digital radios, which are compliant with the APCO Project 25 (P25) technical standard for interoperable communications. OTAR enables encryption security keys to be changed over the air electronically, eliminating the need to return radio units for manual rekeying. This functionality improves the efficiency of the rekeying process and reduces associated costs.

"FIPS validation confirms that the OTAR functionality has passed the toughest field standards. OTAR becomes another of our products to be FIPS validated, joining our encryption module, both of which we believe expand our addressable markets," comments RELM President and CEO David Storey. "We continue to strive for the highest performance standards combined with great value.

"As with encryption, the FIPS validation for OTAR is significant," adds Storey. "For agencies and radio users requiring secure encrypted communications, FIPS validation provides independent assurance that our products meet stringent requirements."

About APCO Project 25 (P25)

APCO Project 25 (P25), which requires interoperability among compliant equipment regardless of the manufacturer, was established by the Association of Public-Safety Communications Officials and is approved by the U.S. Department of Homeland Security. The shift towards interoperability has gained momentum as a result of communications failures such as those experienced during Hurricane Katrina, the 9/11 terrorist attacks and the Oklahoma City bombing. RELM was one of the first manufacturers to develop P25-compliant technology.

About RELM Wireless

For six decades, RELM Wireless Corp. has manufactured and marketed high-specification two-way communications equipment for use by public safety professionals and government agencies, as well as radios for use in a wide range of commercial and industrial applications, including disaster recovery. Revolutionary advances include new interoperable, low-cost digital two-way radios compliant with APCO Project 25 technical specifications. Products are manufactured and distributed worldwide under BK Radio, RELM/BK and RELM product lines. The company maintains its headquarters in West Melbourne, Florida and can be contacted through its web site at www.relm.com or directly at 1-800-821-2900.

This press release contains certain forward-looking statements that are made pursuant to the "Safe Harbor" provisions of the Private Securities Litigation Reform Act Of 1995. These forward-looking statements are based largely on the Company's beliefs and expectations. These statements involve known and unknown risks, uncertainties and other factors that may cause the actual results, performance or achievements of the Company, or industry results, to be materially different from any future results, performance or achievements expressed or implied by such forward-looking statements. Such factors and risks include, among others, the following: reliance on contract manufacturers; heavy reliance on sales to the U.S. Government; federal, state and local budget deficits and spending limitations; limitations in available radio spectrum for use by land mobile radios; general economic and business conditions; changes in customer preferences; competition; changes in technology; changes in business strategy; the debt and inventory levels of the Company; quality of management, business abilities and judgment of the Company's personnel; and the availability, terms and deployment of capital. Certain of these factors and risks, as well as other risks and uncertainties, are stated in more detail in the Company's Annual Report on Form 10-K for the year ended December 31, 2006 and in the Company's subsequent filings with the SEC. These forward-looking statements are made as of the date of this press release, and the Company assumes no obligation to update the forward-looking statements or to update the reasons why actual results could differ from those projected in the forward-looking statements.

### 
Virginia to Establish Tactical Communications TC "Virginia to Establish Tactical Communications" \f C \l "2"  TC "Virginia to Establish Tactical Communications" \f C \l "2" 
September 27, 2007

Government Technology

URL: http://www.govtech.com/gt/149800?topic=117691 

Governor Timothy M. Kaine today announced that the Commonwealth of Virginia has received a $1 million federal Byrne Grant to upgrade tactical communications capabilities. The grant was secured by the Rapid Deployment Solutions Interoperability Project (RDSIP), a public-private partnership between the Commonwealth and Sprint.
 
Sprint will provide Virginia's public safety community a deployable and scalable set of voice, video and data equipment, as well as infrastructure and technical support personnel to provide temporary communications during large events or catastrophic loss of communications capabilities. 

"This public-private partnership between the Commonwealth and Sprint will ensure that we can re-establish communications in the event of a large-scale event," said Governor Kaine.  "These resources will be available to the Commonwealth immediately, and we are pleased to have this additional capability to serve our residents in times of emergency."  

The federal government's Edward Byrne Memorial Formula Grant Program provides sub-grants to local governments and state agencies to support criminal justice improvements in areas such as drug control, drug treatment and crime prevention. 
"I am pleased to join Governor Tim Kaine in announcing funding for this important project.  These funds will provide Virginia with the resources they need to partner with the Justice Department in combating crime and protecting the community," Assistant Attorney General Regina B. Schofield said. 
This investment, along with the Commonwealth's strategic radio caches, will increase Virginia's ability to establish communications during large scale events or disasters and can be mobilized within a few hours notice from the Virginia Emergency Operations Center.  The project will include multiple exercises and will be used during drills and emergencies. 
The RDSIP is coordinated by the Commonwealth Interoperability Coordinator's Office in conjunction with the Office of Commonwealth Preparedness, Secretary of Public Safety, and the Virginia Department of Emergency Management.  The State Interoperability Executive Committee will work with the project to ensure that regional exercises and training support the Commonwealth Interoperability Strategic Plan. 
### 
January’s 700MHz Auction Should Give WiMAX Steam TC "January’s 700MHz Auction Should Give WiMAX Steam" \f C \l "2"  TC "January’s 700MHz Auction Should Give WiMAX Steam" \f C \l "2" 
September 27, 2007
Xchange Magazine

By Tara Seals

URL: http://www.xchangemag.com/articles/525/79h261437377073.html 
When the FCC auctions off the 700MHz airwaves Jan. 16, 2008, there will be a lot of would-be service provider powerhouses hoping to snag a piece of the action. Industry watchers are expecting many of the winners to use WiMAX to take full advantage of the spectrum’s advantageous propagation characteristics.

FCC Commissioner Jonathan Adelstein has called the event a “game changer,” an auction that finally will allow the entry of new, nationwide alternatives to the RBOC-cableco hegemony. The airwaves, cleared by the transition from analog to digital television, are low frequency with large waves that penetrate through walls and other obstacles, with a range two-to-three-times farther than the 2GHz band. That reduces the number of base stations needed, eliminating the need for repeaters and femtocells, and significantly decreasing the capex outlay needed to build a network. When paired with WiMAX, that results in a wide-ranging, all-IP, QoS-ready standardized broadband network.

 “OFDM/MIMO access, regardless of band, is the future,” says Danny Locklear, director of wireless product marketing at Nortel Networks Ltd. “The cost profile, the efficiency of being able to have a flat, all-IP architecture, all of that provides a significant advantage for new entrants to compete. But the 700MHz paired with that has huge business case benefits because of the lower buildout costs.”

As for what the networks will be used for, it’s anyone’s guess. WiMAX is a perfect candidate to bring an alternative to DSL, cable modems or even T1s and to offer broadband to rural areas, says Jim Orr, principal network architect at Fujitsu Network Communications, which has not yet announced whether it will spend resources to build a 700MHz WiMAX product. Some players may be looking for the quad play. And there also are some dark horses in the race for 700MHz. Google, for instance, says it’s prepared to spend $4.6 billion on the licenses, presumably to create the mobile open-access Internet it has been championing. Google already is active in the WiMAX arena thanks to a deal it cut with Sprint and Clearwire Corp. to provide portal development for the companies’ mobile WiMAX initiative in the 2.5GHz band. “It will be very interesting to see who comes to the table,” Orr says. “Take the automotive industry, for instance. There is a potential for a nationwide OnStar replacement, so cars will be much more communicative than they are now.”

Some of the FCC’s auction rules will guide how the networks are used. One of the chunks available carries mandates with it to provide open device and software access — that means no more devices being “locked” to a certain provider, and no more walled gardens. Another nationwide chunk, meant to be bought by a single company, requires that the winner build out a national public safety network in addition to one for commercial use. WiMAX could act as a standardized national public safety network to support interoperable applications across departments and municipalities, avoiding the communications breakdowns that plagued first responders during Katrina and 9/11. “There is a significant opportunity for WiMAX here,” says Orr. Unlike other technologies, “it’s standardized, and repeatable, and plays nicely nationwide, rural or urban.”

The 700MHz band is encompassed in the under-1GHz program within the WiMAX Forum, and there are not yet implementation profiles for it against which to test for interoperability and start a certification process for equipment. “WiMAX is going to be a technology that plays out in the 700MHz band,” says Locklear. “There are already ongoing discussions within the forum as to whether to encourage a certification process. It’s definitely on people’s minds.” Nonetheless, Orr says it’s unlikely an implementation profile will be forthcoming until 700MHz becomes more global. That’s something that could happen as other countries clear their analog TV bands.

Orr says it won’t constrict the market. “Certification is beneficial when you’re dealing with multiple service providers around the globe,” he notes. “For a single self-contained network, it’s not that critical. Sprint, for example, is on [its] way out the door with mobile WiMAX before the profile is even gelled.”

The bottom line, Orr adds, is that “this is the last, best hope for building a wide-coverage, high-performance data network cost effectively.”

	Here’s a rundown of what’s on the table for the upcoming auction:

	· A nationwide 10MHz paired block carries with it a mandate to provide a public safety network in addition to any private use 

· A 22MHz paired block is divided into 12 regional licenses that have open device and software mandates 

· A 12MHz paired block of 734 metro area licenses 

· An economic area block of 176 licenses, 12MHz paired 

· An economic area block of 176 licenses, 6MHz unpaired
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The gray sections are reserved for a nationwide public safety broadband network. The white A,B,C,D and E blocks will be auctioned off. The yellow chunks are already taken. 


### 
FCC extends 800 MHz rebanding for border areas TC "FCC extends 800 MHz rebanding for border areas" \f C \l "2"  TC "FCC extends 800 MHz rebanding for border areas" \f C \l "2" 
September 28, 2007

Radio Resource Media Group
URL:http://radioresourcemag.com/news.cfm#FCC%20Extends%20800%20MHz%20Rebanding%20for%20Borders%20Areas%20(9/28) 
The FCC extended the mandatory negotiation period for border-area non-National Public Safety Planning Advisory Committee (NPSPAC) Stage 1 licensees in Wave 4 of the 800 MHz Transition Administrator's (TA) band reconfiguration schedule from Sept. 30 to Jan. 2, 2008. The commission also postponed the beginning of the mediation period for such licensees until Jan. 3, 2008. 

Rebanding of border area licensees in this wave is affected by ongoing international discussions on U.S.-Canadian and U.S.-Mexican border issues. Extending the negotiation period for the licensees will alleviate administrative burdens on licensees, avoid unnecessary rebanding expenditures, and provide additional time for resolution of border issues and issuance of frequency designations by the TA, an FCC public notice said. 

Commission staff noted the extension doesn't affect other interim benchmarks or the 36-month deadline for completion of rebanding. 

###
Spotty radio coverage puts lawmen at risk TC "Spotty radio coverage puts lawmen at risk" \f C \l "2"  TC "Spotty radio coverage puts lawmen at risk" \f C \l "2" 
September 30, 2007

The Fayetteville Observer

By Andrew Barksdale

URL: http://www.fayobserver.com/article?id=273694 

Lawmen across Cumberland County have spotty radio coverage that could put them at risk in emergencies.
City and county officials have made it a priority to improve the communications systems they share. But they don’t agree on how to accomplish that; the city is considering a $5 million option, while the county is pushing for a less expensive alternative.

The city and county may hire a consultant this winter to help ease the confusion. In the meantime, police officers and sheriff’s deputies will continue to rely on cell phones — and their instincts — when their radios go silent in some pockets of the city and outer reaches of the county.

Paul Adams, a Fayetteville police officer for three years, notices the problem most often when he drives his Ford Crown Victoria north of Methodist University or near the Hoke County line. The signal fades from the radio mounted inside his patrol car. A walkie-talkie on his belt crackles with static.

“It gets frustrating,” Adams said. “You can’t get on the radio, and when you do, it goes out.”

Several factors contribute to the weak signals, including weather, foliage, tall buildings and traveling too far from the only police communications tower, which is off Bragg Boulevard.

Adams is a 32-year-old former Marine. He plops his reading glasses atop his shaved head while patrolling some of Fayetteville’s most dangerous neighborhoods, scanning for people out of place or acting oddly.

He said a worst-case scenario would be investigating a shooting, or scuffling with a criminal, without radio communication. Lawmen depend on their radios to stay in touch with dispatchers and relay information to each other in emergencies.

“It’s dangerous when you have a bad radio situation,” Adams said.

The city of Fayetteville owns and operates the 800 megahertz radio system, which allows multiple users to talk at the same time. The Sheriff’s Office is one of the biggest users, with 815 car radios and walkie-talkies.

3,000 connected

Overall, nearly 3,000 lawmen and civilian employees — from firefighters to park rangers — are connected to the city’s radio system, which went online in 1998.

Sam Sessoms, the assistant chief over the service bureau of the Fayetteville Police Department, said the inconsistent radio coverage more often plagues the Sheriff’s Office, which patrols 661 square miles. He said the Beaver Dam and southern Gray’s Creek communities, as well as an area around Linden near Harnett County, are trouble spots for deputies.

But poor coverage in far-flung areas also affects Fayetteville police. Officers need to communicate with deputies during joint investigations and mutual aid. The same is true for city and county firefighters using the system.

For more than a year, the Board of Commissioners has been briefed on the possibility of having to spend up to $5million toward improving radio coverage for law enforcement. Nobody knows for sure how much it will cost.

Last December, Doug Canders, an assistant county manager, gave a grim assessment to the county’s Facilities Committee.

“We have several situations where we had shootings or stabbings, and the deputies couldn’t communicate,” Canders said. “It’s really a life or death situation.”

In a recent interview, sheriff’s Maj. Jimmy Black downplayed the risks that deputies face. What may cause radio interference at a certain location one day, sometimes disappears the next, he said.

“It’s not that we are having problems,” Black said. “We could have it better.”

The system, manufactured by Motorola, is widely used by police agencies across the U.S. The company guarantees that radio coverage will work 95percent of the time, according to Stanley Victrum, an assistant city manager.

Two years ago, local officials began talking about how to expand coverage. Motorola crunched the numbers and said building two to three more towers would cost $6 million to $8.4 million. The burden of paying for that could be spread among the city, county and another big user: the Public Works Commission.

But Black says there is a better way. He said he thinks local officials should switch to a fledging statewide patchwork of emergency radio towers.

Since 2002, the state has spent more than $86 million on the system, known as VIPER, for Voice Interoperability Plan for Emergency Responders. The advantage of VIPER, Black said, is that it already has the necessary additional towers (three) in the county to boost coverage for lawmen.

Black said the county would have to invest only about $700,000 in some equipment— not millions of dollars on separate towers. The radios that deputies and police use are compatible with the state towers.

And the county could use VIPER for free. Under the current setup, the county pays the city about $100,000 annually to use its system.

“We want the best radio system for the buck, and our goal is to make sure every deputy can talk anywhere in Cumberland County,” Black said.

County Manager James Martin, stressing the importance of cooperation with something as vital as a radio system, said there are no serious discussions about severing ties with Fayetteville “at this time.”

Sessoms, of the Police Department, said the city was not interested in abandoning its current system, which has cost the city millions of dollars over the years to develop.

$5 million compromise

The city is considering a compromise that could cost $5million. Rather than building new towers, why not supplement the city’s tower with part of the VIPER system to broaden signal coverage.

Under this proposal, the city would still maintain control over its radio system and lease radios to the county and other users, Sessoms said.

Maintaining separate radio systems — Fayetteville’s and the state’s — gives the city more control over its needs and provides a backup if one system fails in an emergency, he said.

Another drawback to VIPER, Sessoms said, is that it does allow access to departments now on the city radio system that don’t respond to emergencies. Those departments include parks and recreation and street maintenance.

The city has applied for a $3million grant from the U.S. Department of Justice toward the $5 million proposal.

Sessoms and Black disagree on whether simply switching to VIPER, without sharing tower space as the city suggests, would boost coverage for lawmen.

The Police Department and Sheriff’s Office have tested the state system and reached different conclusions about its effectiveness.

The city hopes to learn the fate of its grant application by the end of October.

The idea for a statewide network that local lawmen could tap into from the coast to the mountains took prominence after the 2001 terrorist attacks. VIPER is 45 percent complete, with the State Highway Patrol being the main user.

Capt. Alan Melvin of the Highway Patrol in Raleigh said eight sheriff’s offices around the state use VIPER as a primary means of communication. So do police agencies, firefighters and emergency responders in about 30 other counties, he said. 

The state has awarded Homeland Security grants in the past to help communities improve their radio systems and access VIPER, Melvin said.

Fayetteville’s radio system works fine for local needs, Melvin said.

“We are not trying to force a radio system on anybody,” he said.
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By Mona Ridder

URL: http://www.times-news.com/local/local_story_274093540.html 

KEYSER - Mineral County 911 dispatchers still operate with paper and pencil but that will change significantly by next year as the service relocates and upgrades its technology, according to local emergency officials.

Marsha Sargent, county 911 director, and Marc Bashoor, county Office of Emergency Services and Homeland Security dir-ector, presented a brief program to the Keyser Rotary Club on the current operations of the 911 dispatch system and where it is going in the future.

Sargent, who was a dispatcher with Mineral County 911 since its inception in 1991 before becoming director, said that currently the system operates with two dispatchers on each shift. They dispatch fire department, emergency medical services and police.

The center is currently located adjacent to the West Virginia State Police barracks on state Route 46 between Keyser and Fort Ashby, where they have four trunk lines on which to receive emergency calls.

She said she feels that many times callers get frustrated with the number of questions dispatchers must ask before dispatching assistance. 

"We don't have the exact location of all callers," she said. "We only have what Verizon provides us."

Many of the questions are designed to ascertain the location of the caller and the type of service needed.

Sargent said that the center has built its own computer to help in determining first due companies and other location information.

She also said that cellular telephone service has beeen upgraded so dispatchers can locate the tower transmitting the call but it does not provide the location of the caller.

"It is not an integrated system at this time," she said.

Bashoor said that he is pleased with the amount of updating they have been able to do in his year and a half on the job. "We've had good success with progress to date," he said, noting a lot of the progress has been due to grant funding.

A grant through through State Farm Insurance, has allowed the agency to provide smoke and carbon monoxide detectors to residents and do inspections.

He said that last year, working with the school system, they were able to do school vulnerability assessments and they will soon be working with Potomac State College on a similar program.

"The report on the schools will be out soon but it will be a confidential report," he said.

Bashoor also said that they are working on a community emergency response team program in Piedmont. "This program encourages volunteers by providing training to local residents to assist in emergency situations," he said.

He said that the county is now responsible for completing its portion of the statewide mapping and addressing project. "The state fired the company that was originally supposed to do it and now the responsibility falls on each county with the state providing a Web program that didn't work and one-tenth of the money," he said.

In Mineral County, Dennis McGann is the mapping and addressing coordinator and the county has contracted with a company to do the addressing. "They are 80 percent complete," he said. "The addresses then have to be approved by the post office and they have only two people in the whole country who do that.

"It is still going to take 12 to 18 months to complete," Bashoor said.

He said that the numbering system is established so that the number 1,000 is one mile from where the numbering started, likewise the number 20,000 would be 20 miles from the start. "It is set up so that an address can be assigned every 5.38 feet," he said.

Bashoor said that his office works very closely with fire departments and emergency services and they need to because of finances. 

"We have received $500,000 in grants over the last year and a half," he said, noting most of the money has gone for the construction of communication towers. "The fire companies have also been successful in getting grants."

He said construction of the new 911 center, off Pine Swamp Road, just west of Keyser, is currently out for bid and bids will be opened on Oct. 30.

He said that if all goes well (that is if the bids come in within budget) they will have a groundbreaking soon after.

Bashoor said the construction is to be a state-of-the-art block building allowing them to incorporate the technology that will provide an instant locating system. "When you call a picture of your house in your community will come up on the screen," he said of the computer-assisted dispatch system. 

"We also want to add a third dispatcher (to each shift)," he said, pointing out that need is not only because of increased technology but also because of an increased volume of calls the center receives.

The new center will also include a planning and operations center, where, in the event of a disaster situation, government officials can continue to operate and emergency operations can be conducted. 

He said the county is in the process of developing an emergency operations plan with the assistance of contracted consultant J.H. Consulting. He said it is a joint effort with Hampshire County.

In response to a question from the Rotarians, Bashoor said that there are ongoing efforts, including seeking an $8 million grant, to complete a communications network with the counties of Hampshire, Hardy, Morgan, Grant and Mineral that will help to solve communications problems involving multiple frequencies and other issues. 

"It is not the final solution but it will help with some of the interoperability problems," he said.
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Business Wire

URL:http://home.businesswire.com/portal/site/google/index.jsp?ndmViewId=news_view&newsId=20071001006132&newsLang=en 
US Dept of Homeland Security, Athoc, ESI Acquisition, KITS, Raytheon, Warning Systems, and Others Collaborate on Emergency Interoperability 

BOSTON--(BUSINESS WIRE)--The international emergency response community has taken steps to consolidate efforts to advance a common set of standards for exchanging information on incident preparedness and response to emergency situations. Stakeholders in the industry have formed the OASIS Emergency Interoperability (EI) Member Section, a group that will address the full life-cycle of emergency communications standards from requirements capture to standard creation and adoption services. 

“We're responding to the need clearly expressed by a wide variety of emergency response agencies and organizations to be able to share information across professional and jurisdictional lines - whatever specific application they may have in their office,” explained David Lamensdorf, chair of the OASIS EI Member Section Steering Committee. “XML standards are crucial to solving data sharing problems that are commonly encountered during emergency operations.” 

“Since 2003, OASIS has been the nexus for emergency management standards. We've produced the Common Alerting Protocol (CAP) and the Emergency Data Exchange Language (EDXL) OASIS Standards,” said Patrick Gannon, president and CEO of OASIS. “The new Member Section will broaden our members' focus beyond specification development to advance and support adoption and interoperability issues.” 

The OASIS EI Member Section represents the wide variety of public and private sector organizations that share the common goal of interoperable emergency communications. Membership remains open; practitioners, technology providers, and national, international and multinational oversight agencies are all invited to participate in the initiative. 

In addition to Lamensdorf, the OASIS EI Member Section Steering Committee includes Dr. Donald Ponikvar of Defense Group Inc. and the U.S. Department of Homeland Security, David Aylward and Tracy Ryan of the Emergency Interoperability Consortium, and Elysa Jones of Warning Systems. 

Jones, who also chairs the OASIS Emergency Management Technical Committee, looks forward to working within the new Member Section. “We're going to be addressing global interoperability issues and identifying areas where new standards are needed. We'll help national and local government agencies advocate for the use of emergency standards as a means to enable innovation, freedom of choice, and open access to information.” 

Robert Dilonardo, the Test and Evaluation Infrastructure Branch Chief and the Data Architect for the Domestic Nuclear Detection Office (DNDO), a component of the U.S. Department of Homeland Security, heartily endorses the establishment of this group. According to Dilonardo, “Data interoperability is a key requirement of the Global Nuclear Detection Architecture being developed by DNDO and its many federal, state and local partners. The Domestic Nuclear Detection Office already embraces standards that have come out of the OASIS Emergency Management Technical Committee, and our representation on the new Member Section's Steering Committee will provide a valuable means for our needs to be represented as these standards evolve.” 

Support for EI 

“Responding to emergencies requires a collaborative communication effort between agencies and departments, and the OASIS EI Member Section is now making it possible for federal, state and local organizations to work better together. We've seen strong demand from our government and Department of Defense customers to find ways to make disparate emergency communication platforms work together, and this initiative will help remove the technological barriers to ensure full interoperability and information sharing,” said Aviv Siegel, AtHoc's chief technology officer. 

“KITS is pleased to be involved in this OASIS EI effort. Our experience integrating disparate Command & Control (C2) systems has impressed upon us the importance of establishing data standards, especially in cases where secure and reliable exchange of such information is mission critical. When appropriately leveraged, the integration of disparate C2 public safety systems becomes a facilitator of Emergency Management and Homeland Security effectiveness. Likewise, KITS looks forward to working with OASIS in the development of information standards for the Emergency Response community,” said Randall V. Shane, President & CTO, KITS. 
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Federal Computer Week

By Wade-Hahn Chan

URL: http://www.fcw.com/online/news/150325-1.html?topic=homeland_security
Emergency responders nationwide will soon have access to vital information via a single online source. 

The Federal Emergency Management Agency awarded a contract Sept. 28 to CNI All Points Logistics to set up FEMA’s Emergency Management Information Management System (EMIMS) as a repository for emergency management information. 

The contract is worth $2.2 million, with four additional options available for a potential total of $4.5 million. The company will provide program management for the system. Subcontractor SSI Services created the commercial application, Knowledge Center, on which EMIMS is based. 

“The system will be used to coordinate and effectively manage the incident, to develop future operational plans, to prepare comprehensive periodic reports, to track information requests and other pending actions, and to maintain accurate records,” according to a FEMA news release. 

EMIMS sorts emergency information for validity and importance and then distributes it to multiple offices, including the National Response Coordination Center (NRCC), Regional Response Coordination Center and the Joint Field Offices. 

The system effectively becomes an automated system to support emergency managers across the country. 

“Any person who’s in a position of command-and-control responsibilities, such as [the head of] the NRCC, needs instant access to information that he needs to make decisions in reference to the proper way to respond to whatever happens to be going on,” said John Richardson, contract specialist at FEMA. “This system will consolidate all that information and provide it in a format which [responders] will be able to read.” 

Richardson said the basic system should be installed in two weeks, with additional customization to follow.
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United Press International
URL:http://www.upi.com/International_Security/Industry/Briefing/2007/10/02/oasis_forms_group_to_consolidate_standards/6063/   
BOSTON, Oct. 2 (UPI) -- The global emergency response community has formed the OASIS group Emergency Interoperability Member Section to consolidate communications standards.

The Organization for the Advancement of Structured Information Standards has formed an Emergency Interoperability Member Section in an effort by the international emergency response community to consolidate and advance a common set of standards for exchanging information on incident preparedness and emergency situations. 

“We're responding to the need clearly expressed by a wide variety of emergency response agencies and organizations to be able to share information across professional and jurisdictional lines -- whatever specific application they may have in their office,” said David Lamensdorf, chairman of the OASIS Emergency Interoperability Member Section Steering Committee, in a statement. 

Representing a wide variety of public and private sector organizations, the OASIS Emergency Interoperability Member Section shares a common goal of interoperable emergency communications. 

“OASIS has been the nexus for emergency management standards. We've produced the Common Alerting Protocol and the Emergency Data Exchange Language OASIS Standards,” said Patrick Gannon, president and chief executive officer of OASIS. “The new Member Section will broaden our members' focus beyond specification development to advance and support adoption and interoperability issues.”
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By Scott Welton

URL: http://news.mywebpal.com/partners/865/public/news842604.html 
BENTON — The Scott County Sheriff’s Department will soon have full radio coverage in the county. 

County commissioners accepted the bid for a second repeater for the department radios from the sole bidder, JCS Tel-Link in Cape Girardeau, during their regular meeting Tuesday. 

The repeater, an electronic device for radios that boots low-level signals so they cover longer distances and remain clear, will provide a clear signal to places in the northern half of the county that currently can not be reached by the department’s radios. 

The total cost for the repeater, audio router, system backhaul, and labor on the installation is $30,438.36. 

The new repeater, which will be placed on the Scott City water tower, will work independently or with the current repeater, according to Gerald Walton of JCS Tel-Link. 

“It’s going to take probably six weeks just to get the (FCC) license,” Walton said. “This is a new repeater, new license.” 

The repeater’s purchase is being funded through the State Emergency Management Agency’s Interoperable Communications grant program which is reimbursing the county for $50,500 in purchases to improve communications in the county. 

Thursday commissioners approved the purchase of eight satellite phones from Bootheel Wireless in Sikeston for a total of $20,061.64. 

Joel Evans, county developer, said the county must submit the purchase of the repeater for reimbursement by Jan. 31. 

In other business, county officials discussed the use of inmates of the Scott County Jail to clean up trash left after the Cotton Carnival Parade on Saturday in Sikeston. 

Sheriff Rick Walter said the inmates worked for over 4.5 hours picking up trash. “They did a heck of a job, they really did,” Commissioner Dennis Ziegenhorn said. “We had several businesses come out and thank us.”
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By Donny Jackson

URL: http://mrtmag.com/news/dhs_broadband_pilot_100407/ 
A pilot designed to test ability to integrate new broadband technologies with existing public-safety two-way radio systems could provide information that could be helpful in the buildout of a proposed nationwide broadband wireless network in the 700 MHz band, a government official told MRT.
Launched recently in the District of Columbia, the Radio Over Wireless Broadband (ROW-B) pilot project is a partnership between the U.S. Department of Homeland Security’s Office for Interoperability and Compatibility (OIC), the D.C. Office of the Chief Technology Officer (OCTO) and Clarity Communications Systems. Clarity’s solution leveraging the P25 ISSI standard will be used to integrate broadband push-to-talk and geographic information system (GIS) applications with traditional two-way communications.
Networks to be used in the pilot will be the district’s Motorola LMR network and the citywide Wireless Advanced Responder Network (WARN), which uses CDMA EV-DO technology to provide wireless broadband services, OIC Director David Boyd said.
“Part of what we’re looking at is: Can we begin to tie all these things together in a way that lets us keep all of the advantages of land mobile radio and lets us now add some of the critical advantages that you get from a broadband application?” Boyd said during an interview with MRT. “Part of that becomes, how can we integrate these things?”
Such integration is critical to public-safety interoperability, because technical, political, operational and financial realities make it highly unlikely that all first responders would use the same network—or technology—on a daily basis, Boyd said.
“Our philosophy is a system-of-systems approach, because I believe it’s impossible to get everyone on a single system, at least not for a very, very long time. That means we have to figure out how to bring in lots of legacy systems, how to build systems that are expansible, including new things we have never thought about.”
The timing of the pilot is particularly relevant, because a recent FCC order calls for the winner of the commercial D Block spectrum in the upcoming 700 MHz auction to build a public-safety-grade wireless broadband network that also uses 10 MHz of public-safety spectrum. While information from the ROW-B pilot may not impact negotiations in the public-private network agreement, the report—possibly available as early as the middle of 2008—could help with the buildout of the network, Boyd said.
“In part, what they’re going to have to do is develop the standards that are going to allow the integration of exactly the same kind of things we’re beginning to look at in ROW-B,” he said. “So we’re hoping that what we learn out of ROW-B about all these pieces will also provide valuable information for folks in the public-private partnership that have to build the standards and have to identify how that system is going to work.”
While the ROW-B pilot will begin in the D.C. area using an EV-DO network, Boyd said he hopes the project will expand to encompass other geographical circumstances and technologies that can be used even by local public-safety agencies.
“What we would hope is that we can provide the kind of information so they can say, ‘Given our set of circumstances and given what we know out of these reports, this is the solution we should take,’” Boyd said. “I think there’s going to be a lot of information that helps people make really smart decision about how they’re going to design their future systems. Also, in the course of doing this, I think the District will end up building a more robust, even-more-capable system.”
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