EM-IF Sub-Committee – Rationale and Work Progress
In·fra·struc·ture 


1 : the underlying foundation or basic framework (as of a system or organization)
2 : the system of public works of a country, state, or region; also : the resources (as personnel, buildings, or equipment) required for an activity.

Introduction

The OASIS Emergency Management Technical Committee (EM-TC) was established in order to define and recommend standardized XML mechanisms that enable the evolution and global distribution of emergency and incident management information. In correlation with that effort it was determined that no truly effective standards could be defined without additionally considering the physical and virtual infrastructure by which they were to be delivered. This, then, became the mission of the Emergency Management Infrastructure sub-committee (EM-IF SC).

Categories of Focus

For the purpose of considering various constraining factors intrinsic to any “infrastructure,” the following categories have been used to establish the major, underlying, elements typical to persistently interoperable systems;

· Application Services, including, but not limited to embedded communications utilities, low-level instruction sets, process transaction utilities, elemental code languages, security/access management utilities, data-exchange utilities, embedded data stores, and standardized data formats.

· Operating Systems, including but not limited to low/high-level systems instruction sets, which are multi-process capable, supporting platform independent centralized and distributed operations.  
· Hardware Platforms, including but not limited to servers, desktops, laptops, PDAs, SMS phones, text-video-phones, text pagers. 
· 
· LAN/WAN Networking,  common protocols and components associated with switched and un-switched data networks regardless of scale, deployment modality, ownership and/or topology.   

· Signal Propagation, whether by public/private wireline, cell-based wireless, RF, microwave, and/or satellite point-to-point/point-to-multi-point, delivery mechanisms. 
· User Variables,  currently accepted “best practices,” estimated scales and technological capabilities intrinsic to various categories of interoperable communities. 

· External Policies and Administrative Constraints, including but not limited to;

National Response Plan (“NRP”) http://38.232.74.112/production/Region4/RadExercise.nsf/resources/SpecialTopics/$File/NationalResponsePlan.ppt
National Incident Management System Plan (“NIMS”)
http://lists.oasis-open.org/archives/emergency-msg/200307/doc00003.doc
FCC Government Emergency Telecommunications System Plan (“GETS”)
http://www.mobilein.com/gets.htm
FCC Telecommunications Service Priority System (“TSPS”)
http://www.ncs.gov/ncs/html/TSP(01-30-02).pdf
Cyber Security Information Plan (“CSIP”)
http://www.whitehouse.gov/pcipb/
National Strategy for the Physical Protection of Critical Infrastructures and Key Assets

http://www.whitehouse.gov/pcipb/physical.html;
and/or any policies and procedures further mandated by Federal, State or Local Government.

Why This Work is Important

Axiomatically, “just because one can do a thing, doesn’t necessarily mean one should.” With a potential for adoption and deployment within various national security programs, any EM-TC standard demands that awareness of what “can’t” be done be equal in importance to what “can.” Additionally, the potential for significantly negative impacts on life and property, should a theoretically sound standard prove impractical due to unknown limitations in external systems and components, further requires that identification and correlation of constraining factors be fully understood. Finally, any resultant understanding must be used to “trim” the various EM-TC standards in order to insure they are immediately deployable in the context of currently available technologies.      

Goal-sets

The EMIF committee’s work has been bounded by three manifest benchmarks:

1. Pragmatism, i.e. “Cutting-edge” not “Bleeding Edge.”

2. Flexibility, i.e. “Bag” not “Box.” 

3. Timeliness, i.e. “Now,” with a clear path to “Later.”

The committee’s charter harbored the potential to be technologically measureless, therefore it was decided that initial work would focus on accommodation of five elemental areas associated with Applications Services:

· Member Registry

· Security and Authentication 

· Privacy Assurance  

· Active and Passive Data Repository

· Interface Management

Secondarily, recommendations accruing to the committee’s findings were to be generally adaptive rather than schema-specific. This position was embraced in order to allow the committee to review and leverage its focus across the widest range of currently available commercial infrastructure technologies, with the intent being to validate a standard “family,” of flexible products, services and development environments, applicable now – as well as later.

Finally, the ultimate resolution of the committee’s work was the recommendation of an infrastructure product-set allowing initially defined EM-TC functional payloads, such as those accruing to CAP Notification and/or Geo-spatially referenced images, to be confidently deployed in compliance with various mandates and production schedules established within the National Incident Management System (NIMS) and the National Response Plan (NRP).

Work Progress 

General validation criteria for reference against the five (5) focus areas included:

1. Degree of general “standardization” within currently deployed public and private infrastructures.

2. Fundamental ability to create interoperable platforms.

3. Demonstrated component functionality within each of the five (5) focus areas.

4. Significant leveraging of embedded XML processes.

5. Level of product maturity, in addition to density of support and resources networks.

6. Fundamental compliance with distributed, transparent, data-transmission and storage.

7. Capability to support “open source” inititives as necessary. 

8. Web-services oriented as a “native” functional capability.

9. Fundamental compliance with the concept of rapid-prototyping. 

10. Fundamental accommodation of generally accepted network protocols

11. Fundamental accommodation and/or toolsets for all generally accepted delivery networks, i.e. wired, wireless, satellite, and devices, i.e. PC, laptop, PDA, text/video/image phone, pager etc.    

After exhaustive review of a significant number of potential standards, and establishing compliance correlating to the general implementation criteria outlined above, the following suggested “family” of infrastructure platforms was identified:
1. Component standards, tools and application platforms – Oracle 9ias – 9i

2. Component standards, tools and application platforms – IBM WebSphere – DB2

3. Component standards, tools and application platforms – Microsoft .NET and SQL Server 2000

Additionally, components of specific theoretical structural and process standards that provided additive value in the context of the above included:

1. OASIS UDDI Specification Version 

2. OASIS XML Version 1.0
3. DMI-S TIE (Tactical Information Exchange ) interoperable API Version 1.0

4. BPEL (Business Process Execution Language) Version 4.0

Next Steps

Steps required in order to formalize Stage 1 validation, selection and reference value of the above outlined “family” of platforms and theoretical standards include:

1. Formatting of specific component descriptions and use scenarios within an OASIS standard document.

2. Successful completion of a multi-nodal validation test program

3. Distribution for Oasis public review and comment.

4. Formal ratification within the EM-TC, conformation within committee specification.

5. Publication as an OASIS standard and follow-up promotion.

Once these steps are completed, follow-on work will be undertaken to identify additional compliant elements, as well as further detailing of standardized processes available to early adopters.
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