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Coordinating Guidance for

Incident Management Software with the 
Disaster Management e-Gov Initiative
The Disaster Management e-Gov initiative (DM) is providing this guideline to help agencies comply with the Office of Management of Budget’s (OMB) requirement for agencies to implement and coordinate their incident management software purchases with the DM Program Management Office.  The purpose of this request is to help ensure agencies will have interoperable communications for sharing alerts and incident data and to help reduce redundant purchases.  The DM Program Management Office (PMO) will not be involved in creating requests for information or proposals or in an agencies selection process.
The DM is providing the following guidance to agencies seeking to purchase or develop incident management applications.  These applications are available as commercial-off-the-shelf (COTS) products from numerous industry providers and various levels of customization are available for additional costs.  The DM program also offers to federal agencies a basic incident management tool-set at no cost, however, there is no customization capability.

Implementation milestones should represent the agency-wide activities needed to fully implement the e-Gov initiative.
The Department of Homeland Security (DHS) and the Office of Management and Budget (OMB) are requiring agencies to be interoperable with their incident management systems.  In order to help meet this requirement, the DM program is recommending the following language be included in any Request for Information or Proposal that is provided to the vendor community:
a. The system must work with the existing interoperability backbone provided by Department of Homeland Security (also known as Disaster Management Interoperability Services (DMIS)) which supports open, non-proprietary standards for the sharing and exchange of emergency and incident data.  The DMIS interoperability backbone supports the sharing of information via the Emergency Data Exchange Language (EDXL) standards which are being developed. The Contractor may be required to join the Emergency Interoperability Consortium (EIC) (www.eic.org) which DHS has a Memorandum of Understanding with and communicates to the vendor community concerning the EDXL standards.  EDXL standards are based on XML.  Specific technical specifications for all the EDXL standards can be found at www.oasis-open.org.

b. The system will have the ability to communicate through the DMIS backbone system via open source Application Programmer Interfaces with other disparate incident management systems that comply with the EDXL standards and DMIS. The Contractor will be required to publish their Application Program Interface (API) as open source and allow other DMIS compliant vendors to write to the API’s and shall make them available to the vendor community at no cost.  The Contractor shall provide written documentation and instructions on writing to the Contractor’s API.

c. Ensuring the vender has written to the Common Alerting Protocol (CAP) API to its existing emergency or incident management software application so it can generate, send and receive CAP alerts.
This language will help to ensure the federal government is aligned with the interoperable systems requirement, the vendors are creating interoperable systems and the ability to share critical incident information shall be maintained.
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