On October 31st  2014 iBOPS TC Held a call at Noon Eastern Standard Time.

Roll Call was performed and quorum was met.

Editor Update:
Kalim will submit request for templates
Requirement Template #1 
iBOPS protocol #2
[bookmark: _GoBack]X
Industry Comments:
Abbie had call with Gartner
High remarks of iBOPS, excellent for Enterprise. 

Discussion Biometric storage lead by Scott Streit 
Where would biometrics be stored? Client or server side 
Scott Argues for Biometric Vectors to be stored on server but actual biometrics are stored on device. 1 way encrypted.

Discussion of where and why identifying information is kept

Clarity of terminology
Differences between FIDO, make it clear in the requirement document
Biometrics stored on client device and protected properly

Privacy issues and requirements (items below are all agreed upon thus final) 
Server side – any reference of biometrics will be 1 way encrypted on the server with PII
Client Device – optional for biometrics to be stored on device
Reenrollment – iBOPS shall be able to link identity to multiply devices
Can devices have multiply identity? iBOPS shall be many to many  

Bookkeeping:
Cancelled last meet of Dec and First on Jan
Face-to-Face Meeting Feb/March? Start planning concurrently during OASIS Events.  Possible Speaking engagements 
In May attend IIW as a TC

Meeting adjourned 12:51PM Eastern Standard Time 
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