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The Simple Identity Provider (SIP) Profile in Section 7 of the IMI 1.0 standard specifies that its claims shall be encoded in SAML 1.1 tokens by breaking the claim name URL into two parts:  the final component of the URL, which is encoded as the SAML 1.1 AttributeName, and all components before the final slash, which are encoded as the SAML 1.1 AttributeNamespace.  Likewise, the claim name is constructed from a SAML 1.1 token by concatenating the AttributeNamespace  + "/" + AttributeName.  However, this algorithm does not admit the possibility of claim names that are URIs but not URLS, such as those used by the Internet2 EduPerson schemas -- for instance “urn:mace:dir:attribute-def:givenName” -- and other X.500 based attribute systems.
Shibboleth uses a convention borrowed from SAML 2.0 to handle this case:  If the AttributeNamespace value is “urn:oasis:names:tc:SAML:2.0:attrname-format:uri”, then the AttributeName is to be interpreted as a (standalone) URI.  In this case, the claim name would be simply the AttributeName.  (This URN is defined in 8.2.2 of the SAML 2.0 spec, where it is used as a NameFormat value.)  Likewise, for backwards compatibility reasons, if the AttributeNamespace value is “urn:mace:shibboleth:1.0:attributeNamespace:uri”, the interpretation is the same, with the AttributeName being the claim name.
Unfortunately, this convention is not known to be implemented in any software other than Shibboleth.  As a consequence, interoperability is mostly likely to be achieved when using SAML 1.1 tokens by restricting claim names to URLs that can be encoded in the manner specified by the SIP profile.

This SAML 1.1 token profile proposes that:

1. Implementations MUST utilize the entire claim URI as the claim name.

2. Implementations SHOULD accept claims encoded using the conventions in the Simple Identity Provider (SIP) profile (with the concatenation of the AttributeNamespace value, a slash, and the AttributeName value constituting the claim name).

3. Implementations MAY recognize the two AttributeNamespace values of “urn:oasis:names:tc:SAML:2.0:attrname-format:uri” and “urn:mace:shibboleth:1.0:attributeNamespace:uri” as meaning that the AttributeName is the entire claim name URI.
4. If an implementation is capable of encoding a claim name that is not a URL in a SAML 1.1 token, it SHOULD use an AttributeNamespace of “urn:oasis:names:tc:SAML:2.0:attrname-format:uri” and an AttributeName that is the URI.

5. When encoding a claim name that is a URL, implementations SHOULD use the SIP convention from IMI 1.0.
If non-URL-valued claim name URIs are used, then maximum interoperability is likely to be achieved by using SAML 2.0 tokens instead SAML 1.1 tokens.
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