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Minutes
The meeting began with a discussion of the agenda.  The members decided to address the following issues during the conference call on Tuesday afternoon:

· local extensions to the Blue schema
· use of the entity seal and its inclusion as recommended or mandatory

· how we handle IP policies in standards that we incorporate into our specification

· whether we need to define additional messages for service

· how Court Filing Policy will be addressed, and
· the official version name for Blue.
Tom Carlson reported his communications with Paul Embley, Chair of the XSTF.  Tom presented Paul with three options for ECFTC’s use of GJXDM data elements with definitions that, in our view, require revised wording even though the semantic content, in our view, remains the same.  The first option would be for us to define unique elements in our own namespace and convert those elements to the GJXDM namespace when and if the XSTF accepted our proposed definitional changes.  The second option would has us use the GJXDM elements, noting our changed definitions, while we submit our proposed definitional changes for approval by XSTF.  Tom told Paul that the third option – our use of the GJXDM definitions as is until they have been modified – is not acceptable to the ECFTC.  Paul responded that he preferred the second option. The XSTF is currently discussing whether it can and will approve definitional changes in minor releases between major releases; that issue has not been resolved.  Because Paul Embley’s choice is also the course favored by the TC, the members resolved to use it for purposes of the first release of Blue – to use the GJXDM elements stating explicitly any changed definitions that we are using, noting that we have submitted those definitional changes to the XSTF for inclusion in GJXDM.
Scott Came discussed UML and its mapping to the Global Justice XML Data Model (hereinafter abbreviated GJXDM).  He presented the recommendations of the small group of domain and GJXDM experts (Bousquin, Cabral, Came, Greacen and Winters) who met at the end of last week in Seattle.
He began with a  presentation of the group’s proposal concerning the structure of the Blue message stream, set forth in full below:

Proposed new terminology for Court Filing Blue message stream structure

The following terminology attempts to provide precise, concrete concepts that describe the structure of a Blue message stream.  The intent of this terminology is that it would be applicable to the core messaging profile; that is, it is not particular to any specific messaging profile.  In particular, though some of the terminology is similar to terminology in the web services profile, the terminology is intended to be supported by all profiles.

This terminology is also intended to apply to all of the message structures envisioned for transmission by the standard (i.e., Review Filing, Record Docketing, Callbacks, Queries, and Service messages.)  We anticipate that the same basic structure can be used for all messages.

Message Stream
The message stream is the series of bytes of data that are transmitted between major design elements (MDEs).  The stream has a structure (that is, the series of bytes is organized into logical pieces or segments); this structure is described in the rest of this document.

Core Message
The core message is a series of bytes in the message stream that represent an XML document (that is, a well-formed XML data structure with a single root element); the XML document contains the following information:

· Information about the message itself, such as identifiers for the sender and receiver, sending and receiving MDEs, and submission date and time; this information is called the message information
· Information about each of the logical documents associated with the message; “logical” documents consist of lead documents and supporting documents, as described below

Document
A document is information about a logical document associated with the message.  A logical document in this sense is the electronic representation of a single, whole, physical paper document.  The document information contains two sub-structures:

· Document metadata, such as the title, type, identifier, etc.

· Either a “pointer” or link to the binary representations of the physical document (“representations” is plural, since a logical document may be split into several physical parts to satisfy court requirements as to maximum document size), or the encoded binary representation of the physical document embedded within the XML structure

There are two kinds of logical document:  lead documents, and supporting documents.  A lead document is defined as one that will be placed on the court’s register of actions (docket).  A supporting document is one that supplements the lead document; often the lead document will contain language that makes reference to a supporting document.  Each supporting document is associated with one and only one “parent” lead document.  This association is accomplished via the parentLeadDocumentID property on the Document class (see domain model.)
Supporting documents must have a logical sequencing within their parent lead document.  This sequencing is indicated by the value of the supportingDocumentSequenceIdentifier property of the Document class.
Attachment
An attachment is a series of bytes in the message stream that represents the contents of all or part of a physical document.  The contents are preceded by one or more “headers” that uniquely identify the attachment (via an identifier) and the format or type of the attachment.  Note that the contents of an attachment can be binary octets (the “raw” binary data of the physical document), binary data encoded in text (e.g., via base-64 or some other algorithm), XML text, or plain text.

Attachments appear in the message stream after the core message.  The order of attachments is unimportant and cannot be treated as significant.  In particular, attachments representing the content of lead documents need not appear before attachments representing the content of supporting documents.

Within the core message, each Document structure contains one or more Attachment structures.  In this way, the logical Document is associated with one or more attachments that represent the physical content of that document.  Each attachment structure contains two properties.  One property (AttachmentID) uniquely identifies the attachment; the value of this property must be the identifier that appears in the identification header preceding the attachment content in the message stream.  The other property (AttachmentSequenceID) indicates the order in which this attachment is to be assembled within the context of its parent logical document.  If a logical document is associated with only one attachment, then the AttachmentSequenceID will have the value 1.

Handling “embedded” attachment data
Court Filing Blue needs to handle the scenario of “embedding” the contents of attachments (as defined above) within the core message structure.  It will do so via the documentBinaryData property on the Document class.
Note: Messages that Don’t Involve Attachments
It seems that queries don’t have attachments; however, the basic message stream structure will still work for them.
Diagrams
The following four diagrams illustrate this terminology.

The first diagram is a class diagram of the Review Filing Message.  Even though the terminology and structure described above is intended to be applicable to all message structures, the Review Filing Message was selected as the one to “flesh out” the concepts.  It is also probably the most complex, and so illustrates the full range of concepts.

The next three diagrams illustrate the containment structures involved in the message stream.  This is close to what a message would look like if printed out on paper (well, at a high level anyway.)

The first diagram illustrates the scenario of a message stream involving two lead documents, the first of which has two supporting documents.  The second lead document has no supporting documents.  All four logical documents are associated with a single attachment.

The second diagram illustrates the scenario of a message stream involving two lead documents, the first of which has a single supporting document.  The second lead document has no supporting documents.  The supporting document associated with the first lead document is split into two attachments, presumably due to limits set by the court on attachment size.  Each logical lead document is associated with a single attachment; the one logical supporting document is associated with the two attachments.

The third diagram illustrates the scenario of a single lead document with one supporting document.  These documents embed the physical document data within the core message structure.
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The members present reviewed this proposed structure in detail. Recognizing that this proposal makes significant changes in the way in which we have used the term “attachment” and that the changes are helpful in clarifying both the language used and the structure of the Court Filing Blue message, the members present approved this structure without modification. 

The members discussed the elements contained in Document MetaData.  

The Confidential Status element will serve as a flag to Filing Review MDEs that the filer is requesting that one or more of the filed documents be treated as confidential.  The flag will allow the application to maintain the confidentiality of the filing temporarily until the court is able to make a determination concerning the request for permanent confidential treatment.  

The other Document MetaData elements include

1) an index reference to the document.   When the web services profile is used, this will be a matching to the attachment number.  

2) a "Document-Related Document Identifier" (DRDI) which indicates another document to which this is a response, e. g. this document might be a 

     response to a request for summary judgment.  In this example, the DRDI will point to the request for summary judgment.

3) Filing Attorney Identifier

4) Filing Party Identifier.
This structure will provide all of the information required for a Filing Review MDE to create a docket entry for the court’s case management system including all of the following information:  Response filed by Attorney Z on behalf of Plaintiff A to Motion for Summary Judgment previously filed by Attorney X on behalf of Defendant B.
The members present agreed that Case Initiation MetaData will be divided into two groups of information:
  a) that which will be common to all filings

  b) that which will be specific to a particular type of case.
Personal identifier information will be case specific because it varies dramatically from case type to case type, with the most substantial identifying information being required for criminal cases and the least for civil cases.  Some case types will require a social security number, while others might use ID#, AFIS #, or Drivers License ID.
Court Filing Blue will contain metadata for six case types – Bankruptcy, Criminal, Civil (including probate and mental health), Domestic Relations, Juvenile (containing delinquency and dependency), and Traffic (containing ordinance violations and infractions).  Case specific information for administrative law proceedings and appeals will not be included in Court Filing Blue version 1.
The TC worked with the bankruptcy case specific information to illustrate the process of choosing the mappings for a specific case

type.
In bankruptcy, case specific information will include

   a) does this case involve a joint debtor (husband and wife)

   b) voluntary or involuntary bankruptcy

   c) the caseType 
   d) the part of the Bankruptcy code used such as Chapter Seven, Chapter Eleven, Chapter Nine, or Chapter Twelve
The TC reviewed its prior distinction between "Case Initiating Documents" and subsequent documents filed in an already initiated case.  Electronic Court Filing 1.0 and 1.1 specified the metadata required for subsequent documents, but not for initiating documents.  That decision was based in part on our question whether courts would allow documents initiating a case to be filed electronically because of the frequent need to submit a filing fee payment in conjunction with those filings.  We also had little knowledge of the metadata required to accompany a filing initiating a new case in various case types.  Consequently, we were unable to specify the elements needed for case initiation.  On a conference call last week, the TC decided not only to support the filing of case initiating documents, but also to support the submission of changes to such initiating data – expressed in XML – accompanying any subsequent filing that required such a change (e.g., substitution of parties, withdrawal or substitution of counsel, or change of contact information for a party or lawyer).   We noted that in every filing transaction, there is a possibility that some of the case initiation data might change.  Thus, Court Filing Blue must use a metadata structure that will support the transmission of data related to any case initiation element accompanying any subsequently filed document.  If the case number is null, then the document will be considered a new case.  The result is that in Court Filing Blue there will be no longer be a structure solely for the support of subsequent documents.  All subsequent documents will be submitted using the structure for the filing of a document initiating a case of that case type.
The generic case information will include:
Generic Case Type and CaseCategoryCode.  These would be enumerations and the TC will finalize this enumeration when Tom Carlson and Terrie Bousquin propose a specific structure to implement the definitions of these terms used by the National Center for State Courts for reporting of court statistics by case type.  The National Center’s definitional structure will need to be expanded to include bankruptcy cases, which are never filed in state courts but which must be supported for Court Filing Blue to support all federal as well as state courts.
CaseTrackingIdentifier – the GJXDM term used for court case number.
If a case refers to a single element using the legal term "In Re," the Blue specification will direct that the Filer use the GJXDM respondent, not initiating, party element.

The members present had an extended discussion on means for representing the relations between people such as lawyer-client and parent-child.  It considered whether there was a need for connections involving more than two parties, or whether binary relationships will suffice.  In computer science terms, would these relationships form a "graph" or are "hypergraph" techniques needed?  It was decided to use binary relationships for the time being.  The members also discussed directionality, e. g., do we need to record only that a child-parent relationship exists or also indicate which of the linked persons is the child and which is the parent.  Such “directionality” does not exist for some forms of relationships, such as “spouse,” “brother,” or “sibling.” 
The members present resolved to track relationships between law firms, individual lawyers, and parties.  There are business cases for knowing about a relationship between a party and a law firm as well as between a party and a lawyer within that firm, recognizing which lawyers are associated with which law firms, and mapping one to many relationships among parties and lawyers.  A party may have more than one attorney and an attorney may represent more than one party in the same case.
CourtID – A unique identifier for a court or court unit created for each court in its Court Filing Policy.  The specification will define the multiple features that a court will need to include within its own CourtID code structure.  An example of a court unit to which a unique identifier would be assigned is Arizona Superior Court Maricopa County Mesa Family Department.  The example demonstrates the combination of levels of court jurisdiction, geographical locations, and internal court organizational units within a single code structure created by each local court.  These structures should be consistent across a state.  The small group in Seattle abandoned the effort to create a domain structure with separate jurisdictional, locational, and court subunit features in favor of this single, consolidated, locally defined identifier structure.  The members present approved this approach.
Scott Came demonstrated the process used by the small group in Seattle to map the elements created during the domain modeling process to the reference elements in the GJXDM, using Wayfarer and other software.
The members present made the following mapping decisions:
  The submitter ID will be unique to a court

  The CourtID maps to organization ID as the court in GJXDM extends Organization

  The Filing ID maps to the Activity ID by a similar reasoning

  We will not use a receiver ID; Court ID will serve the purpose of a receiver ID.
  The conversation ID maps to the Message ID

  The Submission Organization ID and Submission Person Assigned Title will be used.  However, these will not be
    specifically connected to the parties or attorneys in the case.

The GJXDM has markup for the person submitting information.  This information might also be in the message header (such as for web services or EBXML.)  We recognized that Court Filing Blue could use the GJXDM elements or defer to the message profiles for this information.  We noted that the "SneakerNet" profile requires that nothing critical to the Filing Review MDE’s comprehension of a message be relegated to the messaging layer.  The members present concluded that this header information will often be needed for functional purposes and therefore resolved to define the elements within the GJXDM core message and not relegate this content to the messaging profile.  
There was strong sentiment for archiving message headers for evidentiary purposes.  The specification will thus recommend this.

The Committee discussed the options for use of name spaces:

1) One specification and namespace for each message type and case type

2) One name space for each case type

3) A single namespace for Court Filing Blue
The members present decided not to create multiple namespaces, beyond single GJXDM and extension namespaces. The TC will use prose in the specification to set forth constraints on the use of the name space but those constraints will not be represented within the schema structure itself. An example of a case-type specific constraint would be a statement that a criminal case will require a particular type of ID number such as an AFIS ID but that a family case will not need it.
We recognized that companies might use other subset schemas or XML technologies internally to check conformance between incoming documents and constraints.  However, the specification will state that such internally generated structures should not be represented in schema.
The committee clarified that the Court Filing Blue namespace will import from the GJXDM.

The committee also decided that reliable messaging is a non-functional requirement.  We mentioned the Web Services standard for reliable messaging and noted that the conversation ID used in that standard could be used in the submission information.

The members present took up the issue of how to allow for extensions specific to a particular court or jurisdiction.  The committee considered at length how to align Court Filing Blue with the extension mechanism provided by the GJXDM.  The resolution is as follows –

1. The Court Filing Blue specification will not disallow the use of the local extension mechanism provided by the GJXDM.

2. The specification will provide, however, that implementations of Blue that do not use the GJXDM extension mechanism will not for that reason be deemed noncompliant with Court Filing Blue.

3. The Court Filing Blue specification will include an alternative extension mechanism that it will urge implementers to use.  Two  alternatives for this mechanism were discussed – including extension elements in an attachment to a Court Filing Blue message and including extension elements as simple name-value pairs.  The discussion included recognition that under WSDL "one only gets one chance to specify the name space" for a particular argument.  The Technical Committee anticipates that in web services, the Review Case Filing web service would have two arguments, the information that is common to all case types, and the information specific to a particular case type.  The consensus was to include a third argument for information that was "court specific" extending the Court Filing Blue schemas.  The name-value pairs will include a statement of cardinality and a reference to a value in one of the first or second arguments, expressed by an xpath substring. 
4.  There was an extended discussion of whether to declare that the TC intends to deprecate this extension approach as it develops further experience with the use of the Blue specification.  The consensus was not to make such a statement, unless the XSTF insisted on its inclusion in order to recognize the name-pair values extension approach conformant with the GJXDM.  
Rex McElrath expressed reservations to the TCs whole approach to Court Filing Blue.  The experience that he and Richard Baker have had recently in Georgia leads them to believe that the courts and justice community need fully tagged XML documents for all 26 case types identified by the National Center for State Courts for justice information exchanges.  Court Filing Blue retains the approach of Electronic Court Filing 1.1 to tag only the metadata for the documents exchanged, rather than the documents themselves.  The members present assured Rex and Richard that the Technical Committee fully intends to return to the Electronic Court Document 1.1 standard after it has completed Court Filing Blue and that it shares the view of the Georgia committee members concerning the importance of fully tagged forms and other court documents for justice system exchanges.
In preparation for the conference call, the TC discussed the details of its meeting plans in conjunction with the National Center’s Court Technology Conference Nine (CTC9).  We resolved to recommend a half day meeting on September Fifteenth and a full day meeting on September Sixteenth.  We recognized that remaining in Seattle for Saturday the Seventeenth would be difficult for many members who might have be attending activities at the CTC9 starting from the previous weekend.  However, this would be better than the alternatives of having a separate meeting in August or having insufficient time to discuss the new specification.

The TC reviewed the Seattle small group’s decisions concerning payments.  Court Filing Blue will transmit payment information as well as filings. Bonds and refunds are not modelled at the present time and will not be included within Court Filing Blue v1.   The payment process will support the transmission of information needed for the court to collect fees using a credit card or electronic funds transfer, or to apply funds from an escrow account maintained at the court by a filer.  It will also transmit a receipt from a government-wide payment mechanism such as the federal government’s payment.gov application.
The committee began to model the Court Filing Policy process.
Telephone Conference Call

During the telephone conference call, the members present discussed the issues resolved during the afternoon with the members who participated by phone.  No changes were made to the decisions made earlier.  All persons present agreed to devote the call on Tuesday to the issues identified above during the discussion of the agenda.
The conference call and meeting adjourned at 4:30 pm.
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Minutes
The meeting convened at 8:00 am.  
The persons present engaged in a general discussion with Eric Tingom of nonfunctional requirements associated with security and digital signatures.  The group confirmed its prior position that Court Filing Blue will not require the use of digital signatures to verify authenticity of a document submitted for filing.  Courts use various processes for the “signing” of a document, including the business rule that a document submitted using a filer’s user ID and password is deemed signed by that filer.  Court Filing Blue will support the adoption of digital signatures by a local court by allowing the extension of Court Filing Blue to include that element within document metadata.  In addition, the specification will encourage courts to have efiling transactions verified by electronic signatures between MDEs.

Nonrepudiation is not a recognized legal term and is therefore not a Court Filing Blue requirement.

The committee first finalized its discussion from the previous day of the handling of local extensions.  Every implementation of Blue must support local extensions.  An implementation can be Blue conformant while not using the GJXDM local extension approach.  The Blue specification will in fact recommend the use of a different extension approach – the name-value pairs discussed previously created as a third argument.  Court Filing Policy will allow each court to define the extensions that it supports.

The committee then turned to the modeling of Court Filing Policy.  It reaffirmed its previous distinctions among human readable, development time and run time policy statements.  The specification will recognize the existence of a Court Policy MDE which will include a single overall domain/schema structure for setting forth both run-time and development-time policies. 
Run-Time parameters will include:

code lists used by the court

the court’s public key
Development-Time parameters will include:
Court-specific extensions
allowed names

allowed values for each
definitions

Size constraints on messages – per document and per message

Allowed attachment types

List of profiles and versions supported

The Court Filing Blue version 1 will support Web Services and Sneaker Net profiles

Whether a court will allow a document to be represented by a URL to its existence in another location 
Whether the court will accept filings requiring the payment of fees and what payment mechanisms it will support
Whether the court will accept filings containing documents for which confidentiality is requested
Whether the court will accept conditional filings of documents for which confidentiality is requested (whether the filing can be withdrawn if the court refuses to seal it)
Whether the court will accept multiple lead documents in the same case in a single message

Which MDE operations are supported
If a court accepts electronic filings within a general case category (e.g., domestic relations) but does not accept filings for all of the subcategories included within that category (e.g., adoptions) the court’s Policy will identify those unsupported subcategories

Human readable policy will include:


Court identifiers

Restrictions on allowed values of properties other than code lists


The location of machine readable policies


Local court fees applicable to specific filings


Local court rules

The Blue specification will include an explanation of how the National Center’s case categories, sub-categories and case types will be mapped to the case types recognized in a particular state and local court.  It will provide the rules for noting major and minor versioning of Court Filing Policy.  It will set forth the principle that a court will support only one active version of policy at a time; prior versions of a court’s policies will not be supported.  New human readable and machine readable policies will take effect on the same date.  Any restrictions on the allowed values of properties other than code lists must be presented in a court’s human readable policy, for version 1.
Telephone conference call

During the telephone conference call the members present reached the following conclusions:

1) There will be a single namespace for Court Filing Blue.  The members rejected the alternatives of a different namespace for each MDE or for each operation.

2) There will be two schemas – one GJXDM subset schema and one Court Filing Blue extension schema.  Implementers may create additional subsets for the purpose of conformance testing within their own applications; however, these will be implemented outside schema.  
3) The submitter ID, receiver ID, message ID and other elements that could be defined by a specific messaging profile constitute functional information and will be defined in the GJXDM subset schema.  We will not defer to the messaging profile for creating those elements and their definitions.

4) Local extensions of the Court Filing Blue schemas will be accomplished through the addition of name-value pairs.  The structures will be larger than pairs because they will include a reference to a value in the schema by an xpath substring expression and may also define the cardinality of the added element.

5) The nonfunctional requirements will not include the entity seal developed by the OASIS DSS TC.  We will instead use XML Encryption.  No member of the TC could find a use case for including the date and time of the application of an electronic signature to an efiling message or for including a statement of the intention of the signer at the time of signing.  Those are the distinctions between an entity seal as defined by the DSS TC and an electronic signature.  The TC will support the use of digital signatures for Court Filing Blue messages.  The specification will call for the return to the Filer of the FIPS 180-2 SHA 2 and above hash for each document entered into the court’s electronic database.  A local court may require the use of a digital signature on a specific document through the local extension mechanism.
6) The Court Filing Blue specification will alert users to the IP policy associated with Blue.  It will also advise users that other incorporated standards do not necessarily use the same IP policy, that the TC has not investigated the IP policies associated with those incorporated standards, and that users concerned about the IP implications of incorporated standards should conduct their own investigation into the existence of IP claims asserted against them.  

7) Court Filing Blue will be assigned the version number Electronic Court Filing 3.0 to correspond with the 3.O version of the GlobalJXDM to which it conforms.  This version approach was considered preferable to the two alternatives of Electronic Court Filing 2.0 and Electronic Court Filing GJXDM and an appropriate version number (perhaps 1.0).
8) The specification and schema will support imbedding base 64 encoded documents directly into the core message as well as including them as attachments according to the Blue message stream structure approved earlier.  Both Dallas and Shane requested that the specification support this alternative approach and the TC membership acquiesced in their request.  This decision will require the addition to the message structure of metadata elements of the document such as the format and size of the document, which are described when the attachment structure is used through nonfunctional requirements.  A code structure describing the software used to create the document and the particular version employed will have to be included within this document metadata.
9) The basic structure for Court Filing Policy outlined by the face to face participants is workable and appropriate.

10) The TC scheduled the following future meetings

Seattle -- September 16-17, 2005 immediately following CTC9 (the decision to confine the meeting to the evening of Thursday September 16 and all day Friday September 17 was revised the next day to all day on both Friday and Saturday,  September 17 and 18.

Las Vegas -- December 8-9, 2005

Wherever the OASIS annual symposium is held in the spring of 2006

Santa Fe, summer 2006

Robin will work on Las Vegas hotels and Seattle arrangements with National Center.  Jim Cabral will arrange a Las Vegas meeting location (preferably Clark County facility)

11) The TC will cancel the planned teleconference for Wednesday morning so as to afford the face to face participants additional time to advance other TC business.

The conference call and meeting adjourned at 5:00 pm.
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The meeting began at 8:00 am.  A number of members were not able to be present because of their obligations related to the GJXDM Users Conference that begins at 1:00 pm.
The discussion focused on the implications of the decisions made during the previous day’s conference calls

· The technical committee anticipates that one gets a court policy from the filing review MDE.  
· We are designing the specification to allow for one filing review MDE per "court" as defined in the specification.  However, the TC sees no physical barrier to having more than one filing review MDE per court, particularly if a court wants to support different filing review MDEs for particular case types.  It is certainly contemplated that there can be more than one filing assembly MDE per court.
· If a court chooses to support electronic service, then all filing assembly MDE's will support service operations for the clients for which it provides filing assembly functionality.  The filing assembly function necessarily implies supporting the synchronous and asynchronous responses from the filing review MDE.  Supporting additional message exchanges with the client is an extension of those responses.
· It will be useful to identify queries as a separate MDE.

· Logical MDE's may not map to directly to physical entities.
· WSDL will name specific MDEs but the Electronic Court Filing 3.0 specification will state that MDE names and operations supported will be set forth in the human readable court policy. 

· Vendors may support only some functions of an MDE.  For example, it would be reasonable for a vendor supporting only state courts to choose not to support bankruptcy filings.   

· Implementers will have to maintain the input/output functions of each separate MDE in order to be in compliance with the ECF 3.0 specification. If a vendor supports multiple MDE's, it must provide all the interfaces in the specification.  Some vendors may be tempted to implement them internally; this would not be acceptable for a compliant application.
The committee returned to the modeling of Court Filing Policy for court specific extensions.  The model will include name, value, cardinality, and a pointer into either the first or second argument.

The specification will provide that the names used in the UML model will be normative and will be used by implementers.

There was discussion of the use of the xsd:any element for the third argument.  Concern was expressed that the XSTF and GTRI discourage the use of the xsd:any element out of concern that it creates a security loophole.  The group was of the general view that the xsd:any element should be used for court specific extensions, if agreement could be reached with the XSTF that this would not be considered noncompliant with GJXDM.  (Subsequent discussions between Scott Came and Tom Carlson have concluded that the XSTF would not consider this use to be noncompliant with GJXDM because the use is occurring within the ECF 3.0 extension schema and not within the GJXDM subset schema.)
Message ID and Conversation ID will be handled by the message profile and will therefore by included within the nonfunctional, rather than the functional, requirements.  These elements will be added to the requirements document and removed from the domain model for the Review Filing message.
There was discussion that some states have decided not to support reliable messaging within their basic IT structure.  The group decided nonetheless to keep reliable messaging as a component of the nonfunctional requirements.  The Web Services profile will be Web Services with Reliable Messaging.
Plan for completion of Electronic Court Filing 3.0 specification and schemas

Tom Clarke reported on the plan developed by a subcommittee consisting of the co-chairs, the reporters, and Don Bergeron for completion of ECF 3.0.

The TC will complete for the Joint Technology Committee prior to its July 10th meeting a standard IEPD presentation covering the core messages, the queries, the service process, and the data required to initiate a new case for each of the seven defined case types.  The IEPD will include domain models, spreadsheets showing the mapping of elements from the domain models to the GJXDM, both the GJXDM subset schema and the ECF 3.0 extension schema, and a Word document complying with the template for an IEPD and further describing for Joint Tech the Blue message stream structure, other basic organizing principles on which the domain models are based (such as the use of the full case initiation metadata structure for the transmission of subsequent filings), and the additional components of the completed specification and the timeframe for their delivery.

Additional tasks have been assigned to domain expert/reporter teams as follows:


-
Court Filing Policy




Scott Came

-
Review Filing Message



Scott Came


-
Record Docketing Message



Scott Came, Tom Clarke and Terrie Bousquin


-
Record Docketing and Review Filing Callbacks
Scott Came, Tom Clarke and Terrie Bousquin


-
Queries (10)





Eric Tingom and Tom Clarke


-
Criminal case specific information


Eric Tingom and Marcus Leon

-
Traffic case specific information


Eric Tingom and Marcus Leon


-
Civil case specific information


Scott Came and John Greacen


-
Juvenile case specific information


Jim Cabral, Christoph Hoashi-Erhardt, and John Greacen


-
Domestic relations case specific information

Scott Came and John Greacen

-
Service messages




Jim Cabral, Christoph Hoashi-Erhardt, and John Greacen

-
IEPD documentation




Eric Tingom and John Greacen

These materials will be downloaded to KAVI as they are produced, with short turnarounds for review by the full Technical Committee.  The target date for submission of the IEPD materials to the Joint Tech Committee is July 5th.

Drafting of the specification itself, the messaging profiles, and all other parts of ECF 3.0 will be completed by the end of July, for final review by the TC during the face to face meeting following CTC 9 in Seattle.
The meeting adjourned at 11:30 am.
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