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This list of requirements was generated at the 19 September 2002 F2f with some additional explanation of the requirements based on group discussions.
NOTE: Version Tracking is enabled.
Requirements List

1. Based on Web Services Protocols, WSDL, UDDI, etc. – (WSDL/SOAPY THING) Use the web services standards now and in the future. Note that this does not disallow additional bindings beyond SOAP. However we want to make the most of existing and new specifications in the web services area such as WSDL, UDDI, etc. so that our design must use these specifications as  the basis for the protocol and use them in a manner that insures that we can accept new web services standards in the future
2. Scalable -  (Was scalability) – The protocol must allow scalable implementations from small to large scale environments.  NOTE add something to cover the size of resources issues.
3. Model Neutral – The protocol must not commit the users to any one information or data model.
4. Extensible – (Was extensibility) – The protocol should be extensible in a number of areas including a) extension to new operations, b) extension to new information models, c) extension to new versions of the web services specifications as they are developed.
5. Xml data/Payload -  The protocol must be based on the use of an XML info set as the common payload. NOTE: KS It is not clear that this is really a requirement since if we use WSDL as a base, it should be based on WSDL standards including XML
6. Security – Security must be considered and built in from the outset. The assumption we are making is that the use of Web services protocols will also bring security functionality that is part of web services to this protocol.  Cover the fact that we will work with what they provide but we must allow for our extensions.
7. Co-existing – This protocol must co-esist with existing management environments and protocols and not inhibit their usage in a common environment. Without this requirement there could be no migration, only revolutionary change which is typically not possible.
8. Enable management applications – (Comment. Is this really a requirement  on this protocol?. Isn’t it the combination of the protocol and the models for information that will enable applications?   Perhaps a better definition would be “must not limit or inhibit any management applications that are normally available with the implemented information models”.
9. Lightweight – Question – Is our requirement lightweight in footprint, implementation, and network resources? There are also issues on client vs server sided. 
10. Ease of Use – Question – What do we really mean here? Easy to implement? APis, etc.  This refers to all of the issues that would make it easy to imp;lement.
11. Performance –  TBD
12. Interoperate between different implementations of this protocol -  Since the basic concept of a commonly specificied protocol is interoperability between different implementations, perhaps the real requirement is to define the protocol so that interoperability is encouraged and simple to achieve. This means the protocol should be fully specified and robust.
13. Mapping (Interoperate with existing management environments) – It must be possible to map the information passed and operations defined for this protocol to and from the information forms and operations of existing protocols.
14. Synchronous and asynchronous operations support - 
15. Support highly distributed environments -

16. Need Transactional support that takes into account distributed environments, reservations, locking, provisioning,  composition, and ordering of operations - 

17. Support for Events – In addition to providing operations initiated by the client, the overall protocol mechanism must allow for the delivery of asynchronous events from one entity in this environment to another entity. We assume that the mechanisms for setting up these paths for indications, is peculiar to each management model except for issues of end-point addressing for event receivers.  This protocol will allow events but does not really support them.
18. Backward compatibility – The protocol should be designed so that backward compatibility can be defined and maintained between versions of this protocol.

Nonrequirements – things specifically not in our requiremsnts

1. Web Services Management – The goal of this work effort does not include the management of web services. This is to define a protocol that use web services concepts to communicate management information, not to manage the webservices.
Requirements Considered and Rejected
Open Issues and Discussion Items
What is the basic function of this protocol.  We do not state the basic requirement for what we are trying to accomplish.  Some of the what is inherent in the charter of this group but it should be stated as a part of our requirements document.
