Purpose

It has become apparent that before we are able to have an informed debate on the proposed use cases, we need to define, understand and commonly use, a few somewhat implementation specific concepts.  The purpose of this document is not to define any part of the implementation of these concepts, rather to introduce them in support of the use case and requirements definition process.

This working document is intended to further expand some of the outline terms used in the Use Case glossary and to aid the evaluation, analysis and development of the SPML use cases.  Specifically, this draft explains some of the critical system identification and entity relationship aspects of a generalized SPML subsystem. 

Scope

During the F2F#1 working group meeting, the attending members used several concepts relating to implementation, as a framework of reference.  This document aims to explain these concepts at a very high level. 

In summary, the following concepts are explained in this draft:

· Overview Object Model  -  
Introduce system entities and basic relationships

· Virtual Identity (vID)  -  

Introduce the notion of a vID’s
· PST Identifiers (PSTID)  -  
Introduce the notion of a PSTID

Overview Object Model

The following described the main system entireties.  It is not represent all system objects, just those relevant to the overview object model, vID and PSTID discussions.

	System Element
	Enhanced Description

	Requesting Authority (RA)
	The UC glossary lists this element as:

Party or system that is authorized to request a resource for the party.
To expand on this, an RA could be any other system component that is making SPML requests to a PSP.  If a PSP is communicating with another PSP, the PSP initiating the dialog would be operating as an RA.  An good example of an RA would be a component of the IT infrastructure querying a corporate PSP for details of users provisioned to a particular corporate resource.  
A requesting authority may initiate request flows with many PSP’s.  A PSP always associates an SPML dialog with a uniquely identifiable RA.

	Provisioning Service Point (PSP)
	The UC glossary lists a Provisioning Service as:

A Provisioning Service is any system entity that supports the receipt and processing of SPML artifacts.  A Provisioning Service Point is a reference to a Provisioning Service.
In many cases a PSP will be a purpose built service responsible for managing incoming SPML requests from defined RA’s and managing provisioning to downstream PST’s. A PSP and a PST could implemented in the same physical service  In this case, all communications with the RA would be carried out in the context of an operating PSP.
A PSP may manage multiple RA request/response flows and may communicate with and manage multiple PST’s.  

	Provisioning Service Target (PST)
	The UC glossary lists a Provisioning Service Target as:

A resource managed by a PSP.  Example PST's are directories, NIS instances, NT domains, individual machines, applications or groups of application and settings that together denote a service offering,  appliances or any provisioning target.
A PST is basically an internal object in the PSP implemented object model.  PSP’s manage the provisioning to and management of PST’s.  If a PST supports an interface to RA’s it must function as a PSP.  The purpose of exposing the PSP-PST interface is to promote the support and integration of SPML functionality by the resource vendors.  RA’s are given visibility of available PST’s by issuing well formed SPML requests to a PSP.
It is not mandatory for a PSP to implement PST functionality.  A PSP implementation may connect to and manage a PST in a completely proprietary manor.  It must however maintain the domain semantic of a PST when communicating down-stream PST details with an RA.


The ERD in Figure 1 depicts the basic relationships between an RA’s, PSP’s and a PST’s.  The 
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Figure 1.  Basic High-level system entities

PSTID’s

During F2F#1 the working group introduced the concept of a Provisioning Service Target Identifier or PSTID.  A PSTID was the unique identifier for a data set (aka account) on a PST.  An example of a PSTID on a UNIX/Linux server would be the UID; an example of a PSTID for a directory entry would be a Distinguished Name (DN).  It was agreed that in some cases PSTID’s could be requested by the RA or PSP and in others the PSTID would be set by the PST as a functioning service or native resource.

PSTID’d would be unique to a PST (if not implemented by the native resource then mandatarliy implemented by the functioning PST/PSP implementation.   
The simple ERD shown in Figure 2 shows some of the possible relationships between a RA, PSP, vID, PST and PSTID.

Virtual Identities (vID’s)

During F2F#1 the working group introduced the concept of a virtual identity (vID).  A vID represented a unique identifier for a collection of individual provisioning requests.  An example explains this best.  
Consider the provisioning of IT resource accounts for a new corporate user.  The new user requires an account on a Windows NT domain, a Lotus Notes server, a corporate directory server and a UNIX file server.  In this example the RA would present the PSP with it’s own unique identifier for the “corporate user”, say a full name, a list of the PSTID’s it would like to create on the target systems (see below) and the set of attributes required to complete the provisioning request.  In this example, the vID would be the full name specified by the RA.  The vID would be used to relate the created PSTID’s together.  This relationship could be maintained by both the RA and the PSP, the details of which is deliberately left un-defined at this stage.

The F2F#1 WG estimated that vID’s could be RA defined and scoped by the PSP through it’s unique identification of each participating RA and that conversely,  a PSP could generate a vID representative of a collection of PSTID’s and notify the RA of the generated vID.
The important thing is that a vID represents the unique identification for a set of provisioned data (aka accounts) throughout the life cycle of that data.  A vID should not be confused with a transaction (or like) identifier associated with say an update/modify request.  In this example transaction ID “123” would represent a request to update/modify vID “Darran Rolls”, and to say change a provisioned attribute on 4 provisioned PSTID’s.

The simple ERD shown in Figure 2 shows some of the possible relationships between a RA, PSP, vID, PST and PSTID. 
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Figure 2.  High-level relationships
