1. Minutes from last meeting:  No objections – approved
2. Anything left to visit re: last meeting?


Farrukh – Richard to include a reference to latest draft of tutorial

3. OASIS interop demo – The demo started late, probably too much stuff, registry buried a bit in the demo.

4. Interest in April Symposium in New Orleans?  Favorable response.  Submission deadline Dec 13.

Farrukh – demo with David RR?

Presentation possibly to be Registry (Problem, How used Registry to solve) 6-7 use cases.  Deployment stories.
Someone should do a presentation submission.

5.  Alignment with WS-I (security).  Farrukh: hasn’t reviewed yet.  Need to know what are all the profiles we need to conform to?  Joseph to research.  It would be helpful to have the specific components that are relevant to a registry implementation.  
Duane (asserts) – we should be constrained by both BP and BSP. 

Farrukh “add WSS-SWA-Profile-1.2-Draft-14.pdf”.  

Duane Seconds.
We will comply with:

WS-I BP 1.1, Attachment profile 1.0, WS-I Security Profile 1.0 (The latter implies conformance with other profiles from SOAP and WSS).

Question: Relationship between WS-I SOAP w/attachments and SOAP with Attachments profile from WSS.  If there is we should go with WS-I.

6. ebXML Registry SAML Profile Document.  Farrukh submission.  
Discussion:

   Overview: SAML and WS specs have a lot of smaller specs rather than bigger specs.  We have added chapter for SAML.  We should focus on substance rather than Form but we should discuss if it is a spec unto itself.

We should implement and support SAML protocol?

We should have conformance specification for registry (split into 2 – heavy and lite)

SAML would not be required for registry lite, but will be for heavy.

Kathryn: should we make it a technical note?

Farrukh: Technical notes are non normative.  We have two normative specs now but believe we need third for conformancy.  

Farrukh is willing to do it if no one else picks this up.

Duane: should be someone other than Farrukh.

Terminology relevant to us is “identity provider” a service external to the registry for maintaining ID’s of users and tokens /credentials.  Registry itself does not do authentication, uses external service for this.  

Single sign on and sign out capabilities supported. 
SAML functionality likely very important to users of registry.  Based on trust chain.
Primary use case – registry being participant in single sign on/log out.

Helps registry maintain session functionality.
SAML Roles – Registry plays service provider role. Section 13.3.11 outlines registry responsibilities.  Lots of references to SAML specs. Specifies protocols and bindings.  
Registry must support SAML identity provider and support multiple client request capabilities.

We have to have a registry SAML interface in order for it to be a SAML participant.  This is in addition to other interfaces.  The SAML interface is not specified at (date) but we will have to add it if we support SAML.  Primary role is to be the registry half of the SAML protocol.
