Change lines 1896 to 1899 as below

Current paragraph

authentication – the authentication intent is used to indicate that a client must authenticate itself in order to use an SCA service. Typically, the client security infrastructure is responsible for the server authentication in order to guard against a "man in the middle" attack.

Suggested revision:

serverAuthentication – this intent is used to indicate that the server must be authenticated by the client.  This guards against a "man in the middle" attack.

mutualAuthentication – this intent is used to indicate that the server and the client must be mutually authenticated by each other.
Change lines 130 to 135 as below

Current paragraph:

For example, in the case of authentication, a service which requires its messages to be authenticated can be marked with an intent "authentication". This intent marks the service as requiring message authentication capability without being prescriptive about how it is achieved. At deployment time, when the binding is chosen for the service (say SOAP over HTTP), the deployer can apply suitable policies to the service which provide aspects of WS-Security and which supply a group of one or more authentication technologies.

Suggested revised paragraph:

For example, in the case of authentication, a reference which requires the server to be authenticated can be marked with an intent "serverAuthentication". This intent indicates that the server must be  be authenticated to the client without being prescriptive about how it is achieved. At deployment time, when the binding is chosen for the service (say SOAP over HTTP), the deployer can apply suitable policies to the service which provide aspects of WS-Security and which supply a group of one or more authentication technologies. 

Changes to lines 405 and 408 and also line 506

also lines 654, 661, 667, 706

Change “authentication” to “serverAuthentication”

Change to line 414

Change “basic authentication” to “server authentication”
