4.1.3 SAML artifact structure
"Existing text"

The second (optional to implement) architecture for the artifact is shown here:

<TypeCode> := 0x0002
<RemainingArtifact> := <URL>
<URL> shall contain a complete URL, including the access scheme, host, path and assertion identifier.  If the relying party were to perform the access specified by the URL, then the response should contain the corresponding assertion.  The host should be a properly registered DNS name.

Note: implementers and administrators should be aware that commercial Web browser products may impose limits on the size of redirect URLs.  Consequently, unless care in taken in choosing the addresses of the issuer's and the relying party's saml request handlers, then the limit may be exceeded and the artifact may become corrupted, resulting in a failure of the mechanism.

Note: the relying party must confirm that the assertion was issued by an acceptable issuer, not relying merely on the fact that it was returned in response to its access.

