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Introduction

This document reports the current status of open issues as of the date published.

· Items marked in green have proposed resolutions and could be closed immediately by TC vote.

· Items marked in yellow have been addressed, but either need some minor corrections or are considered controversial.

· Items left white either have not been addressed at all or need considerable more consideration. Of course many of these items could be closed by declaring them to be out of scope.

Use Case Issues
Group 0: Document Format & Strategy
{All closed}

Group 1: Single Sign-on Push and Pull Variations
ISSUE:[UC-1-05:FirstContact]

This requirement is open, but Tim Moses has published an analysis that says the current core and bindings meet the requirement.

Group 2: B2B Scenario Variations
ISSUE:[UC-2-05:EMarketplace]

Open

Group 3: Sessions

{All closed}
Group 4: Security Services
{All closed}

Group 5: AuthN Protocols
{All closed}

Group 6: Protocol Bindings
{All closed}

Group 7: Enveloping vs. Enveloped
ISSUE:[UC-7-01:Enveloping]

Open

ISSUE:[UC-7-02:Enveloped]

Open

Group 8: Intermediaries
ISSUE:[UC-8-02:IntermediaryAdd]

Open

ISSUE:[UC-8-03:IntermediaryDelete]

Open

ISSUE:[UC-8-04:IntermediaryEdit]

Open

ISSUE:[UC-8-05:AtomicAssertion]

Open

Group 9: Privacy
ISSUE:[UC-9-01:RuntimePrivacy]

Open

ISSUE:[UC-9-02:PrivacyStatement]

Open

Group 10: Framework
{All closed}

Group 11: AuthZ Use Case
{All closed}

Group 12: Encryption
{All closed}

Group 13: Business Requirements
ISSUE [UC-13-07: Hailstorm Interoperability]

Open

Group 14: Domain Model
ISSUE:[UC-14-01:UMLCardinalities]

Open

Design Issues
Group 1: Naming Subjects
ISSUE:[DS-1-01: Referring to Subject]

This issue is rather abstract. It has now been superseded by debates over more specific issues. Recommend closing it.

ISSUE:[DS-1-02: Anonymity Technique]

Open and under active debate.

ISSUE:[DS-1-03: SubjectComposition]

Current core specifies that all Assertions and all Requests contain Subject, which in turn consists of either NameIdentifier, SubjectConfirmation or AssertionSpecifier. If this design is accepted, this issue could be closed.

ISSUE:[DS-1-04: AssnSpecifiesSubject]

Current core specifies that Subject may be specified in any Assertion (or Request) by an AssertionSpecifier. The AssertionSpecifier is defined in the schema as either AssertionID or Assertion. (The section discussing this element is missing from the current core.) If this design is accepted, this issue should be closed.
ISSUE:[DS-1-05: SubjectofAttrAssn]

The statement "the only Subjects of Attribute Assertions are Subjects as described by Authentication Assertions” has not been clarified, however the Subject element of both types of Assertion have identical schemas and there is no suggestion in the core spec that they differ in any way. Recommend closing it.

Group 2: Naming Objects
ISSUE:[DS-2-02: Permissions]

Resources (the new name for Objects) are now qualified by Actions instead of Permissions. Recommend closing it.

Group 3: Assertion Validity
ISSUE:[DS-3-01: DoNotCache]

Open

ISSUE:[DS-3-02: ClockSkew]

Open

ISSUE:[DS-3-03: ValidityDependsUpon]

Still open, Prateek has an action to champion this.

Group 4: Assertion Style
ISSUE:[DS-4-01: Top or Bottom Typing]

This issue has been made moot by the current core specification. Recommend closing it.

ISSUE:[DS-4-02: XML Terminology]

Still Open. Jeff has an action item to champion it.

ISSUE:[DS-4-03: Assertion Request Template]

The current core proposes a specific schema for Requests, which does not involve templates. If this is accepted, this issue should be closed.

ISSUE:[DS-4-04: URIs for Assertion IDs]

The current core spec defines strings for identifiers, thus ducking the issue. This needs discussion.

ISSUE:[DS-4-05: SingleSchema]

The current core spec defines separate schemas for Assertions and for Requests and Responses. Since there have been no objections to this aspect of the spec, it is recommended it be closed.

ISSUE:[DS-4-06: Final Types]

The current proposal has no final types. It has been suggested that everything should be final unless someone can suggest a specific, compelling reason for a particular type not to be final.

ISSUE:[DS-4-07: ExtensionSchema]

A discussion of alternatives, including substitution groups is on the agenda for F2F#4.

Group 5: Reference Other Assertions
ISSUE:[DS-5-01: Dependency Audit]

I don’t think the current core spec responds to this issue, but I am not sure. The example given does not seem to correspond to the defined Assertions. This issue needs a specific proposal for additions to the schema.

ISSUE:[DS-5-02: Authenticator Reference]

This issue appears to be inconsistent with the current core spec. Recommend closing it.

ISSUE:[DS-5-03: Role Reference]

Role is no longer a part of the core spec. Recommend closing it.

ISSUE:[DS-5-04: Request Reference]

Current core spec allows a request to specify a subject by means of an AssertionID or Assertion. This satisfies this issue. Recommend closing it.

Group 6: Attributes
ISSUE:[DS-6-01: Nested Attributes]

Current core has no explicit support for nested attributes. Nothing prevents an Attribute Authority from implementing nested attributes by returning user attributes that are both direct and inherited. Unless there is strong desire for this feature and a specific design proposal, recommend closing it.

ISSUE:[DS-6-02: Roles vs. Attributes]

Current core does not contain any reference to roles. Roles can be expressed in the same way as any other attribute. Recommend closing this.

ISSUE:[DS-6-03: Attribute Values]

Current core defines element Attribute to have three sub-elements, optional namespace, required name and one or more values. Values in turn may be defined in another namespace. If this is satisfactory, this should be closed.

ISSUE:[DS-6-04: Negative Roles]

Current core has no support for expressing any negative attributes, including roles. Unless there is strong desire for this feature and a specific design proposal, recommend closing it 

Group 7: Authentication Assertions
ISSUE:[DS-7-01: AuthN Datetime]

Current core contains AuthenticationInstant, satisfying this issue. Recommend closing it.

ISSUE:[DS-7-02: AuthN Method]

Current core contains AuthenticationMethod, satisfying this issue. Recommend closing it.

ISSUE:[DS-7-03: AuthN Method Strength]

Current core does not contain support for this feature. Unless there is support for this feature it should be dropped from SAML 1.0 and the issue closed.

ISSUE:[DS-7-04: AuthN IP Address]

Current core contains AuthenticationLocale, one of the sub-elements of which is IP. It is defined as a string. The description suggests it may refer to the server performing the authentication. If these issues are addressed, this item could be closed.

ISSUE:[DS-7-05: AuthN DNS Name]

Current core contains AuthenticationLocale, one of the sub-elements of which is DNS_Domain. The semantics of this value is not specified. The description suggests it may refer to the server performing the authentication. If these issues are addressed, this item could be closed.

ISSUE:[DS-7-06: DiscoverAuthNProtocols]

The current core does not support this capability.

Group 8: Authorities and Domains
ISSUE:[DS-8-01: Domain Separate]

Current core defines SecurityDomain as a sub-element of NameIdentified, which is one of the elements for specifying Subject. This meets the requirement that SecurityDomain be a distinct element.

This SecurityDomain implicitly qualifies all other elements, e.g. Attributes. However, since NameIdentifier may not be present there may be no way to determine the SecurityDomain. 

ISSUE:[DS-8-02: AuthorityDomain]

There is nothing in the current core to prevent Authorities from issuing Assertions about Subjects in multiple domains or to prevent multiple Authorities from issuing Assertions about Subjects in the same domain. Perhaps these possibilities should be explicitly mentioned somewhere, such as in security considerations. Recommend closing it.

ISSUE:[DS-8-03: DomainSyntax]

Current core specifies subject’s SecurityDomain as a string. The description says that interpretation is left to implementations. If this is accepted, this issue could be closed.

ISSUE:[DS-8-04: Issuer]

Current core specifies a required Issuer element as a string. If this is accepted, this could be closed.

Group 9: Request Handling
ISSUE:[DS-9-01: AssertionID Specified]

Current core specifies four Status Codes: Success, Failure, Error and Unknown, with a short generic description of each. The description of Request says it must contain a query or a request for a specific Assertion (implying not both.) If this is deemed sufficient, this issue could be closed.

ISSUE:[DS-9-02: MultipleRequest]

Current core does not support this functionality.

ISSUE:[DS-9-03: IDandAttribQuery]

Current core does not support this functionality.

Group 10: Assertion Binding
ISSUE:[DS-10-01: AttachPayload]

Current core enables this by means of the SubjectConfirmation element, but no explicit method is specified.

Group 11: Authorization Decision Assertions
ISSUE:[DS-11-01: MultipleSubjectAssertions]

Current core is silent on this.

ISSUE:[DS-11-02: ActionNamespacesRegistry]

Current core is silent on this.

ISSUE:[DS-11-03: AuthzNDecAssnAdvice]

Current core specifies an Advice element in all Assertion types. If this is accepted, this can be closed.

ISSUE:[DS-11-04: DecisionTypeValues]

Current core proposes decision types of Permit, Deny and Indeterminate. If this is accepted this could be closed.

ISSUE:[DS-11-05: MultipleActions]

Current core allows multiple Actions to be specified. If this is accepted, this can be closed.

Group 12: Attribute Assertions
ISSUE:[DS-12-01: AnyAllAttrReq]

Current core proposes the use of ANY and All (AllOrNone) and corresponding semantics. If this is accepted, this can be closed.

ISSUE:[DS-12-02: CombineAttrAssnReqs]

Current core proposes means to request all attributes and specified attributes. Recommend closing it.

ISSUE:[DS-12-03: AttrSchemaReqs]

Current core does not propose any way to request the attribute schema.

ISSUE:[DS-12-04: AttrNameReqs]

Current core does not specify any way to do this.

ISSUE:[DS-12-05: AttrNameValueSyntax]

Current core specifies that both names and values have namespaces. If this is accepted, this should be closed.

ISSUE:[DS-12-06: RequestALLAttrbs]

Current core specifies all attributes by not including any attribute names in the request.

Group 13: Dynamic Sessions
ISSUE:[DS-13-01: SessionsinEffect]

Open.

Group 14:General – Multiple Message Types
ISSUE:[DS-14-01: Conditions]

Current core specifies a Conditions element. If this is accepted, this should be closed.

ISSUE:[DS-14-02: AuthenticatorRequired]

Current core specifies a SubjectConfirmation element for this purpose. If this is accepted, this should be closed.

ISSUE:[DS-14-03: AuthenticatorName]

Current core uses SubjectConfirmation instead of Authenticator. Recommend closing it.

ISSUE:[DS-14-04: Aggregation]

Current core does not address this.

ISSUE:[DS-14-05: Version]

Current core proposes a Version element as a string. It is understood it will be some number of numeric fields.

ISSUE:[DS-14-06: ProtocolIDs]

Current core does not address this.

ISSUE:[DS-14-07: BearerIndication]

Current core does not specify how to do this.

ISSUE:[DS-14-08: ReturnExpired]

Current core does not address this issue.

ISSUE:[DS-14-09: OtherID]

Current core does not address this.

ISSUE:[DS-14-10: StatusCodes]

Current core specifies four Status Codes: Success, Failure, Error and Unknown, with a short generic description of each. If this is sufficient, this should be closed.

ISSUE:[DS-14-11: CompareElements]

Current core does not address this.

Miscellaneous Issues

Group 1: Terminology

ISSUE:[MS-1-01: MeaningofProfile]

The binding and conformance groups have accepted a special SAML meaning of profile. If this is accepted by the TC, this should be closed.

Group 2: Administrative

ISSUE:[MS-2-01: RegistrationService]

This has not been addressed.

Group 3: Conformance

ISSUE:[MS-3-01: BindingConformance]

The conformance group has a recommendation. If this is accepted, this should be closed.

ISSUE:[MS-3-02: Browser Partition]

Open. Does not appear on conformance partition list.

Group 4: XMLDSIG

ISSUE:[MS-4-01: XMLDsigProfile]

Open
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