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Introduction

This document reports the current status of open issues as of the date published.

· Items marked in green are recommended to be closed permanently.

· Items marked in yellow are recommended to be closed with a resolution of deferred.

· Items marked in red need resolution before they can be closed.

Use Case Issues
Group 0: Document Format & Strategy
{All closed}

Group 1: Single Sign-on Push and Pull Variations
ISSUE:[UC-1-05:FirstContact]

Discussions at F2F#4 established that SAML 1.0 partially meets this requirement, but does not provide everything TC members could envisage. Recommend this be closed with a resolution of deferred.

Group 2: B2B Scenario Variations
ISSUE:[UC-2-05:EMarketplace]

This functionality is not directly supported by SAML 1.0 Bindings and Profiles, but could be constructed using the current core. Recommend this be closed with a resolution of deferred.

Group 3: Sessions

{All closed}
Group 4: Security Services
{All closed}

Group 5: AuthN Protocols
{All closed}

Group 6: Protocol Bindings
{All closed}

Group 7: Enveloping vs. Enveloped
ISSUE:[UC-7-01:Enveloping]

Core specification in XML Signature Profile states that SAML assertions and protocols must use enveloped signatures. Recommend this be closed with a resolution of accepted.

ISSUE:[UC-7-02:Enveloped]

Core specification in XML Signature Profile states that SAML assertions and protocols must use enveloped signatures. Recommend this be closed with a resolution of deferred.

Group 8: Intermediaries
ISSUE:[UC-8-02:IntermediaryAdd]

There is no support for intermediaries in SAML 1.0. In fact, the SOAP Profile was defined to explicitly omit interactions among more than two parties. Recommend this be closed with a resolution of deferred.

ISSUE:[UC-8-03:IntermediaryDelete]

There is no support for intermediaries in SAML 1.0. In fact, the SOAP Profile was defined to explicitly omit interactions among more than two parties. Recommend this be closed with a resolution of deferred.

ISSUE:[UC-8-04:IntermediaryEdit]

There is no support for intermediaries in SAML 1.0. In fact, the SOAP Profile was defined to explicitly omit interactions among more than two parties. Recommend this be closed with a resolution of deferred.

Group 9: Privacy
ISSUE:[UC-9-01:RuntimePrivacy]

SAML 1.0 does not provide any mechanism for runtime privacy configuration. However, the specification does meet the requirements of Shibboleth, which was a community with the greatest interest in this issue. Recommend this be closed with a resolution of deferred.

ISSUE:[UC-9-02:PrivacyStatement]

SAML 1.0 appears to have taken the position that user control on the disclosure of personal attributes is outside of its scope. Recommend this be closed with a resolution to add none of these requirements.

Group 10: Framework
{All closed}

Group 11: AuthZ Use Case
{All closed}

Group 12: Encryption
{All closed}

Group 13: Business Requirements
ISSUE [UC-13-07: Hailstorm Interoperability]

The TC expressed interest in this requirement, but no work has been done on it. Recommend this be closed with a resolution of deferred

Group 14: Domain Model
ISSUE:[UC-14-01:UMLCardinalities]

The need for these changes has been acknowledged, but they have not been made. Recommend this be closed with a resolution of deferred.

Design Issues
Group 1: Naming Subjects
ISSUE:[DS-1-02: Anonymity Technique]

SAML 1.0 has taken the position that the specifics of providing anonymous assertions are outside of its scope. 

ISSUE:[DS-1-03: SubjectComposition]

Current core specifies that all Assertions and all Requests contain Subject, which in turn consists of either or both NameIdentifier and SubjectConfirmation. AssertionSpecifier was recently dropped. Recommend this be closed.

ISSUE:[DS-1-04: AssnSpecifiesSubject]

The AssertionSpecifier has recently been dropped from the Subject. Recommend this be closed with resolution #4.

ISSUE:[DS-1-06: MultipleSubjects]

Current core allows multiple subjects in an assertion. I don’t see any discussion of the semantics. This appears to be unresolved.

Champion: Irving Reid

ISSUE:[DS-1-07: MultpleSubjectConfirmations]

Current core allows multiple SubjectConfirmations per subject. I don’t see any discussion of the semantics. This appears to be unresolved.

Champion: Gil Pilz

ISSUE:[DS-1-08: HolderofKey]

Current core says that when Holder of  Key is used, the subject is the party that can demonstrate possession of the corresponding private key. However, in general SubjectConfirmation semantics are not well specified. This appears to be unresolved.

Champion: Irving Reid

ISSUE:[DS-1-09: SenderVouches]

The SOAP Profile describes the use of SenderVouches in some detail. Is everyone satisfied with the description there and in section 7.1.4 of core?

Champion: Prateek Mishra

Group 2: Naming Objects

{All closed}

Group 3: Assertion Validity
ISSUE:[DS-3-01: DoNotCache]

Core does not include this feature. Recommend closing it with a resolution of deferred.

ISSUE:[DS-3-02: ClockSkew]

Current specifications do not discuss expectations about clock skew. Recommend closing this with a resolution of #1.

ISSUE:[DS-3-03: ValidityDependsUpon]

Current core does not include this element. Recommend closing it with a resolution of deferred.

Group 4: Assertion Style
ISSUE:[DS-4-02: XML Terminology]

This is no longer subject to debate. Recommend closing it.

ISSUE:[DS-4-04: URIs for Assertion IDs]

Current core spec defines Assertion Ids as strings, thus allowing them to be URIs if desired. Uniqueness of Ids is specified. Recommend closing it.

ISSUE:[DS-4-05: SingleSchema]

The current core spec defines separate schemas for Assertions and for Requests and Responses. Recommend closing it 

ISSUE:[DS-4-08: anyAtttribute]

anyAttribute has not been added to the core schema. It is also not clear if there are additional issues relating to attribute schemas. This needs resolution.

Champion: Eve Maler

ISSUE:[DS-4-09: Eliminate SingleAssertion]

SingleAssertion has been eliminated from current core. Recommend closing it.

Champion: Chis McLaren

Group 5: Reference Other Assertions
ISSUE:[DS-5-01: Dependency Audit]

Current core does not provide this feature. Recommend this be closed with a resolution of deferred.

ISSUE:[DS-5-04: Request Reference]

AssertionSpecifier has been dropped from Subject. Recommend closing it.

Group 6: Attributes
ISSUE:[DS-6-01: Nested Attributes]

Current core has no explicit support for nested attributes. Nothing prevents an Attribute Authority from implementing nested attributes by returning user attributes that are both direct and inherited. Recommend this be closed with a resolution of deferred.

ISSUE:[DS-6-04: Negative Roles]

Current core has no support for expressing any negative attributes, including roles. Recommend this be closed with a resolution of deferred.
ISSUE:[DS-6-05: AttributeScope]

Attribute scope must be specified as a part of the attribute structure. (Note however that Subject NameIdentifier has a specific SecurityDomain element that roughly corresponds to the notion of attribute scope for the subject name attribute.) Recommend this be closed.

Champion: Scott Cantor
Group 7: Authentication Assertions
ISSUE:[DS-7-03: AuthN Method Strength]

Current core does not contain support for this feature and there does not seem to be much interest in the TC. Could easily be done by extending the schema. Recommend this be closed permanently.

ISSUE:[DS-7-04: AuthN IP Address]

Current core contains AuthenticationLocality, one of the sub-elements of which is IPAddress. Recommend this be closed.

ISSUE:[DS-7-05: AuthN DNS Name]

Current core contains AuthenticationLocality, one of the sub-elements of which is DNSAddress. Recommend this be closed.

ISSUE:[DS-7-06: DiscoverAuthNProtocols]

The current core does not support this capability. Recommend this be closed with a resolution of deferred.

Group 8: Authorities and Domains
ISSUE:[DS-8-01: Domain Separate]

Current core defines SecurityDomain as a sub-element of NameIdentified, which is one of the elements for specifying Subject. This meets the requirement that SecurityDomain be a distinct element. Recommend this be closed.
ISSUE:[DS-8-03: DomainSyntax]

Current core specifies subject’s SecurityDomain as a string. The description says that interpretation is left to implementations. Recommend this be closed.

ISSUE:[DS-8-04: Issuer]

Current core specifies a required Issuer element as a string. Recommend this be closed.

Group 9: Request Handling
ISSUE:[DS-9-01: AssertionID Specified]

Current core specifies a Status element, which can contain codes, subcodes, messages and details. Four basic status codes are defined. Recommend this be closed.

ISSUE:[DS-9-02: MultipleRequest]

Current core allows certain types of requests and responses containing multiple assertions. Recommend this be closed with a resolution of deferred.

ISSUE:[DS-9-03: IDandAttribQuery]

Current core allows either ID or Attribute Query. Recommend this be closed with a resolution of deferred.

ISSUE:[DS-9-04: AssNType in QuerybyArtifact]

Current core and Browser Profiles imply that each artifact returns a distinct assertion. Recommend this be closed.

Champion: Simon Godik

ISSUE:[DS-9-05: RequestAttributes]

Current core does not include this element. Perhaps Target satisfied this requirement? This appears to be unresolved.

Champion: Simon Godik

ISSUE:[DS-9-07: Request Extra AuthzDec Info]

This feature was dropped by TC vote. Recommend this be closed.

Champion: Simon Godik

ISSUE:[DS-9-08: No Attribute Values in Request]

AttributeQuery now contains AttributeDesignator. Recommend this be closed.

Champion: Eve Maler

ISSUE:[DS-9-09: Drop CompletenessSpecifier]

Current core does not include CompletenessSpecifier. Recommend this be closed.

Champion: Eve Maler

ISSUE:[DS-9-10: IssueInstant in Req&Response]

Current core does not include this feature. This appears unresolved.

Champion: Scott Cantor

Group 10: Assertion Binding
ISSUE:[DS-10-01: AttachPayload]

The SOAP Profile specifies two different ways to do this. Recommend this be closed.

Group 11: Authorization Decision Assertions
ISSUE:[DS-11-01: MultipleSubjectAssertions]

Current core permits multiple subjects. I don’t see any discussion of the semantics. This is unresolved.

ISSUE:[DS-11-02: ActionNamespacesRegistry]

The TC voted to maintain its own registry at OASIS. Recommend this be closed.

ISSUE:[DS-11-04: DecisionTypeValues]

Current core specifies decision types of Permit, Deny and Indeterminate. Recommend this be closed.
ISSUE:[DS-11-06: Authz Decision]

The names have been changed as requested. Recommend this be closed.

Champion: Bob Morgan

Group 12: Attribute Assertions
ISSUE:[DS-12-03: AttrSchemaReqs]

Current core does not propose any way to request the attribute schema. Recommend this be closed with a resolution of deferred.

ISSUE:[DS-12-04: AttrNameReqs]

Current core does not specify any way to do this. Recommend this be closed with a resolution of deferred.

ISSUE:[DS-12-06: RequestALLAttrbs]

Current core does not seem to specify any way to ask for all attributes. This is unresolved.

Group 13: Dynamic Sessions
ISSUE:[DS-13-01: SessionsinEffect]

Dynamic sessions have been deferred. Recommend this be closed with a resolution of deferred.

Group 14:General – Multiple Message Types
ISSUE:[DS-14-02: AuthenticatorRequired]

Current core specifies a SubjectConfirmation element for this purpose. Recommend this be closed.
ISSUE:[DS-14-04: Aggregation]

Current core does not provide this, however, protocol responses may carry multiple assertions. Recommend this be closed with a resolution of deferred.

ISSUE:[DS-14-05: Version]

Current core proposes major and minor version numbers, which are integers. The protocol section describes matching rules. Recommend this be closed.

ISSUE:[DS-14-06: ProtocolIDs]

SubjectConfirmationMethod meets this requirement. Recommend this be closed.

ISSUE:[DS-14-07: BearerIndication]

This functionality is provided in the Web Browser Post Profile, which specifies the use of a bearer SubjectConfirmationMethod, but this is not present in the core spec. This is unresolved.

ISSUE:[DS-14-08: ReturnExpired]

Current core does not address this issue. Recommend this be closed with a resolution of #3.

ISSUE:[DS-14-09: OtherID]

Query by Artifact covers this functionality. Recommend this be closed.

ISSUE:[DS-14-10: StatusCodes]

Current core specifies a Status element, which can contain codes, subcodes, messages and details. Four basic status codes are defined. Recommend this be closed.

ISSUE:[DS-14-11: CompareElements]

Current core is silent on how these element are to be compared. This would seem to imply only exact binary matching. Recommend this be closed.

ISSUE:[DS-14-12: TargetRestriction]
Target has been added to the core spec. Recommend this be closed.

Champion: Bob Morgan

ISSUE:[DS-14-13: StatusCodes]
Current core specifies a Status element, which can contain codes, subcodes, messages and details. Four basic status codes are defined. Recommend this be closed.

Champion: Scott Cantor

Miscellaneous Issues

Group 1: Terminology

{All closed}
Group 2: Administrative

ISSUE:[MS-2-01: RegistrationService]

The TC voted to host this at OASIS. Recommend this be closed.

Group 3: Conformance

{All closed}
Group 4: XMLDSIG

ISSUE:[MS-4-01: XMLDsigProfile]

Current core contains an XMLDsig Profile. Recommend this be closed.

ISSUE:[MS-4-02: SOAP Dsig]

This change has been made. Recommend this be closed.

Champion: Irving Reid

Group 5: Bindings

ISSUE:[MS-5-01: SSL Mandatory for Web]

The Profiles in question state that confidentiality and integrity MUST be maintained, but that use of SSL/TLS is only RECOMMENDED. Recommend this be closed.

Champion: Prateek Mishra

ISSUE:[MS-5-02: MultipleAssns per Artifact]

Browser Artifact Profile specifies the use of multiple Artifacts, each one corresponding to one assertion. Recommend this be closed.

Champion: Irving Reid

ISSUE:[MS-5-03: Multiple PartnerIDs]

PartnerID is now called SourceID. The Profile states that all the SourceIDs must be the same. Recommend this be closed.

Champion: Irving Reid
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