Background: From SOA-RM
Visibility is the relationship between service consumers and providers that is satisfied when they are able to interact with each other. Preconditions to visibility are awareness, willingness and reachability. The initiator in a service interaction MUST be aware of the other parties, the participants MUST be predisposed to interaction, and the participants MUST be able to interact.

Section 3.2.1.2   Willingness

Associated with all service interactions is intent – it is an intentional act to initiate and to participate in a service interaction.
 For example, if a service consumer discovers a service via its description in a registry, and the consumer initiates an interaction, if the service provider does not cooperate then there can be no interaction. In some circumstances it is precisely the correct behavior for a service to fail to respond – for example, it is the classic defense against certain denial-of-service attacks.

The extent of a service participant’s willingness to engage in service interactions may be the subject of policies. Those policies may be documented in the service description.

Willingness on the part of service providers and consumers to interact is not the same as a willingness to perform requested actions. A service provider that rejects all attempts to cause it to perform some action may still be fully willing and engaged in interacting with the consumer.

Inputs for SOA-RA:

In Figure 4 above, the Intent of Interaction is to achieve the desired Real World Effect.  From the SOA-RM this is the concept of Willingness (Section 3.2.1.2).  Trust is a necessary if not sufficient prerequisite for establishing Willingness.
  Although the objective of any SOA interaction is no Risk, the reality is very different.  Every Participant has a different Willingness threshold
.  These thresholds must be reached by interacting participants before willingness is achieved.
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(This Figure does not need to be included in this section)

Participants will interact once they have achieved their individual trust threshold via some Willingness conversation
.  If the Provider is aggressive and Consumer is risk adverse, they may require a significant “Sales Pitch” from the Provider.  Conversely if the Provider is passive and the Consumer is seeking the best product, the Consumer may initiate a series of questions to establish assurance of desired RWE.

In the SOA environment this conversation process may be negotiated by Delegates.  
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Although the SOA-RM states, “policies may be documented in the service description”, in fact they can be established at any time in the SOA conversation and at any level of the IP Stack (e.g. SSL with both Server and Client Certificates).  Again the SOA-RM Willingness precondition states, “Willingness on the part of service providers and consumers to interact is not the same as a willingness to perform requested actions.”  This emphasizes that each delegate has “Policies” which are unique to the Participants Ownership Environment and each Delegate may attain the needed evidence to obtain the pre-established criteria at different time during the conversation.
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The diagram above shows a typical interaction where both the Provider and Consumer require an “Interaction Token” to be signed by the other delegate.  This enables each Participants organization the evidence for non-repudiation of the intent to achieve the desired RWE.  If either side fails to meet the promised assertions of actions, the other Participant has enough evidence of intent to obtain “Legal Remedies”.  
In this example, there are two instances of Willingness that need to be established.  The Trusting Party knows about the reputation of the certificate authority and so satisfies the Willingness threshold for accepting the certificate.  Once the certificate is accepted, the Trusting Party now has sufficient evidence to satisfy the Willingness threshold of continuing the interaction with the identified, and now Trusted, party.
We need to redraw Ken’s drawing to describe the “Degree of Balance” as the Willingness threshold for the Trusting Actor based on the Organizational Policies for the Delegate.  The Trusting Actor has the same role (Speaker and Listener) reversal as Communication as a Joint Action.  The difference is “Joint Willingness” is only attained when both Parties achieved their individual willingness.  As demonstrated above, each delegate will attain this Willingness threshold at a different point in willingness conversation.  If either delegate fails to achieve their organizations 
Willingness criteria, the SOA Interaction will stop.
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Ken’s Diagrams:

[image: image5.jpg]resides witin

Owmership boundary

infioncas or

s

Actor| constrains
aras | has b
Goal Constraint,

I

<4 dofinos sharod[defines shared B

1.0 [Ownership
boundary





Figure 1: Ownership boundary
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Figure 2: Goal & Constraints
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Figure 3: Real World Effect
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Figure 4: Reputation
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Figure 5: Trusting and Trusted
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Figure 6: Trust and Risk
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Figure 7: Trust w/Interaction
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Figure 8: Trust and Risk w/Interaction
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Figure 9: Trust without Interaction
�a definition of intent!


�Does this mean there can be a willingness before there is a joint action?


�nice line!


�Diagram had this as Degree of Balance.


�The class Intent desires the class Effect (RWE) and the class Action causes the same class Effect, but the instance Effect caused by an Action instance is not necessarily the same as that Effect instance desired by the Intent instance that is applied through the Action instance.  So the figure is fine but for discussion of trust, the distinction about possible different Effect instances needs to be made clear.


�achieve willingness by exchanging enough information to meet Willingness threshold.


�someone’s, maybe an organization’s, maybe a personal or other.


�good point
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