[bookmark: _Toc284719497]Appendix 2: The TGF Customer Management Framework
[bookmark: _Toc284719498]Introduction

The TGF Business Management Framework is in four main sections:

· Context
· Overview of key components in the TGF Customer Management Framework
· Detailed description of the key components
· Conformance criteria

[bookmark: _Toc284719499]Context

The first of the Guiding Principles identified in Component 1 of the TGF is:

“Develop a detailed and segmented understanding of your citizen and business customers:
· Own the customer at the whole-of-government level 
· Don't assume you know what users of your services think - research, research, research 
· Invest in developing a real-time, event-level understanding of citizen and business interactions with government”

Putting these principles into practice involves taking a holistic, market-driven approach to every step of the service design and delivery process.   This in turn often requires new skills and management practices to be brought into government.  The TGF Customer Management Framework draws together best practice on how to do this.

[bookmark: _Toc284719500]Overview of key components in the TGF Customer Management Framework


There are three key components of the TGF Customer Management Framework:
· Brand-led Service Delivery
· Identity Management
· Citizen Empowerment

A high level view of the logical relationships between these components is illustrated below.
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Component 1 of the Customer Management Framework: Brand and Marketing Strategy

Marketing is critical to effective citizen service transformation, yet is something at which government traditionally does not excel. Often, marketing is fundamentally misunderstood within government - as being equivalent to advertising or perhaps, more broadly, as being equivalent to communication.

Properly understood, however, marketing is the process of:
· Understanding the target market for government services in all its breadth and complexity 
· Learning what is needed in order to meet citizen needs 
· Developing an offer for citizens and businesses that they will engage with 
· Establishing a clear set of brand values for that offer - a set of underpinning statements that adequately describe what the product or service will deliver and how
· Delivering that offer though appropriate channels, in a way which fully delivers on the brand values 
· Generating awareness about the offer 
· Creating desire/demand for the offer 
· Reminding people 
· Changing the offer in the light of experience 

This is the process that a brand-led consumer product company such as Proctor and Gamble or Virgin would go through when developing a new product. However, it is not typically how governments manage their own service development, and governments generally lack the skills to do it. Moreover, the challenge faced by governments is significantly more complex than any private sector company, given the greater range and complexity of services and governments need to provide a universal service rather than pick and choose its customers. Yet if governments are to succeed in the ambition of shifting service delivery decisively away from traditional channels to lower-cost digital channels, then these marketing challenges have to be met.

And given the fact that a) citizen needs cut across organisational boundaries in government and b) the skills for delivering an effective brand-led marketing approach to service transformation will inevitably be in short supply, it is important that these challenges are addressed at a government-wide level. 

A TGF-conformant Transformation Program will establish government-wide processes for managing the three core elements of the TGF Brand-led Service Delivery Framework illustrated below:

· Citizen insight
· Brand-led product management
· Marketing communications
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Citizen insight must inform all aspects of the process, and involves a comprehensive programme of qualitative and quantitative research to understand and segment the customer base for government services. The learnings from this need to be fed into a brand-led product management process - not as a one-off input of initial research, but through a continuous process of iterative design and customer testing. A key output from this will be a set of brand values for the service, which then need to drive all aspects of service delivery, and marketing communications for the service.

This is an iterative process of continuous improvement, not a linear one. Continuous citizen insight research is needed to ensure that both the service delivery experience and the marcoms activity remain aligned with the brand values, through successive phases of release deployment. As the service is implemented, across a range of channels, best practice management information systems can be deployed to ensure that the government now has real-time, event-level management information about the experience of all customers - which in turn provides a powerful feedback loop into further innovation in the service design.

Often, this will require the government to bring in specialist resources, because typically it may face significant gaps in terms of the people and skills needed to manage brand-led product development and marketing cycles of this nature.

[bookmark: _Toc284719502]Component 2 of the Customer Management Framework: Identity Management 

Identity management is a key enabler, yet something with which most governments struggle. At the heart of that struggle is often a failure to put the citizen at the centre of government's thinking about identity.

Identity is a complex, and by definition deeply personal, concept. As the following figure illustrates, a single citizen in fact has multiple, overlapping "identities".
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Each identity may be associated with different rights and permissions, even different addresses. These identities overlap, but in some cases the citizen may want to keep them separate in order to protect his or her privacy. At other times, the citizen may want them to be joined up, and be frustrated at constantly having to furnish government with the same information over and over again.

Governments have often struggled to manage this complexity. Typically, identity is defined separately in relation to each silo-based government service. Even countries which have traditionally had the simplicity of a single citizen identifier (such as Finland, where there has been a single population register since 1634), have tended to build up separate and inconsistent business processes for identity verification. And although the advent of e-Government held out the promise of significant simplification of identity management - bringing service improvement gains for the citizen and efficiency savings for the government - in practice there remain significant barriers.
Many of the tools which governments have put in place to guarantee security in the online world (passwords, PINs, digital signatures etc), have in practice acted as barriers to take-up of online services. And attempts to join up databases to enable cross-government efficiencies and service improvements have often been met with mistrust and suspicion by citizens.

Increasingly, however, a set of best practices is emerging around the world which we believe represents a way forward for citizen service transformation, which is broadly applicable across a very wide range of governments.

Key aspects of this are:

· [bookmark: _Toc284719503]Business Architecture.  
First, a business architecture for identity management which is based on federation between a wide range of trusted organisations (the government, banks, employers etc), and a clear model for cross-trust between these organisations.
	
· [bookmark: _Toc284719504]Technical Architecture
Second, a technology architecture to support this which does not rely on monolithic and potentially vulnerable large databases, but which uses Internet-based gateway services to act as a broker between the different databases and IT systems of participants in the federated trust model.
	
· [bookmark: _Toc284719505]Citizen-centric Identity Model
Third - and perhaps most importantly - a citizen service model for identity management which places citizens themselves directly in control of their own data, able to manage their own relationship with government and with clearly visible controls to reassure them that this is the case. This citizen-centric approach to identity management is illustrated in the figure below.
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No one government has implemented all features of this approach, but all are being successfully deployed around the world, and together they represent our view of the approach to identity management which will best help deliver Transformational Government.  

[bookmark: _Toc284719506]Component 3 of the Customer Management Framework: Citizen Empowerment Framework

We argued in Part I of the TGF that a defining feature of Transformational Government programs is that they focus on the "citizen" not the "customer" - that is, they seek to engage with citizens and businesses as owners of and participants in the creation of public services, not as passive recipients of services. 

What does this mean in practice?

Citizen empowerment involves a set of changes which are much more fundamental than the online consultations and "e-participation" initiatives which characterised the first wave of e-Government programmes. And it is also more fundamental than the application of Web 2.0 technologies to government - although these technologies do have a role to play.

The key shift is to think of service delivery not as something which is done by government to citizens, but as something in which the citizen is an active co-creator of services - or even where public services are delivered directly citizen to citizen, with no government involvement. Innovators in government who are making that shift are starting to develop a wide range of new ways to create public value and enhance services, as illustrated:
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This figure also highlights two important enablers of this innovation, which we believe are important to address as part of a Transformational Government program:

· Action on the supply side within government, to help create a culture of open innovation within the public sector. Such a culture change - which reflects an increasing trend in the private sector to see external ideas and collaborations as being the key to successful innovation - is particularly challenging in the public sector given the strong tradition of internal control over decision-making and policy development. So pro-active change management is essential.

· Action to enable demand-side pull by citizens and third party organisations outside government. Particularly important here is the principle that all non-personal data held by government should be open, public easily reusable and available at marginal cost - which for digital information means free. By opening up government data, content and services for reuse and repurposing by others, government can enable a level of service innovation and market reach that it could not hope to achieve on its own. Most governments also find that simply making data and content available in theory is not sufficient: in practice they also need to facilitate market-based public service delivery by:
· building a business model of rules and processes which enable a level-playing field for new market entrants (see the “Wholesale Intermediary Market” component of Appendix 3)
· establishing a service-based technology architecture based around open standards and Web 2.0 technologies which makes it easier in practical terms for third parties to re-purpose and repackage government content (see Appendix 4).

[bookmark: _Toc284719507]Conformance Criteria

Any conformant implementation of this Framework:


· MUST have a Brand-led Service Delivery Strategy, which is agreed and managed at a whole-of-government level and which addresses:
· Customer Insight
· Product Management
· Marketing and communication

· MUST have a Citizen Identity Management Framework, which:
· Uses a federated business model
· Uses a service-oriented IT architecture
· Is citizen-centric, giving citizens control, choice and transparency over personal data
 
· MUST have a Citizen Empowerment Framework, which encourages and enables service innovation in the Citizen-to-Citizen, Business-to-Citizen, and Citizen-to-Government sectors.
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