Practical Guide (PG) to create Customer Driven Services (CDS)
Smart Lean Government/
Transformational Government Framework (SLG/TGF)

[bookmark: _Toc219528503][bookmark: _Toc219529139]Overview

The time has come for the advances in communication and information-sharing technology achieved in recent decades to be fully applied to the delivery of government services directly to citizens.  The array of tools now available make it possible for individual citizens to easily and personally access and obtain information and interact with those agencies of government whose express purpose is to provide them. So empowering citizens can be accomplished while simultaneously easing the pressures on government personnel resources.

Government is inadequately addressing needs of its customers.  Services it provides are characterized as inefficient, confusing and too costly.  To remain relevant to the needs of its customers, Government must learn to adopt 21th Century capabilities offered by advances in technology and our ability to harness them.  It must transform itself from “bricks and mortar” institutions into more virtual and adaptive ones capable of agilely responding to emergent needs.

Infrastructure in place today was mainly built in the mid-20th Century on platforms providing narrowly defined services to address narrowly defined needs.  As new needs were identified, rather than leveraging existing services, new, narrowly defined ones were created.  As a result, government is burdened with a proliferation of duplicative and redundant services. 

However, our ability to harness technology now allows government to deliver seamlessly harmonized suites of services that better address customer needs while minimizing the number of customer “touches” required for their delivery.  It allows more universally accessible platforms to customers seeking services as well as to those providing them.  

Customer Driven Services (CDS), a collaborative, coordinated process of IT-enabled change in the public sector, which places the needs of its customers at the heart of that process and which achieves significant and transformational impacts on the efficiency and effectiveness of government was expressly created to address this issue.

In a time of scarcity and inefficiencies in government services, CDS can help modernize how government conducts its business, give customers more control over the services they receive and achieve savings through the elimination of redundant services.

The goal of CDS is to demonstrate to its customers that government can agilely and adaptively respond to their needs in the most timely and cost effective manner. Its aim is to leverage 21st century best practices to more effectively address customer needs; providing holistic, integrated suites of public services drawn from multiple-sector partnerships.  

CDS optimizes scarce public sector resources thru performance based shared services, standardization and reuse.  It rationalizes services delivered to customers based on program performance – consolidating or eliminating redundant services. It wrings inefficiencies out of business practices.  

CDS focuses on reducing the number of interactions required between government and its customers to address their needs.  “Enter data once – multiple use” is its mantra. 

Audience for the Practical Guide 
	· CXO Community
· Technical Community
	· Business Community 
· Oversight Community[footnoteRef:1] [1:  In the U.S., the government oversight includes Inspectors Genera (IGs) in the departments and agencies and the Government Accountability Office (GAO).  Various U.S. departments regulate and provide oversight for businesses and their use of cyberspace, for example, the Department of Justice (DOJ), Federal Bureau of Investigation (FBI) and the Department of the Treasury.] 



[bookmark: _Toc219528504][bookmark: _Toc219529140]
Guiding Principles

Government needs a commonly shared vision of how it is to use technology to both deliver and transform services.  Without a commonly shared vision we are doomed to continue to build “one-off” solutions that perpetuate duplicative, overlapping and inefficient services.  The CDS framework serves as that common vision. 

CDS services should be built around customer needs, not organizational structure. The customers of Government should be owned by the whole-of-government.  Transformation is done with customers, not to them.  Service transformation plans should be integrated with an effective digital inclusion strategy to build access to and demand for e-services society.  The key critical success factors for managing transformation include:

	· Strategic clarity
· Leadership
· Skills 
· User focus 
· Stakeholder engagement
	· Supplier partnership
· Achievable delivery
· Future-proofing and
· Benefits realization




CDS serves as a generic, common EA framework for implementing transformational government initiatives that maps to both the DoDAF v2 and FEA frameworks and the Common Approach to the Federal Enterprise.

[bookmark: _Toc219528505][bookmark: _Toc219529141]Customer Driven Services (CDS) Description 

CDS is a collaborative, coordinated process of IT-enabled change in the public sector, which places the needs of its customers at the heart of that process and which achieves significant and transformational impacts on the efficiency and effectiveness of government.	Comment by Mike Dunham: From Phil Cooke - Isn’t there a need to describe what this is – need a tag line?  Doesn’t CDS enable self-service – easy-to-use access with common, secure databases? Much like on-line banking – 

MD Response -  Agreed but I do not want to be redundant with what was expressed on page 1 about CDS.  Suggestions?

PCC Response - Page one is an Introduction, so its lofty explanations are fine, but page 1 describes why and a vision of outcomes, it does not say what it is. This description section should focus more on what. I made one suggestion above. CDS enables self-service for core government services – easy-to-use and secure access through the Internet.
	Comment by Phil Cooke:  Page one is an Introduction, so its lofty explanations are fine, but page 1 describes why and a vision of outcomes, it does not say what it is. This description section should focus more on what.

 I made one suggestion above. CDS enable self-service for core government services – easy-to-use and secure access through the Internet.  Similar to on-line banking. 

By drawing a comparison to something similar that exists (on-line banking), it will be easier for non-technical folks to relate and those types are who we need to create momentum – at least in my opinion.


CDS focuses on the process of transformation: how a government can build a new way of working which enables it rapidly and efficiently to adapt to changing customer needs and emerging political and market priorities.  In other words, the vision is not just about transforming government through technology.  It is also about making government transformational through the use of technology. CDS is a flexible process related framework designed to improve the delivery of services by leveraging emerging technologies 

It takes a whole-of-government view of the relationship between the public sector and the customer and seeks to achieve the most efficient way of managing the cost base of government. It includes initiatives to e-enable the frontline of public services; that is, staff involved in direct personal delivery of services such as education and healthcare – rather than just looking at transactional services that can be enabled on an end-to-end basis.  It focuses less on customers as passive recipients of services and more on the customers and businesses as owners of and participants in the creation of public services.

CDS is a performance-based process for selecting funding priorities based on:
· Policy and gap analysis
· Capability analysis
· Trade off analysis

The elements of Customer Driven Services are:
· Strategic Framework - Smart Lean Government (SLG).  SLG is composed of seven Building Blocks through which transformational services are provided.  The seven (7) Building Block consist of:

	Virtual Government
	Process Redesign and Enablement

	Governance
	Data and Information Management

	Cloud Services
	Human Capital

	Service Oriented Government
	



· Tactical Framework - Transformational Government Framework (TGF).  TGF consists of twenty (20) core patterns through which SLG initiatives are built and developed.  

TGF is a matrix composed of four (4) Delivery Processes and five (5) Views or Levels:
	Delivery Processes
	Views or Levels

	· Business Management, 
· Customer Management
	· Political

	· 
	· Legal

	· Channel Management
	· Organizational

	· Technology Management
	· Semantic

	
	· Technical



· Operational Guidance - CDS Practical Guide is a virtual repository of documentation accessible to both senior staff and line-managers responsible to the creation and development of transformational government initiatives.  It is meant to acquaint senior managers with the basic concepts of CDS, its importance to them in doing their job, and to serve as a roadmap for practitioners to identify how to align the assets provided by the SLG and TGF frameworks to implement transformational government 

To be successful, CDS initiatives must include a commonly shared strategy offered by Smart Lean Government, tactical solutions provided by the Transformational Government Framework, along with operational guidance in terms of putting the pieces of the puzzle together.
[bookmark: _Toc219528506][bookmark: _Toc219529142]The Foundational Structure of Customer Driven Services 

Customer Driven Services (CDS) is an evolving, iterative process driven framework that allows:
· Practitioners to develop and deliver services to its customers timely, agilely and adaptively, and 
· Government to share data across service providers to optimize value of the service to the public and minimize the cost of delivering that service.  

Three foundational elements define its existence.  They are Communities of Services (CoS), Life Events, and the Service Integration Model (SIM).  They provide the underlying context for rationalizing and sharing services using both SLG and TGF.

A brief description of each is provided below.



[image: ]Communities of Service (CoS) refer to suites of services that can be harmonized from across all levels of government and the private sector to address a specific service need.  Examples of a typical CoS include health care, public safety, or education. 





[image: ]Life Event (LE) refers to a grouping of Communities of Service, all of the members of which address a portion of a repeatable episodes in a customer’s continued existence.  An LE triggers responses within a spectrum of government and non-government entities supporting the value chain. They produce harmonized suites of services that address customers’ needs in a holistic manner. 

An example of an LE is a health emergency that may trigger services from several agencies at the federal, state and local levels and may be tracked by other government entities.  The LE cascades through multiple CoS’s where data notification is required. For instance Public Safety COS would have to be notified if the event is of pandemic proportions. Education could be involved in terms of school closings. Environmental issues may also need to be tracked. 

[image: ]Service Integration Model (SIM) allows service providers to virtually, agilely and adaptively respond to changing demographics, legislation, technologies, or community needs. SIM allows adaption of new services into an LE suite of services in a “plug and play” manner.  Looking at a Life Event as if it were a deck of cards composed of component CoS services, SIM provides the means to “shuffle the deck” to integrate new requirements.

The Service Integration Model consists of four main components:
•	Mission Mediation focused on managing strategic themes of enterprise.
•	Resources Management focused on allocating resources needed to execute the themes.
•	Quality Control to ensure appropriate results are achieved and
•	Collaboration Tools to ensure that stakeholders work in a transparent and effective environment. 
[bookmark: _Toc219528507][bookmark: _Toc219529143]The Transformational Process – Getting There

Implementing Customer Driven Services requires a paradigm shift by planners, policy makers and service providers in their thinking to adequately address all of the transformational challenges it entails. Organizational Change Management (OCM) lies at the heart of the transformational process.  
[image: ]Its impact is felt not only in terms of which services are to be rendered, but also in terms of how resources are organized to deliver them.  CDS operates from the assumption that effective utilization of resources impacts both the technical and non-technical service providers. 

A key managing CDS type of initiatives is the understanding that it requires senior management buy-in to drive the process and enterprise-wide solutions which no one single owner can control the entire process.  It is a community effort and it includes all of the seven SLG Building Blocks.   

First Steps

As practitioners begin to implement a CDS initiative, it is important to remember that there are several things that make them unique:

· They require the engagement of both the technical and non-technical communities in their development and execution
· They involve a stakeholder community that extends both vertically[footnoteRef:2] and horizontally[footnoteRef:3] [2:  Vertical stakeholder community includes internal front-office program operations as well as the back-office operations that support them.]  [3:  Horizontal stakeholder community includes external program agencies and offices that complement a service integration effort.] 

· The span of the CDS enterprise extends beyond the normal hierarchical command and control environment.
· They foster a major paradigm shift in how services are provided, moving from a “Bricks and Mortar” environment to a virtual one.

Because of the both the breadth and depth of the stakeholder community as defined both by Communities of Service and Life Events, it is imperative that an environmental scan be done of the stakeholder communities they define to identify:
· The commonly agreed set of services that stakeholders wish to achieve,
· The resources to be applied to the initiative, both those commonly shared and those individually committed, 
· Rules of engagement for how the stakeholders should be working with each other in development and delivery of services.

With these agreements and understandings serving as baseline, then practitioners can then refer to the CDS Practical Guide, below, to identify how they can then begin to implement a CDS initiative.

A CDS Case Study 

A Health Care Scenario

One of the challenges for controlling health care costs is the judicious, shared use of health data and resources within the broad Health Care Community of Service, spanning Federal, state, local and tribal governmental agencies, private providers, and Non-Governmental Organizations.

Consider the patient with multiple medical conditions for which multiple prescriptions may be necessary. Drugs prescribed for each condition but taken in combination may have life threatening consequences. This risk can be mitigated through use of an Electronic Health Record (EHR) exchange that follows the patient wherever he or she travels, available to each member of that patient’s Health Care CoS, including the personal physician, hospital, clinic, or pharmacy. That record would contain the patient’s full medical history, including identification of patient conditions and prescriptions the patient may be taking.

The EHR is valuable to the clinical staff for several reasons. It reduces workload necessary to collect complete medical information on the patient. It provides automated assistance in identifying potential negative drug interactions. And, facilitated by the availability of a more complete patient medical history, it can potentially reduce medical errors.

A group of anonymous EHRs might also be used in health data analysis to investigate the relationship between a particular population demographic, a particular set of medical conditions, and available treatment protocols. Such data might indicate a particular demographic responds more favorably to a specific treatment protocol than to others. The clinician may find it beneficial to have an automated matching of his patient’s demographic and medical condition to the more statistically effective treatment protocol.

Using the treatment discussion as a guide, preventive health care might also be informed by collecting additional data to enhance the clinical perspective on patient health. The addition of data that describes nutritional and exercise habits, along with family history or, potentially, genomic analysis, may offer opportunities for prevention protocols to be offered that may avoid, or at least defer, the need for treatment protocols. If prevention protocols are determined to offer significant value in reducing overall costs for health care, health care payers might be inclined to shift the payment model toward prevention. The result could potentially be a population that is healthier, requires fewer treatments for avoidable conditions, and, thus, result in a decrease in overall healthcare costs.
Building structures that result in a more efficient, “connected” model of government paves the way for profound trans-formation of government, serving a new society of better-informed and involved constituents.



[bookmark: _Toc219528508][bookmark: _Toc219529144]Practical Guide

[bookmark: _Toc219528509][bookmark: _Toc219529145]Its Purposes	

The Practical Guide is intended to serve several purposes.  
· First and foremost, it is meant to serve as instructional guide to help all those impacted by Customer Driven Services (CDS) to understand why it is important to them in addressing their needs.  
· Second, it is meant to describe each of the separable components of CDS, how they operate as stand-alone services, and the dependencies among them in support of transformational government services.
· Third, it is meant to serve as a roadmap for those engaged in creating CDS services to help them identify 
· How any tools they currently may have in place relate to other components of CDS, 
· What gaps they may have in their current tools they need to fill to more fully implement CDS services, and
· How to expand and link their current tools to artifacts related to the seven (7) SLG Building Blocks and the twenty (20) TCF core patterns to create enterprise-wide solutions.
· Fourth, it is meant to serve as a guide for CDS practitioners to best practices and reference material needed to support their efforts.

The Practical Guide will be built out iteratively.  Material will be added to the Guide as new reference material is identified.  

[bookmark: _Toc219528510][bookmark: _Toc219529146]How to Use It

Change agents need a generic roadmap they can use to both understand how work they are doing relates to the overall CDS framework and to identify the links they need to establish to maximize the utility of the work they are doing.  To assist in that effort, material from the seven Smart Lean Government Building Blocks have been mapped into the Capabilities, Activities, Resources and Performers (CARP) Framework from the Department of Defense Architecture Framework version 2.0 Meta Model (DoDAF2.0).  The CARP Framework provides common language for practitioners to enable enterprise federation and re-use.

The attached table depicts the high level relationship between CDS artifacts and the CARP.  It is meant to help practitioners to visually understand how each artifact relates to the other activities within the Building Block from which it originated, but also to artifacts in the other six Building Blocks.  In tracking these relationships, practitioners can identify:
· The other stakeholders with whom they should be working in order to best leverage their work, and
· What “White Spaces” or holes exist in the material they possess that they need to fill in in order to maximize the productivity of their efforts?

This table and the relationship mapping is work in progress.  All of the SLG Building Blocks have been currently mapped to the CARP to second level of detail regarding sub-components.  As we progress through the process, edits will be made to the mapping as additional understanding is achieved regarding the how individual SLG artifacts relate to the boarder whole.

[image: ]


[bookmark: _Toc219528511][bookmark: _Toc219529147]The Components of CDS – a More Detailed Examination	Comment by Mike Dunham: Phil Cooke comment - This does not make any sense to me – The Component?  Seems something is missing.

Mike Dunham response – the components refer to SLG, TGF and Operations.  If there is better wording, I am all for it.


[bookmark: _Toc219528512][bookmark: _Toc219529148]There are three significant components to planning and delivering Customer-Driven Services, 1) Smart Lean Government, 2) Transformation Government Framework and 3) Service Delivery (IT) Operations. 

Smart Lean Government (SLG)		

[image: ]SLG is the strategic framework to guide development and delivery of seamless, agile and adaptive services to customers. It consists of seven (7) intertwined Building Blocks management practices that optimize and harmonize the delivery of services. They define the “who”, “what”, “when” and “how” of how services are developed and delivered.

The Building Blocks consist of:
· Virtual Government
· Governance
· Cloud Computing
· Service Oriented Government
· Process Reengineering and Enablement
· Data and Information Management
· Human Capital

Each of the SLG management practices is described below in brief.
SLG is an operational standard that all practitioners should adhere to in developing IT enabled services.  It establishes the “rules of engagement” for practitioners in terms of how they interact with the seven Building Blocks.  Like the game of chess, it is prescriptive from the standpoint that it establishes the parameters for how the Building Blocks should relate to each other and how practitioners use them.  But it is not a proscriptive framework for managing process.  So long as the SLG parameters are not breached, practitioners are free to develop solutions that best meet their needs.

SLG and its seven Building Blocks are part of a value chain.  Action within one of the seven Building Blocks creates a value that cascades through the remaining six.  It begins with Virtual Government (VG).
[bookmark: _Toc219529149] (
The Virtual Government provisioning process defines the governance processes for how the remaining SLG management disciplines relate to each other in the delivery of services. 
)Virtual Government is about preparing and equipping a network of service providers to enable them to provide harmonized suites of services to a common set of customers, a process known as provisioning. The provisioning process designs the process for how services will flow through the network of stakeholders, defines the value that each stakeholder will add during their part of the service delivery process and identifies the stakeholders responsible for managing and controlling those services.  In effect, Virtual Government is about designing the “pipes” through which services are provided. 
[bookmark: _Toc219529150]Governance - If Virtual Government lays out the pipes through which services will flow; Governance describes how those services will flow through the pipes. 
It dictates:
· The value added by each stakeholder in the process, 
· Performance and quality standards that are to be maintained,
· When and how hand-offs of processes and resources among stakeholders should occur, 
· How resources are allocated among stakeholders, 
· How dispute resolution among stakeholders is resolved.

Governance is a well-defined and documented process. Documentation of the governance process comes in the form of a legally binding contract and is known by a variety of names including Mutual Assistance Compact, and Service Level Agreement.  The contractual guidance formalizes the provisioning processes.  Changes to one will necessitate changes to the other.

Cloud Computing is the vehicle through which CDS services are delivered to customers. It allows IT resources and applications to be shared across agencies and across sectors. In a cloud environment, servers come online as needed and turn off when not in use. Cloud computing is highly scalable and easily adaptable. Agencies may share resources and costs based on various unifying missions and practices. Service Integration Models (described below) provide a gatekeeper function for metadata resident in the cloud, allowing innovated processes to be spread among multiple agencies to meet government requirements and support citizen needs.  Security and privacy of information in the cloud is an issue that is of prime importance, since cloud users capture, process, send, and store data outside of organization’s proprietary infrastructures.

Cloud delivery models are now being modularized so that they can be offered and consumed independently of other capabilities.  They reflect a service-oriented paradigm across infrastructure, platform, software, as well as supported business processes.  A common characteristic of each of the models is that the provider of the service controls and manages the underlying cloud infrastructure supporting them. The consumer basically contracts for these services by either paying for them “by the drink” or obtaining them for a specified period of performance. Each model is briefly described below:
· Software as a Service (SaaS) – Providing the consumer use of the service provider’s software applications running on a cloud infrastructure. The applications are accessible from various client devices through a thin client interface such as a web browser (e.g., web-based email) – The service provider manages and controls the network, servers, operating systems, storage, or even individual application capabilities, with the possible exception of limited user-specific application configuration settings. An extension of SaaS is the provisioning of an entire business process, known as Business Process as a Service (BPaaS).

· Platform as a Service (PaaS) – Providing the consumer the ability to deploy consumer-created or acquired applications using programming languages and tools supported by the service provider’s software applications running on a cloud infrastructure. The service provider manages and controls the network, servers, operating systems, or storage. The consumer has control over the deployed applications and possibly application hosting environment configurations.

· Infrastructure as a Service (IaaS) – Providing the consumer the ability to provision processing, storage, networks, and other fundamental computing resources where the consumer is able to deploy and run arbitrary software, which can include operating systems and applications. The consumer has control over operating systems, storage, deployed applications, and might possibly have limited control of select networking components (e.g., host firewalls).

CDS practitioners may also select one or more deployment models to deliver cloud services to the end user community.  Industry recognizes four deployment models: Private, Community, Public, and Hybrid.  

· Private Cloud – The cloud infrastructure is operated solely for an organization. It may be managed by the organization or a third party and may exist either on or off premise.

· Community Cloud – The cloud infrastructure is shared by several organizations and supports a specific community that has shared interests and concerns (e.g., mission, security requirements, policy, and compliance considerations). It too may be managed by the organizations or a third party and may also exist either on or off premise.
	
· Public Cloud – The cloud infrastructure is made available to the general public or an industry group and is owned by an organization selling cloud services.

· Hybrid Cloud – The cloud infrastructure is a composite of two or more clouds (private, community, or public) that remain unique entities but are bound together by standardized or proprietary technology that enables data and application portability (e.g., cloud bursting for load-balancing between clouds).

IT managers and architects should select the best cloud deployment model based upon a variety of technical and business requirements.  The use of Private or Hybrid Clouds may be default choices for many government agencies due to security, privacy and regulatory requirements.  Market research indicates that most organizations initially use Private Clouds and move to Hybrid and Public Clouds over time.  Many organizations in the health care and financial service industries appear to be adopting the Community Cloud as their preferred deployment model. 

A key factor that an organization must consider when selecting a deployment model for each cloud-based service is trust (security and privacy).  For example, a Public Cloud is attractive for low impact services and data that require minimal trust.  In this model, organizations achieve the lowest cost.  In a Private Cloud scenario, agencies may achieve fewer cost savings but have increased security as data remains inside their organization’s firewall.  The management costs may be higher, but the benefits of higher security levels are achieved.

Data and Information Transparency refers to citizens’ secure, appropriate, unencumbered access to government data (and information), providing it as a normal facet of government operations.  Providing data across platforms and across agencies will drive the need for "controlled vocabularies" specific to formally registered Communities of Service, to assist in identifying and retrieving useful data.   The National Cancer Institute is an example of a Federal agency that has made dramatic strides in its implementation of such metadata standards. 

Data privacy is a serious cultural issues related to what customers consider the appropriate amount of information for government to have regarding them. For example, DoD has since 9/11 been shifting from a philosophy of providing information only on a “need to know” basis to a philosophy of “responsibility to provide” which gives more responsibility to data stewards. Robust, widely accepted and commonly understood coherent data sharing standards are needed.  Data management’s duties and responsibilities will need to be spelled out early on in strategic planning.

Investment is required in several areas: 
· In the environmental elements necessary to support the data management competencies. The DAMA Guide to the Data Management Body of Knowledge, 1st Edition 2009, specifically defines these.  Examples of organization and cultural issues that must be considered include: management metrics, critical success factors, teamwork and group dynamics, authority and empowerment, shared values and beliefs, cultural rites, and organizational heritage. 
·  (
The Service Integration Model is critical to successfully leveraging the cloud in the sharing of data across CDS type initiatives
 
)In building out the Service Integration Model for the Communities of Service to provide mission mediation, quality control, resource management and allocation/de-allocation to support model driven development, especially when the parties to the process are geographically distributed. 
· Aligning the metadata (e.g. a cataloging system pointing to the actual data) across all the process and data architecture redesign activities, since metadata is the glue necessary to achieve true collaboration in the seamless delivery of services. 

Service Oriented Government (SOG) facilitates both vertical integration (federal, state, tribal and local) of core government, mission-centric processes connecting agencies within a common information-sharing framework, and horizontal integration of shared, back- office functions. It reduces organizational complexity, remove barriers, and deliver operating cost efficiencies. It identifies opportunities to streamline government, remove ambiguity and redundancy, and simplify government services.  

It leverages technology and architecture to streamline government, remove ambiguity and redundancy, and simplify government services.  It SOG is the glue that holds CDS together.  SOG enables the vertical integration of core mission segments (connecting federal, state, tribal, and local government agencies under a common information sharing framework) and horizontal integration of shared business segments (enabling back office functions) to reduce organizational complexity, remove cultural barriers and create Virtual Government.  Value is created and sustained through real-time information flows among cooperating organizations that specialize in satisfying a given business need.  SOG process flows may be sequential or can take on a web pattern invoking services in a dynamically orchestrated manner.  Partners in the value chain are continually measured and monitored based on Service Level Agreements (SLAs). 
 
There are many small and large-scale change initiatives in government today embracing the value chain approach (for example, patent application processing, grants applications, and military recruitment processing).  There is growing official interest in promoting the approach. The White House's Office of Management and Budget (OMB) could more actively promote the concept in its budget proposals. The General Services Administration (GSA) could provide a tactical structure to support moves toward the Service Oriented Government.  The Defense Information Security Agency has shown strong leadership for the Defense Department in this area. GSA could do the same for civilian agencies. 

Keys to Implementing the SOG include:

· Ensuring IT planning and acquisition processes capture service reuse and funding requirements and target architecture technology constraints. Build alignment into the Systems Development Life Cycle so it is automatic.
· Identifying enterprise requirements and organize around target services, standards, and information sharing that support key mission performance objectives; then fund accordingly.
· Employing an incremental “lifecycle recapitalization” approach and modify the SDLC to support a twin-track development process with separation between service providers and solution assemblers.
· Establishing federated governance, engineering, and procurement. Leverage existing agency and cross-agency governance processes to support the Federal E-Government initiatives, LOB initiatives, and other initiatives such as NIEM to enhance SOG implementations.
· Identifying critical business objectives. Perform business process analysis and reengineering and sustain accurate service-based business models for business automation requirements.
· Identifying and defining the target service architecture. Establish a layered service architecture that directly supports the business performance objectives. Introduce “service” as a first order concept in your enterprise architecture. Integrate existing and emerging cross Government and cross agency services, ideally driven out of agency segment architecture activities.
· Enabling and empowering autonomous compliance and alignment. Define and publicize the enterprise service portfolio plan and phased transition strategy. Note that this works best where you have the most detailed roadmaps, thus start with the core mission or business activities, or cross cutting services where you have developed segment architectures.
· Adopt model-driven architecture and pattern based design. Establish model- based reference architectures and reference implementations. Start by bridging from segment to specific solution architectures.

Process Redesign/Enablement (PR/E) is a required element to effect needed change to achieve the Virtual Government and Smart Lean Government visions. Through PR/E, agencies examine current government processes and data exchanges, then leverage technology supported through the Cloud to add, modify or eliminate processes to enable open government, transparent services. 
 
PR/E occurs in three phases; technology, e-Gov and SLG. The first phase focuses on current and future usage of technology, along with a transition plan.  In the e-Gov phase, current usages are examined for streamlining and use of web services.  In the envisioned SLG phase, usage will be extended to citizens and other service recipients through social networking and other user-friendly, self-managed, secure and private processes.

The architecture will be flexible and agile, and provide for new or revised processes to be enabled simply, using very robust central process and data exchange repositories. These requirements for streamlining and enablement will prove to be challenges to many government workers, businesses, and citizens.  The anticipated challenges, in both the technology and culture are based on more than forty years of established and imbedded practice. The new processes must provide consistent service delivery, resulting in high degrees of citizen/customer satisfaction.
The aim of PR/E is to bring about a change from the paradigm of the “agency” providing standard access to a standard service, to one in which the “government” provides cross-agency, coherent and cohesive Life-Cycle-Event-based services. The end user will “reach into” a secure, networked environment to choose a service. Services will be an extension of the "Google/Amazon/Salesforce.com Model” where initial questions, answers, refined questions; etc. will be completed before the user ever arrives at an agency site. 
 
In light of the old saw “Information is Power”, there will be much contention for ownership and contractual control of this data – the initial web interface that will greet a citizen – because it will point to the “answers”. This means that the data will need to be customizable, based on various usage patterns such as frequency of use, browsing vs. buying, etc. Thus, process enablement will need to account for the spectrum of potential end users (citizens), who have very diverse needs and anticipated levels of service. 
 
For government this will cause acquisition and security issues. Current security and privacy systems are not be capable or scalable enough to handle this new form of government presentation and use, but will need to be developed to support the SLG.
 
Human Capital Empowerment - As the Federal government changes to take advantage of increasingly automated and intelligent capabilities and services, government employees and supporting contractors are freed from laborious and time-intensive repetitive tasks and enabled to work more in program development and management, process improvement, problem-solving and solutions delivery.  Much of this activity occurs within collaborative social networks, Communities of Service that are self-regulating and self-monitoring of their participants. These social networks can be supported and enabled by a vast and growing set of collaboration tools (decision support, wikis, blogs and others) that are evolving across the Internet. Cumulatively they are sometimes referred to as Web 2.0 and now, for government, as Gov 2.0.
 
The very technology that supports this newer, more helpful self-service also provides opportunities for more engaged roles for workers as subject matter experts, operational agents and knowledge workers.  Technology-enabled virtual workplaces allow for a great increase of telecommuting by government workers, from almost anywhere. 
 
As computing power and capabilities rise, the ability to supplement and in some cases replace staff with intelligent automated systems that have voice interfaces, in such functions as help desks, will be the norm.
 
Government enterprise architects have a variety of forums within which they routinely interact and share information and practices. This interaction will happen for an increasing range of roles and jobs and it will be mostly virtual. Not only does networking enhance the feedback and the sense of achievement and belonging, but it also tends to improve skill-sets, efficiency and performance. In many ways social networking provides a form of mentoring that leads to knowledge enhancement.
 
This technology supports information sharing but it also forms the basis for involving employees in the governance of their work. There are numerous future roles that will require professionals to interact and make decisions about the standards, capabilities, and rules of conduct that govern their work. These jobs include: health professionals, pilots, weather experts, firefighters, police and law enforcement, forensic specialists and on and on. These communities of workers will play an important part in enabling virtual government and SLG. 


OASIS Transformational Government Framework	Comment by Mike Dunham: This section reserved for OASIS input which should be substantial

OASIS TGF defines the tactical framework that guides solution development with its 20 patterns utilized or applied within the SLG framework to implement transformation[footnoteRef:4] [4:  This table is from OASIS Transformational Government Framework (TGF) Tools and Models for the Business Management Framework: Volume 1 Using the Policy Product Matrix Version 1.0, June 7, 2012, Figure 2, page 7. Information in the table is an exemplar and not intended to be definitive regarding content.] 

[image: ]


· Transformational Government Framework (TGF) – Describes each of the 20 core patterns in-depth and how they are used in relationship to SLG

· Establishes How SLG and TGF interrelate in supporting CDS

· “White Spaces” – what they represent and our role in addressing them

· Working relationship between the IAC EA-SIG and OASIS

· Benefits of CDS
· Discusses how SLG helps achieve savings both traditional ROI as well as score-able savings for Congressional budget review.

· Practical Guide
· What is the Practical Guide (PG) and how it will be used?
· Guidance for creation of a transformative enterprise architecture and transition plan
· Repository of best practices, proofs of concept, White Papers and resource links to applicable Reference Architectures and useful Use Cases - Rick
· Identifies the three to five core functions most critical for implementing CDS – 80/20 rule
· Outlines Service Integration Model 
· Utilizes performance based metrics for selecting funding priorities based on: - Rick
· Policy and gap analysis
· Capability analysis
· Trade off analysis
· Describes Mutual Assistance Compacts 
· MOU, MOAs	
· SLA 
· Provides appropriate data exchange guidance
· Provides appropriate guidance on privacy and security standards
· Identifies sharing and optimization opportunities across programs 
· Repository for new technology initiatives 
· Digital Government
· Shared Services
· Big Data
· Cybersecurity
· Mobility
· Reflects evolving government priorities for savings
· Intra Agency programs
· Data Center Consolidation
· Network and Data interoperability
· Defines Rules of Engagement	
· Repository requirements
· Describes interoperable business models
· Identifies “White Spaces” that need to be filled in order to implement CDS initiatives 
· Serves as a reference repository – parking lot (SharePoint?)
· Best practices, 
· Proofs of concept, 
· White papers, 
· Return on investment alternatives, 
· Portfolio packaging, and 
· Other relevant resources necessary to enrich CDS services
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Urgent Need To Transform Delivery  
Of Public Services



Economic pressures, among other drivers, are necessitating 
innovative thinking and creative solutions throughout the 
United States public and private sectors. Concurrently, citizens 
demand increasing openness and responsiveness from 
government. These convergent forces result in an urgent 
need to implement more effective and efficient strategies 
for delivering public services. The e Government Act of 
2002 and the Obama Administration’s 2009 Memorandum 
on Transparency and Open Government call for concerted 
efforts across all levels of government to transition to  
“open government.” The desired outcomes rest on the 
cornerstones of transparency, participation, and collaboration, 
and are advanced exponentially by Twenty-First Century 
information technologies.



This paper describes how these goals can be advanced 
through the vision of Smart Lean Government (SLG),  
essentially, a model providing increased public access to  
and control of its government interactions, facilitated by 
aligning technology to shared processes, services, and data. 



This discussion of SLG aims to foster a dialogue within the 
community of public and private service providers to help 
them understand the value of SLG in better serving the 
citizens and to foster a shared vision of a commonly held 
blueprint. The primary audience for SLG is governmental 
business and program managers. Only through their insistence 
will SLG come to fruition. 



This paper also establishes underlying principles of SLG, states 
conceptual goals and benefits, introduces central concepts, 
and provides examples so that timely and constructive 
conversations may be advanced towards realization. 



When implemented, SLG endeavors to accomplish three 
goals aligned with the White House’s Technology Agenda:



•  Re-orient government technology assets to better serve 
the public;



•  Treat data as a national asset, owned and shared by the 
Public to serve its needs;



•  Foster broad areas of collaboration and interaction  
among citizens and government service providers to 
optimize outcomes.



While SLG is directly aimed at the principle of leveraging  
technologies to enhance public services, it also has 
tremendous potential for enriching citizen-facing program 
performance while delivering cost-savings and cost 
avoidance. It is an attempt to articulate and communicate 
a refocused vision of excellence in government services, 
facilitated by twenty first century technologies, for all of  
its constituents and stakeholders. 



Advancing The Conversation:  
SLG Building Blocks



These building blocks are fundamental to understanding and 
creating SLG.



Communities of Services (COS) refer to suites of common, 
shared services that can be integrated across agencies and 
levels of government. A typical COS might be health care, 
public safety, or education. Increasing numbers of government 
stakeholders across federal, regional, state, tribal, and local 
agencies are collaborating to design and provide services 
required within their communities. Increasingly, national 
interests indicate the need to work with non-governmental 
agencies, private sector organizations, and foreign governments.  
A COS can be comprised of various groupings of these entities. 





http://www.actgov.org
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