Draft Alternate Template for Trust Elevation TC
What we’re trying to do is collect information on both trust elevation techniques and/or transactional trust methods your organization may use or which you may know about.  An example of a trust elevation technique (maybe we should call it a credential trust elevation technique).  
An example of trust elevation is when you log on to a website with a userID/password pair and the site challenges you with a series of personal questions authorizing access to the application you want.
An example of transaction trust is when you log on to your bank’s website with a userID/password pair and the site applies several techniques to satisfy the bank examiners’ requirement for two-factor authentication behind the scenes, so to speak, that you never see.  These can include pattern analysis, IP checking, etc.
So please tell us about what methods or services your organization’s web services use.

1. Trust elevation or transaction trust or both or something else?

2. Brief description of services/apps being protected and is risk deemed low, medium or high?

3. Brief description of methods, techniques, services used to ensure adequate assurance of user identity.  Feel free to be as specific or as vague as you are comfortable with.  If you’re too vague, we’ll discuss.

4. Regulatory requirement(s) for authentication approach or internal IT security risk mitigation?

5. How well does (do) it (they) work?  How well do the techniques work to keep the right users in and the wrong users out?

