Broker Interface
status: undecided
features used:
· loss detection and retransmission

· duplicate detection and elimination

· message ordering

· multiple, simultaneous sequences between the same endpoints
· per-operation sequences

· selection of delivery assurances by RM Source
Given the following example abstract interface definition:

Interface (Broker)

{

Operation Buy(in AccountNo, in StockName, in NumberOfShares):

Operation Sell(in AccountNo, in StockName, in NumberOfShares);

Operation UpdateInfo(in AccountNo, in CustomerAddress, in CustomerPhoneNo);

Operation query (in AccountNo, out SequenceOf {StockName, NumberOfShares});

}

Assume the agreements between Application Destination and Application Source include the following:

1. The Buy and Sell operations require loss detection and retransmission, duplicate detection and elimination, and ordered delivery.

2. The UpdateInfo operation only requires loss detection and retransmission (it is idempotent).

3. The Query operation needs no reliability QOS.
Since it is more costly in resources to support ordered delivery (e.g., received messages must be held before delivery while waiting for receipt of prior message), there would be benefit in allowing three concurrent communication “sessions” between the same two sending and receiving endpoints:

1. One which does not use WS-Reliable Messaging

2. One which uses a WS-Reliable Messaging sequence which supports need loss detection and retransmission, duplicate detection and elimination, and ordered delivery.
3. One which uses a WS-Reliable Messaging sequence which supports only loss detection and retransmission.

To support the above use case the reliable messaging protocol must support the following:

1. The existence of multiple, simultaneous sequences between the same source and destination endpoints.
2. The use of sequences that apply only to a specific operation of a port.

3. The ability of the RM Source request the creation of sequences with specific delivery assurances.
Assuming that the Application Source has knowledge of the delivery assurance options supported by a destination, it should not request a DA that is not supported by that destination (see the use case titled “Smart Phone Subscribes to Real Estate Listing Service” for a more complete analysis of this functionality) However, if it did, the protocol could define a fault to indicate that the DA is not supported by the destination.

