WS-RM MakeConnection Head to Head Comparison
1. Abstract

This article provides a comparison of three mechanisms for allowing non-addressable clients to retrieve messages from a server in the context of providing some form of reliability quality of service to SOAP message exchanges. Two of these mechanisms are described in the Public Review draft of WS-RM 1.1 [WS-RM]. The other mechanism is described in a proposal made against PR issue i001 [MakeCon]. The mechanisms are compared with respect to their ability to support the two use cases of interest to BEA Systems.
2. Intro

WS-RM 1.1 is designed to support “non-addressable” clients. A non-addressable client can be loosely defined as client that, for whatever reasons, is incapable of incoming network connections. This inability to accept incoming network connections has a number of effects on the WS-RM protocol. The WS-RM MakeConnection facility is designed to overcome these effects by allowing one WS-RM processing node to “poll” for messages from another WS-RM processing node.
<TODO – flesh this out>
RM-Anon Mechanism: The form of MakeConnection described in the Public Review draft of WS-RM 1.1 [WS-RM] in which the requesting node uses a wsrm:Address to select which messages should be returned over the back-channel.

Sequence-ID Mechanism: The form of MakeConnection described in the Public Review draft of WS-RM 1.1 [WS-RM] in which the requesting node uses wsrm:Identifier to select which messages should be returned over the back-channel.

PR001 Mechanism: The form of MakeConnection described in a proposal made against PR issue i001 [MakeCon] in which the requesting node uses SOAP headers to select which messages should be returned over the back-channel.
3. Use Cases

3.1. Reliable Request/Response using Offer
3.1.1. Description

A non-addressable client exchanges messages with a server using a request/response pattern; every request evokes a single response. Reliability is provided to both the request messages as well as the response messages.

The server->client sequence is created using an Offer and is never re-negotiated. Only one client uses the client->server sequence and this sequence applies to only one destination endpoint. Similarly the server->client sequence is used by only one server and targets a single client.

At some point during the transmission of a response, an error occurs causing it to be lost. The client’s RM handler rectifies this situation using the MakeConnection facility.
3.1.2. Sequence-ID Mechanism
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· The server’s RM handler could assign response messages to sequence-β based on the implicit request/response relationship (i.e. a relationship that is not manifested in the SOAP envelope of the request or response messages) and the offer/accept relationship between sequence-α and sequence-β.
· The server’s RM handler could assign response messages to sequence-β based on an explicit request/response relationship (using wsa:RelatesTo with an agreed-upon RelationShipType) and the offer/accept relationship between sequence-α and sequence-β.
· The server’s RM handler discovers which message should be returned over the backchannel of MakeConnection by correlating the Identifier element with the sequence ID of the orphaned response. Note orphaned responses must retain their sequence assignment in order for this relationship to hold.
3.1.3. RM-Anon Mechanism
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· The server’s RM handler could assign response messages to sequence-β by comparing EPRs (wsa:To == RMD endpoint address).

· Alternatively the server’s RM handler could assign response messages to sequence-β using either of the mechanisms supported by the Sequence-ID Mechanism (i.e. an implicit or explicit relationship between the request and response messages and the offer/accept relationship between sequence-α and sequence-β).
· The server’s RM handler discovers which message should be returned over the backchannel of MakeConnection by comparing the wsa:To address of the orphaned response with the Address element of the MakeConnection message.

3.1.4. PR001 Mechanism
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· The server’s RM handler could assign response messages to sequence-β based on the implicit request/response relationship (i.e. a relationship that is not manifested in the SOAP envelope of the request or response messages) and the offer/accept relationship between sequence-α and sequence-β.
· The server’s RM handler could assign response messages to sequence-β based on an explicit request/response relationship (using wsa:RelatesTo with an agreed-upon RelationShipType) and the offer/accept relationship between sequence-α and sequence-β.
· The server’s RM handler discovers which message should be returned over the backchannel of MakeConnection using the following series of relationships:

1. SOAP header RefP1 “equals” the reference parameter RefP1 of MakeConnectionTo EPR.

2. MakeConnectionTo EPR is associated with (or “is a property of) sequence-β
3. The orphaned response is assigned to sequence-β. Note orphaned responses must retain their sequence assignment in order for this relationship to hold.
3.1.5. Analysis

· The RM-Anon Mechanism is more flexible than either Sequence-ID Mechanism or the PR001 Mechanism because it assumes fewer inter-relationships between the elements of the WS-RM system.
· The RM-Anon Mechanism supports a superset of the implementation choices supported by the Sequence-ID and PR001 Mechanisms with regards to assigning response messages to the server->client sequence.

· There is no effective difference, in this use case between the Sequence-ID and PR001 Mechanisms. Both mechanisms require that potential response messages for MakeConnection be assigned to the sequence that is being selected for by the parameters/attributes of the MakeConnection message.
· The PR001 Mechanism is more complex than the Sequence-ID mechanism.

3.2. Reliable Request/Multiple Response using Offer

3.2.1. Description

A non-addressable client exchanges messages with a server using a request/multi-response pattern; a single request evokes an unbounded number of responses. Reliability is provided to both the request message as well as the response messages. The server->client sequence is created using an Offer and is never re-negotiated. Only one client uses the client->server sequence and this sequence applies to only one destination endpoint. Similarly the server->client sequence is used by only one server and targets a single client.
3.2.2. Sequence-ID Mechanism
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· The server’s RM handler could assign the responses messages to sequence-β based on an implicit relationship (i.e. a relationship that is not manifested in the SOAP envelope of the request or response messages) between the initial request and all subsequent responses, and the offer/accept relationship between sequence-α and sequence-β.
· The server’s RM handler could assign response messages to sequence-β based on an explicit relationship (using wsa:RelatesTo with an agreed-upon RelationShipType) and the offer/accept relationship between sequence-α and sequence-β.
· The server’s RM handler discovers which message(s) should be returned over the backchannel of MakeConnection by correlating the Identifier element with the sequence ID of the queued response(s). Note queued responses must retain their sequence assignment in order for this relationship to hold.
3.2.3. RM-Anon Mechanism
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· The server’s RM handler can assign the response messages to sequence-β by comparing EPRs (wsa:To == RMD endpoint address).

· Alternatively the server’s RM handler could assign response messages to sequence-β using either of the mechanisms supported by the Sequence-ID Mechanism (i.e. an implicit or explicit relationship between the request and response messages and the offer/accept relationship between sequence-α and sequence-β).
· The server’s RM handler can discover which messages should be returned over the backchannel of MakeConnection by comparing the wsa:To address of the response with the Address element of the MakeConnection message.

3.2.4. PR001 Mechanism
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· The server’s RM handler could assign the response messages to sequence-β based on an implicit relationship between the initial request and all subsequent responses, and the offer/accept relationship between sequence-α and sequence-β.
· The server’s RM handler could assign response messages to sequence-β based on an explicit relationship (using wsa:RelatesTo with an agreed-upon RelationShipType) and the offer/accept relationship between sequence-α and sequence-β.
· The server’s RM handler discovers which message(s) should be returned over the backchannel of MakeConnection using the following series of relationships:

1. SOAP header RefP1 “equals” the reference parameter RefP1 of MakeConnectionTo EPR.

2. MakeConnectionTo EPR is associated with (or “is a property of) sequence-β
3. The response is assigned to sequence-β. Note queued responses must retain their sequence assignment in order for this relationship to hold.

3.2.5. Analysis

· The RM-Anon Mechanism is more flexible than either Sequence-ID Mechanism or the PR001 Mechanism because it assumes fewer inter-relationships between the elements of the WS-RM system.

· The RM-Anon Mechanism supports a superset of the implementation choices supported by the Sequence-ID and PR001 Mechanisms with regards to assigning response messages to the server->client sequence.

· There is no effective difference, in this use case, between the Sequence-ID and PR001 Mechanisms. Both mechanisms require that potential response messages for MakeConnection be assigned to the sequence that is being selected for by the parameters/attributes of the MakeConnection message.

· The PR001 Mechanism is more complex than the Sequence-ID mechanism.

4. Conclusions
The only effective difference between the PR001 Mechanism and the Sequence-ID Mechanism is that the former allows for the dynamic creation of new server->client sequences. Since none of the use cases of interest to BEA require this capability, this difference is irrelevant in the scope of this analysis. Given that the PR001 Mechanism is more complicated than the Sequence-ID Mechanism, BEA sees no compelling reason to replace the Sequence-ID Mechanism with the PR001 Mechanism.
Furthermore the RM-Anon Mechanism is preferable to both the Sequence-ID Mechanism and the PR001 Mechanism due to the fact that it is more flexible with respect to assigning response messages to “back-sequences” and does not require the server-side RM handler to track the relationship between request and response messages.
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