The content of the following two sections should be modified as below.  Further, these two sections should be moved up into section 2.2 as explanation of alternate forms of the RM assertion.

2.5.1 RM Assertion with Sequence STR Assertion
This version of the RM assertion includes the requirement that an RM Sequence MUST be bound to an explicit token that is referenced from a wsse:SecurityTokenReference in the CreateSequence message.
This assertion MUST apply to [Endpoint Policy Subject]. The normative outline for this form of the RM Assertion with the Sequence STR Assertion is:
<wsrmp:RMAssertion [wsp:Optional="true"]? ... >

      <wsp:Policy>

                <wsrmp:SequenceSTR />

      </wsp:Policy>

   </wsrmp:RMAssertion>

/wsrmp:SequenceSTR
A policy assertion that specifies security requirements which MUST be used with an RM Sequence that are particular to WS-RM.

2.5.2 RM Assertion with Sequence Transport Security Assertion
This assertion version of the RM includes the requirement that an RM Sequence MUST be bound to the session(s) of the underlying transport-level security protocol (e.g. SSL/TLS) used to carry the CreateSequence and CreateSequenceResponse messages.
This assertion MUST apply to [Endpoint Policy Subject]. This assertion is effectively meaningless unless it occurs in conjunction with the RMAssertion and a sp:TransportBinding assertion that requires the use of some transport-level security mechanism (e.g. sp:HttpsToken).
The normative outline for this form of the RM Assertion with the Sequence Transport Security Assertion is:
<wsp:Policy>

  <wsp:ExactlyOne>

    <wsp:All>

      <wsrm:RMAssertion [wsp:Optional="true"]? ...>

       <wsp:Policy>

        <wsrmp:SequenceTransportSecurity  />

       <wsp:Policy>

      </wsrm:RMAssertion>

      <sp:TransportBinding ...>

        ...

      </sp:TransportBinding>

    </wsp:All>

  </wsp:ExactlyOne>

</wsp:Policy>

/wsrmp:SequenceTransportSecurity
A policy assertion that specifies that any Sequences targeted to the indicated endpoint MUST be bound to the underlying session(s) of the transport-level security used to carry messages related to the Sequence.
This form of the RM Assertion says that an endpoint may have RM as an option but always requires HTTPS to be used. All the SequenceTransportSecurity assertion indicates is that RM's rules for protecting the sequence over TLS are followed.
