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Introduction

Our WSRP prototype is able to make use of DIME attachment support in Microsoft’s WSE (now at 2.0 Early Access release). 

No WSDL changes are required by our DIME support. Our DIME-enabled producer and consumer use the standard WSRP 1.0 wsdl, as all detection, enabling and use of DIME support is done purely at runtime. WSDL support for DIME / WS-Attachments is not fully standardized or supported by WSE.

Small messages < 64K show little improvement (about 10%) while medium messages (256K to 10) do benefit (2 to < 10 times). Without reconfiguring the Web Server, the max message size was found to be on the order of 10M.

DIME Advertisement and Detection

Our producer advertises DIME support using a “DIME” registration property description
. A consumer that implements DIME as described in this note can then supply a “DIME” registration property to signal that it supports and wishes to use DIME. Our producer ignores the actual value of the property  (it could possibly represent some measures of message size for which to use DIME). If a consumer asserts the “DIME” property on registration then the producer can choose to return markup fragments (text or other mime types) using DIME
.

A consumer can also send a dummy attachment, using DIME, when registering, to signal that it supports DIME, or can at any time (in an action) send files up to the producer via DIME (if the producer advertised the “DIME” registration property). If a consumer sends a DIME attachment, the producer may thereafter return markup via DIME
.

DIME at Runtime

Our consumer examines markup contexts, returned from getMarkup() and performBlockingInteraction(), for markup fragments, looking first for a non-null markupString field. If present, this is used as the portlet markup fragment (if mime type valid etc). Otherwise, the markupBinary field is examined. If this is also null, then the consumer examines the response to check for any attachments to it – or uses markupBinary, without looking for an attachment, if non-null. If DIME attachment(s) are carried, the consumer takes the first and uses it as the portlet markup fragment.

Text mime types (“text/*”) are converted to char strings when carried in markupBinary or as an attachment. Other mime types are made available as byte[]s.

A DIME enabled producer accepts mime input data both from DIME attachments to the performBlockingInteraction request and inline in upload contexts (using the uploadData field). In both cases, the consumer must supply an uploadContext structures (i.e. one for each input). If any received uploadContext has a null uploadData then the producer will look for and extract an attachment from the request message otherwise the inline value is used. This allows interleaving of inline and out-of-message uploads.

The filename corresponding to the input is carried in the uploadContext (in mimeAttributes), as is the mime content type information (i.e. we only look for data in attachments). [Our consumer (somewhat experimentally) sends empty fields with a “fieldname” attribute and “” data to simplify handling of empty file inputs.]
Conclusion

DIME support is worthwhile for large portlet inputs (e.g. uploaded files) and significant portlet “fragments” (e.g. binary MIME documents), as an optimization, but should be considered optional, given W3C activity on Info set friendly attachment mechanisms and industry-wide interest in binary XML encodings.

The Citrix WSRP prototype is available for testing DIME. This requires no wsdl changes but needs to follow the conventions above.

We have not looked at XML encryption or signature but DIME use should be transparent with SSL.

[WSE 2.0]

http://msdn.microsoft.com/webservices/building/wse/default.aspx?pull=/library/en-us/dnwebsrv/html/programwse2.asp
[DIME]

http://msdn.microsoft.com/vstudio/using/building/default.aspx?pull=/library/en-us/dnservice/html/service01152002.asp
� We set the property’ namespace to “urn:citrix.com/wsrp” but ignore this consumer side, matching any property description with property name “DIME”.


� There is a threshold for use of DIME, which I may have to set lower for testing.


� But only the DIME registration property guarantees this.





