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The purpose of this document is to summarize the requirements of the XRI specifications by category of requirement, subcategory (where applicable), and priority.

Identifier & Identifier Syntax Requirements

Abstraction and Independence

CR-1: Location-Independence

The XRI specifications must enable identifiers to identify a resource independent of its location on the network (if any). [SGNP example.]

CR-2: Application-Independence

The XRI specifications must enable identifiers to identify a resource independent of an application that creates or manages the resource.

CR-3: Transport-Independence

The XRI specifications must enable identifiers to identify a resource independent of the protocol used to access it on the network (if any). [Example: HTTP.]

CR-4: Type-Independence

The XRI specifications must enable identifiers to identify a resource independent of the type of resource being identified. [Action item: examples and use cases.]

CR-5: Security Method-Independence

The XRI specifications must support the ability for an identifier to identify a resource independent of the authentication, authorization, or access control technologies or methods used to ensure the security of the data associated with the resource. [Example: SPKI and other PKI technologies where the ID is a public key.] [Test: can our syntax be expressive enough to include other URI schemes that specify security.]

Persistence and Semantic Mapping

CR-23: Both Permanent and Reassignable Identifiers

Need to be able to identity which type it is and be able to combine them in a single expression. [Dave’s suggestion: rewrite in the context of URIs and URNs.]

CR-6: Permanent Identifiers

The XRI specifications must support the ability for the association between an identifier and the resource it identifies to persist regardless of changes to the attributes of the resource or its location on the network (if any). Specifically this means the identifier will not be reassigned even if the network resource becomes unavailable or is no longer in existence. Note: this requirement is mutually exclusive with CR7, reassignable identifiers. [Note the relevance to URN specifications.]

CR-7: Reassignable Identifiers

The XRI specifications must support the ability for the association between an identifier and the resource it identifies to be changed (e.g., when a trademark or tradename is sold from one company to another). Note: this requirement is mutually exclusive with CR6, permanent identifiers.

CR-8: Human Optimization

The XRI specifications must support the ability to create identifiers optimized for human readability, memorability, and useability. 

CR-9: Machine and Network Optimization
The XRI specifications must support the ability to create identifiers optimized for machine and network efficiency. [put in examples including caching for resolution purposes.]

*PR-11: Internationalization
The XRI specifications must support the ability for identifiers to use internationalized character sets. [We need to investigate how this is being handled by the DNS and URI internationalization efforts, such as IRI.]

*PR-24: Character encoding and syntax support for such encoding

Extensibility and Identification

CR-12: Scheme Extensibility
The XRI specifications must support the ability for the identifier scheme to be extended by adding new sub-schemes without changing the underlying architecture. [examples, or push under the URI category.]

*PR-13: Attribute Identification
The XRI specifications must support the ability to identify any attribute of a resource or any collection of attributes nested to any depth. [Need to noodle further on resource vs. attribute, or how identifiers can be grouped to give some sort of context. Use case: we need to be able to address inside an XML document. Dave: knowing that a resource is a group.]

CR-14: Version Identification
The XRI specifications must support the ability to identify a version of a resource [or an attribute. Note: still a question about what distinguishes an attribute.]

*PR-?: Identifiers as Resources
The XRI specifications must support the ability to identify an identifier as a resource.

*Portability [Cross-referencing]

*PR-16: Portability
The XRI specifications must support the ability for the identical identifier to identify the identical resource in multiple contexts. [Note that we may need to clarify whether this is simultaneous or multiple instances. Needs examples and use cases. May also need several requirements. Tel. Number, ISBN number.]

Authority, Delegation, & Federation

CR-17: Unlimited Root Authorities
The XRI specifications must support the ability for any resource to serve as its own root identifier authority.

CR-?: Unlimited Topologies
The XRI specifications must support the ability for identifier authorities to be organized in any topology (e.g., hierarchical, federated, or peer-to-peer).

PR-18: Unlimited Federation
The XRI specifications must support the ability for any identifier authority to delegate to any other identifier authority, and for delegation relationships to change over time. Specifically, it should support the ability for an identifier to be assigned privately within a community of interest, and later federated with other communities.

Data Protection and Security

PR-19: Identifier Security
The XRI specifications must not require identifiers that compromise the security of data associated with a resource or a resource controller.

PR-20: Identifier Privacy
The XRI specifications must not require identifiers that compromise the privacy of data associated with a resource or a resource controller. 

PR-21: Veronymity, Pseudonymity, and Anonymity
The XRI specifications must enable identifiers, resources, and the data associated with them to be veronymous (can be associated with the resource's true legal identity), pseudonymous (cannot be associated with the resource's true legal identity but can be associated with an alternative identity), or anonymous (cannot be associated with the resource's true legal identity or any other alternative identity). 

Compatability

PR-22: URI Conformance
The XRI specifications for identifiers must conform to IETF RFC 2396 (the URI specification). [Note: add explicit requirements for each key URI/URN requirement and reference these.]
PR-23: URN Conformance
The XRI specifications for persistent identifiers must conform to IETF RFC 2141 (the URN specification).
PR-24: URI/URN Interoperability
The XRI specifications must support the use of identifiers based on other URI or URN schemes (e.g., by syntactic encapsulation).
Identifier Resolution Requirements

General

PR-15: Non-Network Resource Identification
The XRI specifications must support the ability to address non-network resources that do not have (and may never have) a representation on the network.

PR-10: Semantic Mapping
The XRI specifications must enable an identifier optimized for human friendliness to resolve to an identifier optimized for persistence, machine and network efficiency, and/or other requirements.

PR-25: DNS Not Required
The XRI specifications must not require use of DNS for resolution of an XRI.

PR-26: IP Not Required
The XRI specifications must not require that an identifier resolve to a resource at an IP address.

PR-27: Scalability
The XRI specifications must be capable of being implemented at Internet scale.

PR-28: Redundancy
The XRI specifications must enable an identifier to be resolved by multiple resolution authorities so there is no single point of failure.

Data Protection and Security

PR-29: Trusted Resolution
The XRI specifications must provide a mechanism for ensuring a level of trust that an identifier has been resolved to the resource to which the identifier authority assigned it.

Metadata & Resource Description Requirements

General

Standardized Format
The XRI metadata specifications must specify a mechanism to describe an XRI-identified resource in one or more standardized XML schema description languages.

Schema Extensibility
The XRI metadata specifications must enable any authority to extend the resource description schema to define any attribute or collection of attributes of a resource. (See also Attribute Addressability above.)

Service Description
The XRI metadata specifications should enable the definition of services for operating on XRI-identified data.

Schema and Service Definitions as Resources
The XRI metadata specifications must enable a schema definition or a service definition to be treated as a first-class XRI-identifiable resource.

Resource Linking
The XRI metadata specifications must enable a resource to describe its relationship with another resource, including the ability for multiple physical resources to be linked into one logical resource.

Data Protection and Security

Policy Description
The XRI metadata specifications must enable a resource controller to describe the security and privacy policies that govern the exchange of data associated with a resource as discussed in the Data Exchange Protocol Requirements.

Data Exchange Protocol Requirements

General

Transport-Independence and Binding
The XRI data exchange specifications must be defined independent of any particular transport protocol and must be able to be bound to multiple transport protocols.

REST Semantics
The XRI data exchange specifications must at a minimum support the protocol semantics of REST (Representational State Transfer).

Service Invocation
The XRI data exchange specifications must specify how an XRI-identified service can be invoked to act on XRI-identified data.

Synchronization
The XRI data exchange specifications should specify how XRI-identified data can be synchronized between two or more resources.

Negotiation
The XRI data exchange specifications should specify how two or more resource controllers may negotiate an exchange of resources or resource attributes that conforms to the security, privacy, and synchronization policies of both parties.

Data Protection and Security

Policy Enforcement

The XRI data exchange specifications must enable the implementation of security and privacy policies that a resource controller has applied to a resource using the data protection metadata described in Metadata and Resource Description Requirements. 

Auditing and Verification
The XRI data exchange specifications must provide the ability for data exchange transactions to be logged, audited, and verified.

Security Framework Compatibility
The XRI data exchange specifications must be compatibile with common security frameworks (e.g., SAML, WS-Security, etc.)

