Chapter 4 of BIAS SOAP Profile  (just thoughts at this point...)
Related to the contents of a SOAP header, from what I can tell from the SOAP documentation, a SOAP envelope is not designed to identify the content of the message (it is not a “header” like CBEFF uses).  It is meant for information required for processing the message.  Like encryption parameters or instructions for intermediaries.  I don’t think copying the transaction name from the body is appropriate.  (Also, I would not know how to identify it in the header).
I think the most valuable document we could cite is: Web Services-Interoperability Organization (WS-I) Simple SOAP Binding Profile Version 1.0 (http://www.ws-i.org/Profiles/SimpleSoapBindingProfile-1.0.html).  It defines SOAP messages within HTTP POST requests.  Use of this profile would result in a Section 4 something like:

4. Messaging Structure and Rules
4.1 BIAS SOAP messages MUST conform to the Web Services-Interoperability Organization (WS-I) Simple SOAP Binding Profile Version 1.0 (http://www.ws-i.org/Profiles/SimpleSoapBindingProfile-1.0.html).

4.2 A single BIAS SOAP message MUST contain only one BIAS service request (or single BIAS service response).

4.3 Binary components of BIAS messages are already Base-64 encoded and therefore do not need to be conveyed as SOAP Attachments.

4.4 The end-points that exchange SOAP messages (or handle the contents of the BIAS operations) are expected to be protected and trusted such that message-level security mechanisms are not required.  The use of SSL or VPN technology that provides end-point to end-point security should be sufficient.
------

If I tailor the SAML version of a SOAP binding (http://docs.oasis-open.org/security/saml/v2.0/saml-bindings-2.0-os.pdf) to make it a BIAS SOAP binding, you get:  
SOAP 1.1 messages consist of three elements: an envelope, header data, and a message body.   BIAS request-response protocol elements MUST be enclosed within the SOAP message body.

SOAP 1.1 also defines an optional data encoding system. This system is not used within the BIAS SOAP binding. This means that BIAS messages can be transported using SOAP without re-encoding from the "standard" BIAS schema to one based on the SOAP encoding.
The system model used for BIAS conversations over SOAP is a simple request-response model.

1. A system entity acting as a BIAS requester transmits a BIAS request element within the body of a SOAP message to a system entity acting as a BIAS responder. The BIAS requester MUST NOT include more than one BIAS request per SOAP message or include any additional XML elements in the SOAP body.

2. The BIAS responder MUST return either a BIAS response element within the body of another SOAP message or generate a SOAP fault. The BIAS responder MUST NOT include more than one BIAS response per SOAP message or include any additional XML elements in the SOAP body. If a BIAS responder cannot, for some reason, process a BIAS request, it MUST generate a SOAP fault. SOAP fault codes MUST NOT be sent for errors within the BIAS problem domain, for example, inability to interpret a BIR. (SOAP 1.1 faults and fault codes are discussed in [SOAP11] Section 4.1.)

On receiving a BIAS response in a SOAP message, the BIAS requester MUST NOT send a fault code or other error messages to the BIAS responder. Since the format for the message interchange is a simple request-response pattern, adding additional items such as error conditions would needlessly complicate the protocol.

[SOAP11] references an early draft of the XML Schema specification including an obsolete namespace.  BIAS requesters SHOULD generate SOAP documents referencing only the final XML schema namespace. BIAS responders MUST be able to process both the XML schema namespace used in [SOAP11] as well as the final XML schema namespace.

--
([SOAP11] is D. Box et al. Simple Object Access Protocol (SOAP) 1.1. World Wide Web Consortium Note, May 2000.  See http://www.w3.org/TR/2000/NOTE-SOAP-20000508.)

