Draft Summary of BT models meeting - London, 3 April

Attendees: 

Physical:  


Mark Little - HP Arjuna (chair)


Savas Parastatidis  - HP Arjuna


Alastair Green - Choreology


Peter Furniss - Choreology (minutes)


Mark Potts - Talking Blocks

Phone:


Keith Weir - BEA


Sazi Temel - BEA

0. Charter

Mark Little: will send a charter to the list by Thursday am, to be ratified by conf call on Thursday

Use-cases -  please send use-cases  (pdf, word, whatever) to bt-models list (Savas will collate into document)

Target for 23 April will be at least the identification of the actors involved in the protocol to map the model.

1. Scope

Much of this discussion used the diagram from the Choreology input, sent to the model list just before the meeting, with some reinterpretation.  The scope of the specification should be:

2, 6 - the Coordination Protocol itself, between coordinator and participant, with a specified binding to a carrier mechanism

5, 7 – the content of the context to be passed with / by the application messages

4 – the augmentation of the application messages with the context

The fact that the context must be passed with the application messages is essentially the responsibility of the application. Given a particular carrier (e.g. SOAP), the mechanism for carrying the context will be specified in a way that is general for all applications (c.f. implicit context propagation in OTS) – hence 4 is included.

The document will need to include an illustrative demarcation api (item 1 in the diagram), which will help ourselves discuss and readers understand. This would be clearly identified as non-mandatory – the intent is to explain the message set (2), not to standardise the api (1), though its presence should enhance the acceptability of the standard.

Other points:

There may be distinct entities that are the initiator, coordinator and decider (as in the HP input) – the decider involves application logic, though this may be handled by delegation to a decider with an appropriate fixed pattern..  This is essentially a matter of area 1 in the diagram.

It would be possible for a service/participant to also behave as an initiator/coordinator (forming a familiar tree). However, this is hidden from the perspective of our protocol – it is just the internal working of the participant, and a different context appears on the lower legs.  In other cases, a web-service might be a simple “router” – the context would be passed unmodified, and registration/enlistment would by-pass the router entity.

Service description – there is a general need for a service to identify itself as supporting coordination, but the details are various (is a single flag enough, how does it fit with other work on service description/discovery).

 This should be raised at the general meeting, seeking to get it considered by another subgroup.

However, it is desirable to include a mechanism to ensure that sent contexts aren’t silently ignored if received by something that doesn’t understand them (easy in SOAP, though not strictly achievable in our specification in general, since something that hasn’t implemented our spec won’t know that it must say it doesn’t understand)

Requirements 

Considerable discussion on support of ACID properties, especially in light of Fred Carter’s email: “I think we cannot and should not rely on ACID properties”

Agreed : will not rely on ACID properties, but will not exclude use and support of ACID properties.

Two-phase commit exchanges (between parties) do not require the use of two-phase locking (within the participant).

Concluded and agreed:

The top of the tree may decide that all the bits of the cohesion will have the same decision

The participants (in general) have the opportunity to apply isolation (and durability) mechanisms to the their data

If everyone agrees (or happens) to do this, then the cohesion is an ACID transaction

There will not be, within this p’col, mechanisms to negotiate or ensure this (might be part of capability negotiation)

We then considered the list of requirements in the original Choreology input (to March meeting), considering whether we believed they should regarded as definitely included as requirements for this specification, definitely deferred or not in scope, or should be clarified.

Definitely in: 

Requirement #12: Interoperability
Requirement #13: XML schema-based protocol message formats
Requirement #17: “Resource” registration scheme

Clarified:

Requirement #11: Communications-protocol independent distribution


Spec will define expectations on the underlying comms, and give, but not mandate, a binding to some particular communication 

Requirement #16: XA integration


See above statement on ACID

Out (delayed, pending, not in this first wave):

Security requirements:

Requirement #14: Configurable protocol authentication

Requirement #15: Access control for joining and terminating transactions

Additional : non-repudiation of coordination messages


Status subject to security group deliberation, but cannot just pull in security mechanisms from elsewhere – there are specific issues here.

Requirement #8: Operations can use (and can advertise) differing isolation levels (degrees of blocking)

Requirement #9: Operations can use (and can advertise) differing durability levels (degrees of persistence)

Specification will not mandate any particular behaviour in respect of persistence and concurrency control for participants. (see conclusion on ACID)

Requirement #10: Application/operation negotiation over isolation and persistence levels.

Ditto, and capability negotiation is deferred

Discussion on remaining requirement items was at model level rather than simple yes/no.

Requirement #1: Operation groups with reverse operations
Requirement #2: Operation group atomicity
Issues with who defines the group and interactions with concept of a web-service as a single concept – possibly they would always be groups with a single operation. There can be multiple registered participants in a group (possible from the same service entity)

The demarcator can put operations in the same group to indicate (and enforce) a tight relationship

Requirement #3: Action demarcation (addition and removal of operation groups)
Requirement #4: Action reversal
Requirement #5: Multiple valid action outcomes

Some felt the action (= cohesion) is at the collaboration level, controlled by workflow. Alternatively, the cohesion appears in the demarcation api (including the ability to choose partial outcomes and the ability to cancel the whole cohesion), but possibly is not explicit in the protocol.

Requirement #6: Positive/negative action timeout

Requirement #7: Positive/negative operation timeout

If a participant is able to unilaterally reverse or apply its vote, there needs to be a re-voting round, when it is asked what its current status is. (Such a re-vote can be regarded as the only vote, depending on assumptions about how the participants behave)

This re-vote does not need to involve all participants, if it is known which are liable to change state autonomously.

The re-vote needs to be certain – though this imposes timing constraints on the termination process.

The re-vote could be a query (that would not itself change the participant state), returned to the application that may then behave differently if some participants have made their own decisions.

Next model group meeting – conference call:


Monday 9th April:   1600 GMT


= 1700 BST


= 12 noon EDT


= 9 am  PDT

Details from Mark Little, hosting by HP

















































