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**Decision/action requested:** Please approve establishment of a formal collaborative relationship with OASIS TC CTI - looking toward a potential NFV SEC work item.

**ABSTRACT:***This contribution describes the context and activities of the recently formed OASIS Technical Committee on Cyber Threat Intelligence (TC CTI). It includes mapping NFV security requirements and work items into the initial platforms being advanced by TC CTI - STIX (Structured Threat Information Expression), TAXII (Trusted Automated Exchange of Indicator Information), and CybOX (Cyber Observable Expression) - and might result in a work item.*