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Use Case 1: Ensuring Provisioned Server are Monitored 
Problem Statement
When the ABC Corp IT department provisioning group provisions a new server to run an application for one of its many business units, the group is supposed to tell the ABC Corp IT monitoring group to set up monitoring for the server so that the ABC Corp network operations center will know when the server goes down and can respond accordingly.


The ABC Corp provisioning system is fairly sophisticated. In addition to putting bits on boxes, it tracks the business application the server is destined to serve and the service level required by that application. This information is also supposed to be communicated to the monitoring system. 

The problem is that this communication relies on various people to follow a process that can break down due to forgetfulness, a lost email, or other common occurrences. The result is that often servers go unmonitored, and therefore customers are often the first to notice when something is down. This is embarrassing for ABC Corp and causes 
lost revenue, poor customer satisfaction, and the IT department to get yelled at. 

Success Criteria

Success at ABC Corp in this area is simple: A server is never provisioned and put into production without being monitored. This ensures that the ABC Corp NOC is the first to know when there's a problem, and can immediately take corrective action, increasing uptime and customer satisfaction. For every alert the NOC receives, NOC personnel should be able to tell which business application is affected and how critical it is to get 
the server back up and working. This allows the NOC to prioritize their work and notify the appropriate business owners of problems. 

Solution Overview 

ABC Corp proposes to solve this problem by linking its provisioning system to its monitoring system. DCML plays a key role in this linkage. Every time a machine is provisioned, a DCML document containing information about the provisioned machine will be transmitted automatically to the monitoring system, causing monitoring of the machine to be initiated. The DCML document contains information about the machine's IP address and any special ports and services running on the machine that are to be monitored. The DCML document also contains information about what application the server belongs to and who to call when it goes down. This information is imported into the systems available to NOC personnel for consultation when an alert occurs. 

Solution Details 

When the framework gets a little more fleshed out, this section will contain the details of how information is represented in DCML, how DCML documents are processed during import and export, definitions of new DCML elements required to address the use case, and other detailed information pertinent to the DCML specification and implementations.
Use Case 2: Query Asset Management System for new Devices 

Problem Statement

Customer uses an asset management system to keep a device (server, network device, etc) inventory up to date. Customer has other management applications (monitoring, change management, etc) which require frequent synchronizing with the asset management system. As such, the other systems need the ability to query the asset management system for the latest list of devices in inventory. 

Success Criteria

Customer configures her device monitoring system to use assetmgmt.it.acme.com (internal asset management system) for keeping track of changes in inventory and schedules an inventory synchronization to occur every 4 hours. 

Solution Overview
The asset management system provides the ability to query it for the latest inventory and returns the data in a DCML compliant format. The user configures the monitoring system to query the asset management system for the latest inventory every for hours. The monitoring system retrieves the inventory as a DCML document, and compares that document against it's current inventory (DCML document), making the changes indicated by the differences. 

Solution Detail

Use Case 3: Providing Application Server Services

Problem Statement
Developing J2EE Applications for an Unknown Application Server Environment

In an engineering organization, multiple groups are very likely to deploy various J2EE enterprise applications to the same production environment.   For each of these groups to deploy the entire application server with their J2EE application is wasteful on every level (e.g. time, resources, maintainability...)  Optimally, such groups should leverage the pre-existing application server services for deployment of their J2EE applications. 

Success Criteria

Solution Overview
Application Server Services Defined via DCML

In order to facilitate a developer's ability to quickly understand the application server environment and it's corresponding services, we create a profile of this information via a DCML document that serves as the canonical reference for application server development.

Consider the case of a J2EE application server, such as WebLogic or WebSphere.  These application servers may use different conventions for specifying application server services and configuration information.   Rather than leave a developer to figure out this information on his/her own, we use DCML to normalize across these differences to produce a unified description of the application server services.

The following is an example of some of the information needed in order to describe a collection of Application Server services.

- application server administration information, e.g. owner, contact information etc.

- maintenance window

- deployment directory

- JDK version, 

- any Java run time flags turned on e.g. details on garbage collection, heap size etc.

- list of jar files and versions

- application server specific configuration/property files

- database information, server name, IP, database type, database connection pooling

- J2EE services and service related information, e.g. HTTP, Enterprise JavaBeans (EJBs), Java Transaction API (Java Transaction API), RMI-IIOP, Java IDL, JDBC, Java Message Service (JMS), Java Naming and Directory Interfaces (JNDI), JavaMail, JavaBeans Activation Framework (JAF), Java API for XML Parsing (JAXP), J2EE Connector Architecture, Java Authentication and Authorization Service (JAAS)

- location of application log files

- log file configuration e.g. log file rotation

- network connectivity information, e.g. needed firewall rules between application layer and database layer

Using such a DCML document, a developer can more easily design & implement a J2EE application that leverages common application server services.

Solution Detail

Use case 4: Getting System Configuration Information
Problem statement
A company is expanding its customer base and is opening a second data center in another location from its primary.  The original datacenter had servers for several different functions, but the new datacenter is initially only going to support one specific function, namely the on-line purchasing system.  They would like to use their provisioning software to automatically install the correct operating systems, patches, and applications onto the hardware installed in the new datacenter.

Success criteria
With a minimum of effort, the systems in the new datacenter are up and running with the correct software elements, duplicated from the original datacenter.

Solution overview
The administrator will retrieve (either from a software system or from a document library) a DCML specification of the existing datacenter.  He will edit it, to pare it down to just the function intended to be provisioned in the new datacenter.  Then the new DCML document can be passed to the provisioning system set up in the new datacenter to effect the OS, patch, and software installations on the new hardware.

Solution Detail

Use Case 5: Mirroring Servers

Problem statement
A support engineer gets an alert signaling that a storage device is about to fail on a server. The engineer needs to determine the machine configuration in order to repair the system.  

Success criteria
The support engineer will be able to quickly retrieve the stored inventory information, acquire a new drive, and replace defective drive. 

Solution overview
The support engineer receives a notification of a drive failure on server xyz. The engineer queries the help desk system for the xyz server machine. The help desk application queries the asset management system for the machine specifications. The asset management system returns a DCML document containing the machine configuration. The user acquires a new drive, installs it, and the asset management system detects the change. 

Solution Detail

Use Case 6: Web Server Capacity Addition

Problem statement
A system administrator needs to add another web server to handle increased site capacity. He has already purchased and installed the new server in a rack and now must configure the server. 

Success criteria
The new server will have all the required software installed and configured to the specifications provided in the blueprint.

Solution overview
The administrator opens the change management console. The administrator chooses from the blueprint a specification for the particular web server. If a blueprint for this server system is not in the system the user has the opportunity to create one. To create a blueprint the administrator chooses the original server, the change management application retrieves the configuration from a database or contacts the systems management application and queries for the DCML inventory specification. An inventory specification is returned. The user edits the specification and submits it as a blueprint for the web server application. The user then chooses the blueprint, applies it to the target machine and the change management software installs and configures the target. 

Use Case 7: Business Application Capacity Management

Problem statement
Business is seeing excellent take-up of web-based self care solution. Hence it now wishes to expand the subscriber base that uses this solution, but wants to do so without additional (new) hardware procurement.

Success criteria
Deployment of additional web-serving capability without additional capex cost to the business (e.g. through the purchase of new hardware).

Solution overview
Using DCML Rules we can quickly ascertain what is required to increase the ubscriber base, from existing dynamic load-increasing statements. Then from a product description system, we can discover what Blueprints are required as part of the blueprint as well as a range of options for building the web server - whether it uses IIS or Apache, Windows or Solaris or Linux, etc. and whether we have licenses for this. From this vantage point, we can then use DCML to help query an asset management system and so can discover what resources are available for this in the environment. Hence the Environment contains the instances such as those of Windows, Solaris and other servers. The Blueprint allows us to know what to query for, as well as forming the query responses into sensible combinations by using Blueprint Relationships (e.g. IIS running on Solaris is not a sensible combination). This may then be checked against other Rules which states which are preffered configurations (both technically and commercially), which will provide the required (estimated) load. This Environment component is provided to a provisioning systems for build-out, activation and deployment. Further new Environment Relationships may be created (as the web server is now part of a load-balanced group and a web server farm).

Solution Detail

