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My questions/comments are from the point of view of a “user of this document” as well as a “user of this specification.”  I have also considered mappings to BPSS (ebXML BPSS 1.04) and ebXML MS 2.0 in some of these comments. 

1. Line 648-655: “CPP GUID”

“When a CPP is placed in an ebXML or other Registry, the Registry assigns it a globally unique identifier (GUID) that is part of its metadata. That GUID MAY be used to distinguish among NOTE: A Registry cannot insert the GUID into the CPP. In general, a Registry does not alter the content of documents submitted to it. Furthermore, a CPP MAY be signed and alteration of a signed CPP would invalidate the signature.”

A CPP may be registered in multiple registries. These registries are not required to share the assigned GUIDs. Therefore, it may be more appropriate for CPP submitter to insert a UID (perhaps cppid attribute?) in the CPP and request the registry to use the UID as the registry GUID. This has the advantage that among the CPP users, the CPP will be unique, and that unique id is same in all registries. Of course, the Registry does not have to use the submitted UID. In that case, Registry has the onus of maintaining the mapping (I will check with Registry TC).

2. Lines 697-698: Uniqueness of cppid

   “In addition, the CollaborationProtocolProfile element contains a REQUIRED cppid attribute that supplies a unique identifier for the document, “


Is there a URI scheme for cppid? How and in what space is the cppid unique? Is there a relation between partid and cppid (it would be reasonable to connect these in a URI scheme).

      3. 
Line 703:

“NOTE: The method of assigning unique cppid values is left to the implementation.”


This is not a desirable approach – the method (URI scheme must be provided by this specification, and assignment can be done by the implementation) is better specified in the CPPA specification.

3. Line 712-713

“Zero or one Signature element that contains the digital signature that signs the CPP document, “


Why should the Signature element be limited to one? It is desirable to support multiple signatures in cases when two or more signatures are required (some from third party notary) to ensure integrity and authenticity of CPP. Same comment for CPA.

4. Use of the term “Business Collaboration”

Sometimes this term is used to denote Binary Collaboration as in BPSS, and sometimes to generically refer to a Business Collaboration. It is confusing at some places which of these is the intention. For example, line 1028-1029.

5. Line 1037-1038: “Application Certificate”

“The ApplicationCertificateRef element identifies the certificate to be used for application level signature and encryption. “

This statement implies the same certificate is used for signature and encryption, and the example in Line 907 shows only one certificate. Also Lines 1032-1034:

“The CollaborationRole element SHALL consist of the following child elements: a REQUIRED ProcessSpecification element, a REQUIRED Role element, zero or more ApplicationCertificateRef elements, “ states there is only one cert.

Using the same cert for signing and encryption is a poor practice, and it would be better to allow any number of certificates.

Also, line 1259-1262:

“The ApplicationCertificateRef element, if present, identifies a certificate for use by the business process/application layer. This certificate is not used by the ebXML messaging system, but it is included in the CPP so that it can be considered in the CPA negotiation process. The ApplicationCertificateRef element can occur zero or more times.”

The use of this element must be clarified upfront.

5. Line 425-427: “Multiple Business Processes”

“The way each Party can exchange information, in the context of a Business Collaboration, can be described by a Collaboration-Protocol Profile (CPP). The agreement between the Parties can be expressed as a Collaboration-Protocol Agreement (CPA).”

The System Overview (sec 7.1) and Design Objective (sec 6) do not make it clear that a CPP & CPA may be applied to multiple Business Processes (here “Business Collaboration” is the phrase used). 

6. Line 1461

“IMPLIED retryCount attribute.”

The BPSS retryCount is not for MSH – it is a “business level” recount. This specification of retryCount is possibly specified as an override/default for MSH. Indeed, BPSS doesn’t have to specify retryCount (I have passed this comment on to BPSS TC).

7. Line 1452

“IMPLIED isSecureTransportRequired attribute, “ 

This attribute is not in BPSS 1.04

8. “IMPLIED”

What does it mean when used for an attribute? It certainly is not defined in RFC 2119 (need to define its use upfront).  It seems fine to imply the use of defaults from a BPSS process specification. For providing defaults or overrides for MSH, it might be better to use the term DEFAULT. Example line 1828:

“• an IMPLIED duplicateElimination attribute, “

BPSS has no such attribute – ebMS has.
I think BPSS->CPPA->MSH is the food chain, not BPSS->CPPA<-MSH!

9. When is a value specified as an attribute in CPP for MSH a DEFAULT, and when is it an OVERRIDE? If perMessage is specified, then it is a Default or an Override? This has to be clearly specified for each attribute – otherwise it is ambiguous and confusing. 

10. “Attribute mapping to BPSS”

There are no potential direct mappings per the current specifications of ebXML BPSS specification 1.04 and ebXML CPPA 1.9 from the following attributes of BPSS to attributes of BusinessTransactionCharacteristics element in CPP.

*
isLegalBinding attribute of BusinessTransactionActivity element.

*
isGuaranteedDeliveryRequired attribute of BusinessTransaction element 

*
isConcurrent attribute of BusinessTransaction element (Does ConversationConstraints specify it “globally?”

Similarly, there is no potential direct mappings to the following attribute of BusinessTransactionCharacteristics element in CPP from BPSS.

*
isSecureTranportRequired attribute

11. Lines 1230-1240 “Service element”

“8.4.5.1 name attribute 
The REQUIRED name attribute is a string that gives a name to the Role. Its value is taken from one of the following sources in the Process Specification[ebBPSS] that is referenced by the ProcessSpecification element depending upon which element is the "root" (highest order) of the process referenced: 
• name attribute of a BinaryCollaboration/initiatingRole element, 
• name attribute of a BinaryCollaboration/respondingRole element, 
• fromAuthorizedRole attribute of a BusinessTransactionActivity element, 
• toAuthorizedRole attribute of a BusinessTransactionActivity element, 
• fromAuthorizedRole attribute of a CollaborationActivity element, 
• toAuthorizedRole attribute of a CollaborationActivity element, “

Here, it looks like the idea is to map a Role is a CollaborationRole element to a “"root" (highest order) of the process referenced” element within BPSS ProcessSpecification element. In that case, the Service element must reflect the appropriate element of BPSS ProcessSpecification being referred to. Currently it is specified as (Lines 1308-1311) 

“If the Process-Specification document is defined by the ebXML Business Process Specification Schema[ebBPSS], then the value of the Service element MUST be the uuid (URI) attribute specified for the ProcessSpecification element in the Business Process Specification Schema instance document. “

A possible solution the TC may consider is to allow Service element to refer to a BTA, CA, or Process Specification. BPSS doesn’t have a URI scheme for Ids of these right now, if they have it, that might be better (they don’t have one as far as I know, but I have submitted that request to that TC). Is ActionContext supposed to provide exactly what I am asking for? If so, it might be better to use nameID attributes instead of name attribute. BTW, per ebXML BPSS 1.04, please replace initiatingRole and respondingRole by Role.

12. Line 1494-1496 “isConfidential”

“The isConfidential attribute has the possible values of "none", "transient", "persistent", and "transient-and-persistent". These values MUST be interpreted as defined by the ebXML Business Process Specification Schema[ebBPSS]. “

BPSS specification specifies it as "none", "transient", "persistent", and "persistent-and-transient" – note the difference.

13. Line 2679

“8.4.54 SigningSecurityDetailsRef element “

This element is not mentioned anywhere else. Besides, why not use the SecurityDetails element? Alternately, why not eliminate SecurityDetails, and provide SigningSecurityDetails element in both ebXMLSenderBinding  and ebXMLReceiverBinding? IMO, it seems both sender and receiver will be cognizant of the trust anchors of sender and receiver, and therefore, SecurityDetails element is enough, and do not need sender and receiver specific Sdetails.

14. It is possibly obvious, the final example and cppa.xsd do not yet reflect the ebXMLSenderBinding & ebXMLReceiverBinding. DocExchange still has all the contents of these elements. The use of these elements doesn’t seem to be consistent in the document.

