April 27, 2007 OASIS ebXML CPPA Teleconference Notes

Attendance

Pete Wenzel

Dale Moberg
Missed Because of Time Shift

Monica Martin

Regrets

Pim van der Eijk

Sacha Schlegel

Agenda is located at  http://lists.oasis-open.org/archives/ebxml-cppa/200704/msg00012.html
We had a small TC attendance but Pete and I managed to complete a first analysis of gaps and potential coverage in the CPPA for ebMS 3.0.

We have a number of fields in CPPA 2.0 that provide information needed by ebMS 3.0. Nevertheless, there are also a number of new fields that will need to be added in places to be determined. Probably some new containers under the major categories will need to be created.

We also identified a number of configuration parameters that are not strictly related to the collaboration protocol but relate to each party’s local environment. But these local environment features are relevant to the quality of service for the collaboration. These features will need to be discussed by a wider group. I will send the list the Pmode descriptions of these parameters and we need to decide whether to include these or not soon. 

After that, we will have a list of new and already available configuration parameters. We will then decide where to put the new information and analyze whether the already available parameters provide the right information and aligned close enough semantically with the new descriptions.

The tables resulting from the April 27 are included below. Thanks Pete!

	PMode Information Item
	CPPA v 3.0 Information Source

	
	

	Agreement (AgreementRef)
	/CollaborationProtocolAgreement/@cpaId

	Initiator.Party
	PartyInfo/PartyId and @type 

	Responder.Party
	PartyInfo/PartyId and @type 

	ID
	New information item 

	[Initiator|Responder].Authorization.

username
	New information item. XML encrypted item, used in wsse header targeted at ebms actor role

	[Initiator|Responder].Authorization.

password
	New information item. XML encrypted item, used in wsse header targeted at ebms actor role

	
	

	MEP
	DocExchange module element for ebMS 3.0.

URI, e.g: http://www.oasis-open.org/committees/ebxml-msg/one-way.
./two-way

	MEPbinding
	Possibly qualifies how transport is used. Attribute 

URI, e.g: http://www.oasis-open.org/committees/ebxml-msg/push

	ProtocolAddress


	Transport/Endpoint

	Protocol.SOAPversion
	New information item 1.2 or 1.2 

	
	

	
	

	
	

	BusinessInfo.Service
	Service 

	BusinessInfo.Action
	@action

	BusinessInfo.Role 

Note both sides need role values in To and From information items
	CollaborationRole/Role/@name or new override value

	BusinessInfo.PayloadProfile
	New

	BusinessInfo.PayloadProfile.maxSize
	New

	BusinessInfo.MPC
	New

	BusinessInfo.Properties
	New – List of 4-tuples

	
	

	ErrorHandling.SenderErrorsTo
	New

	ErrorHandling.ReceiverErrorsTo
	defaultmshSignal  channel

	ErrorHandling.AsResponse
	mshSignals or inclusive

	ErrorHandling.ProcessErrorNotifyConsumer
	New, include?

	ErrorHandling.ProcessErrorNotifyProducer
	New , include?

	
	

	ErrorHandling.

DeliveryFailuresNotifyProducer
	New

	
	

	atLeastOnce.Contract
	MessagingCharacteristics.AckRequested

	atLeastOnce.AckOnDelivery
	New, include?

	atLeastOnce.AcksTo
	defaultMsh  syncReplymode

	atLeastOnce.AckResponse
	defaultMsh  syncReplymode

	atLeastOnce.ReplyPattern
	syncReplyMode, defaultMsh, and override for pull mode

	
	

	
	

	atMostOnce.Contract
	MessagingCharacteristics.DuplicateElimination

	inOrder.Contract
	DocExchange/ReliableMessaging/MessageOrderSemantics = Guaranteed

	StartGroup
	New

	Correlation
	New

	TerminateGroup
	New

	
	

	
	

	WSSVersion
	New ? 

	Signature
	New for element selection

	Signature.Attachment
	Look at attachments, see whether excludefromsignature present

	Signature.Certificate
	Ref to signing certificate

	Signature.HashFunction
	NonRepudiation/HashFunction

	Signature.Algorithm
	NonRepudiation/SignatureAlgorithm

	Encryption
	New for elements attachments

	Encryption.Certificate
	DigitalEnvelope/

EncryptionCertiifcateRef

	Encryption.Algorithm
	EncryptionAlgorithm

	Encryption.MinimumStrength
	@minimumStrength

	WSS.username
	New

	WSS.password
	New

	WSS.Token.digest
	New

	WSS.Token.nonce
	New

	WSS.Token.created
	New

	WSS.PModeAuthorize
	New but see HTTP auth support BusinessCharacteristics/@isAuthorizationRequired

	SendReceipt
	MessagingCharacteristics/@signAck and BusinessTransactions/@isNonReudiationofReceiptRequired

	SendReceipt.ReplyPattern
	syncReply = Signals or Both

	
	

	
	

	
	

	
	











