Categorization of and recommended disposition for unresolved issues in the issue database:

Sync Rely

	Id
	Brief Description
	Recommendation

	9
	When the HTTP binding is used, but sync reply is not enabled, Acknowledgment messages are carried as separate HTTP request messages.
	By default, MSH level signals are returned asynchronously. Add mshSignalsOnly sync reply mode to CPA. (Sync reply does not apply to SMTP.)

	10
	Sync reply should be usable with best effort delivery semantics.
	Clarify that sync reply can be used with or without reliable messaging.

	51
	SyncReply and ReliableMessagingMethod should also be in QualityOfServiceInfo.
	SyncReply is already in QualityOfServiceInfo in the 1.05 draft. ReliableMessagingMethod is no longer relevant.

	58
	SyncReply should be in both header and Via.
	Already the case in the 1.05 draft.

	72
	SyncReplyMode attribute values are not clearly explained.
	MSH should understand mshSignalsOnly as a sync reply mode. Other clarifications with respect to the overriding of BPSS level specifications should go to the CPP/A spec.


Reliable Messaging Parameters 

	Id
	Brief Description
	Recommendation

	20
	Clarify what parameters are in the message header and what parameters are in the CPA and how they relate.
	AckRequested is in the message header.

Retries, RetryInterval and PersistDuration are in the CPA.

TimeToLive is in the message header; its permissible values are constrained by PersistDuration in the CPA.

DeliverySemantics (or equivalent) is in both.

ReliableMessagingMethod and mshTimeAccuracy are no longer in either.

	27
	Refine definition of PersistDuration.
	Clarification should go to section 7.4.6. The relationship with TimeToLive needs to be explained. It should be applicable to the storage of “Acknowledgment” messages as well.

	39
	Clarify use of parameters in the CPA or message header.
	Similar to issue 20.

	49
	Reliable messaging without CPA or Via.
	Similar to issue 20.

	53
	Clarify the relationship between Retries, RetryInterval, and PersistDuration.
	Clarification should go to the CPP/A spec.

	67
	Clarify definition of PersistDuration.
	Similar to issue 27.


Reliable Messaging Protocol

	Id
	Brief Description
	Recommendation

	From last CC
	Remove DeliveryReceipt module.
	Remove. This is not longer needed for end-to-end acknowledgment for reliable messaging. The intended usage of DR overlaps with business signals which are in the BPSS domain.

	14
	Clarify when AckRequested should be set and when error messages may have to be returned reliably.
	Sender should set AckRequested (end to end or hop-to-hop, signed or unsigned) based on information from the CPA. The CPA spec should clarify that NRR at the MSH level may not satisfy NRR requirements at the business process level. Section 4.2 (Error Handling Module) and section 7.5.6 should explain how the delivery channel for an error message should be selected.

	38
	Include RefToMessageId in DeliveryReceipt.
	Already in the 1.05 draft. Not really needed if DR is always sent with the “first response message”.

	45
	Proposed solution for various issues related to reliable messaging.
	Mostly superseded by recent RM related changes.

	48
	Delivery Failure Notification to the From Party.
	Change the wording from “should notify” to “must notify”.

	56
	Ds:Reference in DeliveryReceipt should be required
	Make editorial change and update schema, if DR element is kept in the 1.1 spec.

	61
	Instead of ResendOfMessageId, use retryCount.
	Superseded by recent decisions related to reliable messaging.

	73
	Allowed Acknowledgments/Errors
	Add clarifications to the section “Combining ebXML SOAP Extension Elements” section and possibly move that section to the Appendix.

	76
	If AckRequested is not specified, should the Acknowledgment be signed or unsigned?
	AckRequested must be specified to trigger reliable messaging behavior.

	82
	Clarify if the requirement to withhold delivery of out of sequence messages applies to an intermediary MSH.
	I think only the To Party MSH needs to apply the withholding logic.

	96
	Change “transport” to “other” in ReliableMessagingMethod.
	No longer applicable because the ReliableMessagingMethod attribute has been dropped in the 1.05 draft.

	98
	No ack on ack.
	Section 7 should clarify that MSH level signals are not sent reliably on their own. When MSH level signals are piggybacked on business level response messages, the resulting message can be sent reliably.

	111
	The DeliveryReceipt element needs to have its own RefToMessageId.
	Similar to issue 38. This is already the case in the 1.05 draft.

	118
	Duplicate detection and retransmission of “first response message” behavior does not apply to standalone Error, StatusRequest, DeliveryReceipt messages
	I think this behavior should be determined by the properties of the delivery channel as specified in the CPA.

	120
	A minimal Acknowledgment message may not contain the Acknowledgment element.
	This is no longer the case in the 1.05 draft.


Editorial

	Id
	Brief Description
	Recommendation

	13
	Use W3C Recommended version of XML Schema.
	Accept.

	15
	Default value for SequenceNumber should be “continue”.
	Accept.

	21
	Is it necessary to update the timestamp when a message is retried by the reliable messaging protocol?
	Accept. Clarify that an identical message (with no timestamp/signature change) is resent.

	22
	SimplePart element section needs to be renumbered.
	Reject. This is a CPP/A only issue, and it has been forwarded to the CPP/A TC.

	24
	Always send an acknowledgment to the previous hop regardless of whether AckRequested has been set.
	Reject. No longer relevant with the recent reliable messaging related changes.

	25
	Remove reference to mshTimeAccuracy and suggest use of NTP as a good practice.
	Accept. The use of NTP can be suggested in section 3.1.6.4 TimeToLive element.

	30
	The Sender and Receiver elements each needs a type attribute.
	Accept.

	31
	SOAP:actor attribute missing in TraceHeaderList example
	Reject. No longer applicable because TraceHeaderList is now under Via.

	37
	The messageStatus attribute should be required in the StatusResponse element.
	Accept.

	40
	Reliable messaging section should be expanded to cover the point-to-point case.
	This should be obvious in the 1.05 draft.

	46
	Inconsistent service specification in example.
	Accept.

	65
	Are Sender sub-elements optional or required?
	Accept. (Both PartyId and Location are required according to the schema.)

	95
	Make an ebXML message without any payload a standard SOAP message, i.e., not wrapped by a multipart-related that is needed when the SOAP message has attachments.
	Accept.

	109
	The wording “The payload container of the message” is incorrect.
	Accept. Use “the corresponding payload container of the message” instead.

	121
	[XMLC14N] and [ESMTP] are missing from the Reference section of the spec.
	Accept. Add to the Reference section of the spec.


Minor Technical

	Id
	Brief Description
	Recommendation

	11
	Define detailed format of message ID.
	I suggest adding a maximum length constraint but leaving the format unspecified and implementation dependent.

	18
	Enumerated values for StatusResponse: need definition for Processed and Forwarded.
	Processed means message has been delivered to the To Party and a response message has been returned.

Forwarded means that MSH is an intermediary and the message has been forwarded to the next MSH and an acknowledgment has been obtained.

	36
	Should payload data be allowed in SOAP:body?
	I suggest that we require all payloads be carried as attachments in the SOAP message.

	42
	What should be in the Schema element under the Manifest element?
	I think the location attribute should be set to the specificationLocation of the corresponding BusinessDocument specified by the business process. It is not clear to me how the version attribute should be set because BPSS does not seem to have such a notion.

	44
	Use of message StatusRequest to determine if the ToParty has received a reliably delivered message.
	The spec says that StatusRequest should not be used to implement reliable messaging. On the other hand, if the From Party is notified of a delivery failure, it should be acceptable to use the StatusRequest message to determine if the To Party has processed the message (provided that the message’s TimeToLive has not expired).

	47
	Message Id format.
	This should be implementation dependent. It is not necessary to use the mid: prefix in the examples.

	52
	SOAP Action removal placeholder.
	Defer.

	66
	What should be the URL of an MSH?
	This should be equivalent to the transport endpoint associated with a ServiceBinding in the CPA.

	74
	Remove the requirement to support basic authentication or make sure that the CPA can its use.
	The CPP/A team is prepared to add a boolean flag to the CPA.

	79
	Alignment with CPP/A and BPSS specs on the proper use of the Service and Action elements.
	MSG should use the ServiceBinding name from the CPP/A. Action should be based on the names of RequestingBusinessActivities and RespondingBusinessActivities. CPP/A team should liaise with the BPSS team to ensure that the ServiceBinding name can be obtained from the BPSS instance.

	93
	Clarification of the xlink:role attribute in the Reference element under the Manifest element.
	Recommend use of http://www.oasis-open.org/
messageService/<role played by sender>/
primaryDocument.

	94
	Add optional “other” namespace qualifed elements under MessageHeader.
	The RNIF 3.0 team prefers to use wild-card elements under MessageHeader instead of directly extending SOAP:header.

	101
	Mention of “storage required” has never been discussed and doesn’t seem to be part of the overall model of the protocol.
	To guarantee message ordering, the To Party MSH must be able to persist messages that have arrived out of sequence. The clarification can be incorporated into section 10.1.2 SequenceNumber element.

	108
	Why would you ever have more than one schema element under the Reference element?
	This can happen if the referenced document can be validated using both DTD and XSD, for example.

	123
	Wording about “peer-to-peer” trust model.
	

	124
	“communication protocol” vs “transport protocol”.
	Use “transport protocol” to be consistent with the CPP/A spec.

	126
	Place holder for Marty’s editorial comments. See http://lists.oasis-open.org/archives/ebxml-msg/200110/msg00017.html
	

	130
	[ebMSREQ] may be an inappropriate reference.
	Drop reference since requirements document is not kept up to date.

	134
	Recommendation w.r.t. to use of the xsi:schemaLocation attribute is not followed through in the examples.
	Update examples.

	135
	What should be the namespace for the message header SOAP extensions?
	Chris Ferris’ suggestions is that the namespace should be identical to the schema location.

	140
	Do we need to state that the spec will be submitted to OASIS members for approval?
	Yes.

	141
	Need copyright, logos on cover page, headers, footers, etc.
	Yes, get from Karl Best.


Substantive Enhancements

	16
	Encapsulation of ebXML messages inside another ebXML message.
	

	23
	Add a from service to each message.
	

	43
	Need to change service and action for errors, delivery receipts, etc.
	

	50
	Recursive behaviors.
	Similar to issue 16.

	55
	Success codes.
	

	60
	Change service and action for Ping.
	

	71
	Add business process ID to header.
	

	97
	Recursive behavior support.
	Similar to issue 16.


