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(EMIF-SC) EMERGENCY MANAGEMENT INFRASTRUCTURE FRAMEWORK SUB-COMMITTEE 
SECURITY STANDARD(S) RECOMMENDATION

Prior to completion of its scope of work, and after review of preliminary information available to the EMIF – SC, it is recommended that interim security infrastructure guidance be predicated on generally accepted, or recently emergent, Web Services doctrines and protocols. Due to the evolutionary nature of this feature/function family, the recommendation shall include but not be limited to:

1. IBM/Microsoft B-PEL (Business Process Execution Language)
      Rev 1.1 – Section 17: Security Considerations

      http://dev2dev.bea.com/technologies/webservices/BPEL4WS.jsp
2. OASIS SAML (Security Assertion Markup Language)
Rev 1.1

http://www.oasis-open.org/committees/tc_home.php?wg_abbrev=security
in addition to general doctrines as identified in; 
3. Getting Started with XML Security
       http://www.sitepoint.com/avantgo/article.php?aid=933&pid=275
4. IBM/Microsoft/Oracle Web Services:
      Security in a Web Services World: A Proposed Architecture and Roadmap  

      Version 1.0 – April 7th 2002

      http://www-106.ibm.com/developerworks/webservices/library/ws-secmap/ 
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