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Overview

A one-way delivery network can be categorized as a network or delivery system that has no immediate return channel from the data receiver to the data transmitter (the data transmitter may or may not be the originator).

A network delivery topology has at its heart a transmission system. This system must accept and deliver to end points. However it must do so while obeying set standards. This may be restrictive in nature (compared to two-way networks), and as such a good methodology is required for end-to-end transmission of data payloads on such networks.

Network Delivery Topology

The mechanism for a one way system comprises of but is not limited to:

· Ingest system (ingests and re-formats data)

· Delivery mechanism (delivers data according to rules)

· One or more delivery segments (the one-way network)

· Data receiver (PC, set-top-box, secondary transmission system, etc.). 

· Backchannel mechanism (present, partial or absent)

The receiver may or may not have access to a backchannel/return channel. Backchannels allow for either low-bandwidth signalling to the headend, delayed signalling (at predetermined time periods), or full-bandwidth signalling (where a one-way system is deployed on a two-way network). Alternatively as described there may be no backchannel mechanism.

Transmission Systems

The transmission system is frequently multi-layered in nature. Initial ingest may yield a payload which will eventually be decapsulated at the receiver side into end-point parsable form, but it may pass through one to n layers of packetization before it is transmitted. 

For example, a CAP message which is broadcasted through a transmission system will be packetized into IP multicast packets, have a IP multicast metadata stream associated with it, be packed into MPE section packets, multiplexed into a ATSC transport stream, modulated into a 6Mhz broadcast RF band, and transmitted. None of the digital or analog bitsream layers encapsulating the CAP packet and its metadata packet would necessarily be required to know of or describe the CAP payload contents.

One-way networks fall into the categories of (but are not limited to): 

· Satellite transmission (e.g. DTH)

· Space systems communication (i.e. deep space / non-satellite)

· Terrestrial broadcast (e.g. ATSC)

· Fixed wireless (e.g. a WIFI AP)

· Wired infrastructure (e.g. LAN/WAN/MAN)

· Mobile systems  (e.g. Cellular, DVB-T)

· …

While one-way delivery networks can be deployed in all these categories, two-way networks cannot. It may also be non-feasable to deploy two-way networks in many of these categories (e.g. space systems or terrestrial broadcast). 

One-way networks may also be commercial or non-commercial in nature. This often dictates who may use these networks, what bitrates are available, and what delivery mechanism is available. Many networks have pre-existing delivery mechanisms that require interfacing either to or from.

These networks are further broken into distrinct areas by way of their modulation schema, which directly dictate constraints on usage, coverage, and transmission. For example RDBS data transmission over a FM broadcast has a different set of constraints versus VBI data transmission in a NTSC broadcast signal.

Delivery Restrictions

Taking the above into consideration, transmitting data over a one-way network is not as simple as with a two-way network. Logic rules, application design, protocol handling, business rules, and delivery mechanisms must be modified for data to be efficiently delivered over such a network. What may be functional in a two-way network is more than often non-functional in a one-way network.

For example, IP protocols such as TCP, communication protocols such as SMTP, and service protocols such as HTTP are unusable in most one-way networks without a wrapper or proxy service to translate their data payloads. 

What can be categorized as simple elements in a two-way network (such as a URL) is rendered useless due to the fact that there is no way for the receiver device to retrieve and/or reference data that is not locally available. 

Thus, the transport mechanism must provide as much data as possible to the receiver device in such a way that the end-user application and user layers perceive the network to operate in the same way as a two-way network. This is frequently termed the 'walled garden' data delivery approach.

Current Standards

In terms of the delivery transport and how it relates to one-way networks, standards are already defined for most one-way networks. IP-capable networks may reference protocols such as UDP/Multicast, RTP, RTSP or proprietary protocols. 

· DVB capable networks reference DVB specifications as laid out by the DVB consortium (see etsi.org). 

· ATSC capable networks reference ISO MPEG specifications and ATSC (see atsc.org) standards documents. 

· NTSC broadcast networks may implement VBI data encapsulation (see DVB and ETS specifications) for delivery, or alternative spectrum injection techniques. 

· WiFi networks follow IETF specifications and would utilize a delivery mechanism of IP Multicast or RTP. 

· Cellular networks may use MMS, SMS, or other media delivery mechanism (typically these do not fall into the category of a one-way network, but SMS originators may be implemented in such a way as to not allow receivers to deliver messages back to the originator (e.g. in the case of network service announcements). 

· Data delivery may not be limited to these specifications - hybrid protocols may make use of any of these where required, or a derived protocol where no standards exist. Packet radio data transmission, proprietary FM sub-carrier data injection and C-Band satellite systems carrying packet data are prime examples here. 

Lastly, Most of not all transmission mechanisms in the USA fall under the domain of the FCC and as such one-way network transmission systems' modulation schemes must be FCC compliant, either via direct compliance or use of compliant modulation equipment. 

Delivery Methodologies

Data on a one-way network is delivered and directed via a number of approaches. At a base level, a receiver must receive an entire file. 

To receive a file, the file must first be identified, and after identification and reception all packets or a recoverable subset thereof must be reconstituted and checksummed/verified in part and whole. 

To accomplish this a transmission system will use any of a number of mechanisms, including but not limited to data carouseling, forward error correction, layered stream delivery, and small / large block erasure correction. 

Service discovery is performed via pushed metadata elements, directly attached to data, delivered separately in a parallel stream, or delivered in a queued mechanism before file data. The transmission system's metadata and event signalling will determine how data is interpreted, filtered, and received on the receiver device. 

Other mechanisms such as conditional access, parallel service delivery, service abstraction, and upper-level encapsulation may be used in conjunction with simple delivery parameters to create a fully functional delivery system.

Disclaimer
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