INFRASTRUCTURE WRAPPER MODEL
1. NETWORK TYPE ELEMENT –What kind of networks are communicating?
a. Context Category descriptor, e.g. voice, data, video
b. Simplex/duplex comms descriptor, e.g. simplex/duplex
c. Estimated payload density descriptor
d. Estimated bandwidth descriptor – available range 10Kbs – 45Mbs
2. SCADA LAYER ELEMENT – Is access approved?

3. NETWORK CONSTRAINTS – Is there a direct or in-direct channel path between sender and receiver?

4. ACCESS RIGHTS – What levels are valid for this sender/receiver?

5. PACKET ENCRYPT/DECRYPT – Is this message secured or un-secured?
6. SENDER-RECEIVER ADDRESS – Correlates to header elements within the tentative EDXL Wrapper.
7. SECURITY VALIDATION ELEMENT – SENDER-RECEIVER PARITY CHECK – Are the sender and the receiver authorized to exchange message information? 

8. SENDER-RECEIVER AUTHENTICATION - REPUDIATION-NON-REPUDIATION – Based on item 10 results; yes or no. If yes; go to 12. If no; block.
9. MESSAGE PRIORITY/TYPE – Roughly correlates to tentative EDXL Wrapper.
10. TOPIC INDEX ELEMENT – Distributed index pointer establishing a secure, auditable identifier for storage of message copies.
a. Location, i.e. local, remote, distributed
b. Taxonomy 

11. DATA TYPE ELEMENT – Defines the message type for category indexing.
a. Text

b. Image

c. Stream

d. Aggregation

e. Storage Location

12. FINAL FORMATTED PAYLOAD CORRELATION – Defines the size of the final message as compared to available network bandwidth.
13. PAYLOAD DENSITY/NETWORK TYPE CORRELATION – Validates the message size against specific constraints related to the sending/receiving network. 

14. MESSAGE APPROVE TO SHIP/RECEIVE – If all elements checksum – ship/receive. If no; block.
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