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The Common Alerting Protocol defines a message format that can be used in a variety of communications environments.  This Note describes some of the more common mechanisms currently in use for CAP message transport.  These are:

· Profile A – SOAP/HTTP Server Transport

· Profile B – Simple HTTP Transport

· Profile C – XMPP (Jabber) Transport

· Profile D – Multicast / Datacast Transport

This Note is intended as a non-normative guide to assist implementers in implementing transport-level interfaces for CAP messages.

Profile A – SOAP/HTTP Server Transport

This transport is currently implemented by the DMIS and MyStateUSA transport services.  It provides authenticated read/write access to a current database of CAP messages.  

Using this interface, CAP messages in a SOAP envelope can be posted (“pushed”) to the database and retrieved (“pulled”) by an HTTP query that specifies the time interval during which the message was posted (e.g., to retrieve all messages new since the last query.)

The DMIS implementation of this interface is documented in detail in Appendix A [TBD – permission to republish DMIS docs?].

Profile B – Simple HTTP Transport

This transport is currently implemented by the California Emergency Digital Information Service and the Contra Costa County (CA) Community Warning System.  It provides lightweight read access for large number of users to a collection (a “channel”) of CAP messages.

Similar to RSS, but adapted for XML documents such as CAP, this interface provides an index file on an HTTP server, itself an XML document, which describes key attributes (posted date, area involved, etc.) for each of a collection of CAP (or other XML) messages that are available at individual HTTP URLs.  Client applications can poll (“pull”) the channel index file and then retrieve any of the referenced documents as appropriate.  In current implementations, the individual CAP messages are in the same web-server directory as the index file, but the index format is equally capable of referencing documents elsewhere on the Web.  Multiple index files can reference the same messages, permitting the use of different “CAP channels” to describe different subsets of the same overall set of messages.

Although this interface is generally used for large-scale publication of CAP messages, it can be restricted by the use of simple HTTP authentication.

The structure of the CAP channel index file is detailed in Appendix B [TBD].

Profile C – XMPP (Jabber) Transport

This transport has been specified by the Jabber Council as an active informational specification (JEP-0127) for the “push” transmission of CAP messages over Instant Messaging systems using the XMPP (aka “Jabber”) protocol.

This specification is detailed in Appendix C [TBD – Permission to reproduce JEP-0127?].

Profile D – Multicast / Datacast Transport

This transport is being developed for large-scale “push” transmission of CAP messages over one-way data links utilizing Internet Protocol multicast, both on the Internet itself and via digital broadcasting.  It is currently being prototyped in a project for the Association of Public Television Stations.

A key consideration in the use of one-way transports is providing persistence of messages prior to their expiration.  Uncorrectable transmission errors may occur, and clients may join or rejoin the network at any time, possibly after a message has been originated.  

Forward error correction (FEC) can mitigate the first problem, but not the second.  Repeated transmission of messages (a “data carrousel”) combined with a mechanism for integrating the transmissions into a single view (a “virtual file system”) at the receiver provides a robust mechanism for CAP message transmission over broadcast networks.

This transport is described in Appendix D [TBD]

