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Executive Summary
The Disaster Management (DM) Program sponsored a practitioner requested messaging standards meeting on the 16th and 17th of February, 2005 as a follow on the Global sponsored information sharing meeting held January 7th. The meeting was held to inform participants of the work their peers are doing, emphasize the need to coordinate their initiatives, and create a plan for a collaborative messaging standards effort.  Participants included organizations involved in information sharing standards from industry and emergency response agencies and associations.  Participants hailed from a broad spectrum of disciplines that came together with the common goal of developing national messaging standards that will increase information sharing.

This report summarizes the discussions, recommendations and outcomes produced during the meeting that will guide the information sharing standards community in the near-term.  Participants discussed how to define and develop the Core and Universal Core sets of data, as well as defining their meanings. Also discussed, was where the messaging standards environment currently stands at a technical level, and what next steps need to be taken to move forward.  Other organizations that will help the messaging standards effort were identified and will be invited to the next meeting. We hope to bring together as many standards-making organizations as possible, so that true national standards can be developed.  

Section 1:  Meeting Purpose and Outcomes

The purpose of the messaging standards meeting was to discuss the messaging standards environment at large, existing efforts, and how involved parties can work together moving forward. The meeting was called per a request from the practitioner community to discuss Global Justice XML Data Model (GJXDM) and Emergency Data Exchange Language (EDXL) and address their similarities and differences before outlining a plan for collaboration.

The following outcomes were achieved during the meeting:

· Participants reached a shared understanding of EDXL, GJXDM and other related XML initiatives, including their similarities and differences

· Participants arrived at a shared understanding of the messaging standards environment at a technical level

· Meeting attendees provided recommendations as to how organizations will work together moving forward on information sharing efforts relating to our shared communities

· The group began the process of defining semantic meanings for common information sharing terms (such as messaging)

Section 2: Collective Vision

Through discussion and facilitated sessions, the group recognized they all shared a general common vision to which they can collectively strive to achieve.  Below is a draft statement to capture that shared vision.

Information sharing interoperability amongst all disciplines and jurisdictions at the local, state, tribal, and federal levels. 

Section 3:  Principles and Points of Agreement

This section contains the principles and points of agreement the group reached during the facilitation session.  The attendees split into four working groups to discuss and identify what agreements were needed before moving forward.  The participants reviewed a draft of the principles and points of agreement before initiating a discussion of what needed to be revised, added, or deleted to reach consensus.  The results of this session were:

Principles
1. The need of an overall governance structure to formalize roles and responsibilities

a. Must define a mechanism for including groups and identifying means for funding
b. A framework governance process, procedures, and mechanisms will be necessary to allow for the submission, vetting, and inclusion of new components
2. EDXL, Vehicular Exchange Data (VED), Institute of Electrical and Electronics Engineers (IEEE) 1512 and Public Safety, health and transportation data sets/models that might impact interdisciplinary incident messaging should be combined for extraction of common components for inclusion into the framework.

3. A process should be developed to identify and include other stakeholders.

a. Make the framework document look as expansive as possible

b. Identification of reusable messaging, transactional, and service components should be identified and included in the framework object reuse repository

4. The framework should adopt a Service Oriented Architecture (SOA)

5. The framework should include a set of facilitation services at the Universal Core level

6. The framework should consider work already completed by standards bodies, including the World Wide Web Consortium (W3C), etc.

7. The framework development effort must be coordinated with other stakeholder groups including The Office for Interoperability and Compatibility (OIC).
8. The framework development effort must coordinate with key industry consortiums that promote interoperability.
Agreements

1. There was an agreement at the concept level on how to move forward toward a consistent vision.

a. There is potential tactical overlap in the definition of terms that must be overcome

2. A National Information Exchange Model (NIEM) framework should exist (here in referred to as ‘the framework’).

a. Comment: The group did not like the word model; they preferred framework because “FRAMEWORK” provides a GOAL

3. The framework will contain a set of reusable components (object reuse repository) organized into:

a. Universal Core – semantically consistent across all domains

b. Core – utilized for inter-domain information exchanges where semantics must be preserved

c. Domain specific – used locally within a single domain for intra domain exchanges

i. Comment: There are challenges as to how to define domain.

ii. Need to take a bottom-up and a top-down approach

4. The framework should contain an outline for the specification of specific business exchanges (i.e. documents, transactions, messages, queries, etc.) in a consistent manner so that they can be understood, reused, and consumed across domains. (Information Exchange Package Documentation).

5. EDXL will eventually be implemented within the framework (backward compatible).  EDXL components will be drawn from and submitted to the framework object reuse repository as appropriate.

a. A generalized distribution element must be included as a critical component to the universal Core.

Section 4:  Path Forward
Captured below are the next steps and resulting action items identified throughout the two-day meeting and at the conclusion of the session.  The action items will be tracked by the Disaster Management Program Management Office (PMO) and discussed at the next meeting.

· Disaster Management: hold a meeting involving everyone who needs to be involved in the messaging standards effort in the near future – Chip Hines
· The Metadata Center Of Excellence (MCOE): connect the National Law Enforcement Telecommunications System (NLETS) with Defense Information Systems Agency (DISA) representatives – Mike Daconta
· MCOE: begin working on a concept of operations for a national information exchange model – Mike Daconta
· MCOE: work with DM to get a larger number of people interested in joining the initiative to develop messaging standards – Mike Daconta
· Department of Homeland Security (DHS), Department of Transportation (DOT), OASIS– Technical Committee, DM, the Capital Wireless Integrated Network (CapWIN) and other efforts working on a gap analysis will coordinate – Tom Merkel
· All Participants: help identify and send domain expert contact information to DM for future involvement and invitation to the next meeting

Section 5:  Appendix

A) Participant Contact List
The DM program worked with key practitioners and the Global GJXDM effort to identify and bring together stakeholders in the data messaging standards arena to discuss, at a technical level, current activities, overlaps and how to prevent stovepipes moving forward.  The group realizes many organizations were unintentionally left out and we will be reaching out to additional identified stakeholders for the next meeting.  We are looking to the participants of this February meeting to provide assistance in identifying organizations and contacts involved with information sharing initiatives. The following table lists the participants at the February 16th and 17th meeting.

	Last Name
	First Name
	Organization/Affiliation
	Phone
	Email

	Aylward
	David
	ComCARE Alliance
	(202) 429-0574
	daylward@comcare.org

	Daconta
	Mike
	Metadata Center of Excellence
	(202) 692-4340
	michael.daconta@dhs.gov

	Dwarkanath
	Sukumar
	ComCARE Alliance
	(202) 429-0574
	sdwarkanath@comcare.org

	Embley
	Paul
	Global XML Structure Task Force
	(502) 695-7733
	pembley@mstar2.net

	Fullerton
	Gordon
	Disaster Management
	(202) 646-3007
	gordon.fullerton@dhs.gov

	Grapes
	Tim
	Disaster Management -Evolution Technologies, Inc.
	(703) 304-4829
	tim.grapes@associates.dhs.gov; tgrapes@evolutiontechinc.com

	Halley
	Patrick
	ComCARE Alliance
	(202) 429-0574
	phalley@comcare.org

	Hines
	Chip
	Disaster Management
	(202) 646-3115
	chip.hines@dhs.gov

	Hixson
	Roger
	National Emergency Numbers Association (NENA)
	(614) 442-9110
	rhixson@nena.org

	Hulme
	Mike
	Integrated Justice Institute Systems Institute (IJIS)
	(703) 439-5395
	mike.hulme@unisys.com

	Insignares
	Manny
	NTCIP Center-to-Center Communications Working Group
	(917) 309-1960 (cell)
	manny.insignares@consystec.com

	Jones
	Elysa
	Organization for the Advancement of Structured Information Standards (OASIS) Technical Committee
	(256) 880-8702 ext. 102
	ejones@warningsystems.com

	Kalin
	Bill
	Disaster Management/ Clarus Technologies
	(301) 295-0935
	bkalin@clarustechnology.com

	Kanwal
	Mini
	Metadata Center of Excellence
	(202) 261-9272
	kanwalm@saic.com

	Kelley
	David
	Department Of Transportation – Institute of Electrical and Electronics Engineers 1512
	(626) 915-4488
	david.kelley@itsware.net

	McGinnis
	Kevin
	National Association of State EMS Directors
	(207) 622-7203
	mcginnis@nasemsd.org

	Merkle
	Tom
	Capital Wireless Integrated Network (CapWIN (CommTech))
	(301) 614-3720
	tmerkle@capwin.org

	Pearce
	Vince
	Federal Highway Administration – Department Of Transportation
	(202) 366-1548
	vince.pearce@fhwa.dot.gov

	Silhol
	Kate
	National Law Enforcement Telecommunications System (NLETS)
	(602) 224-0744
	ksilhol@nlets.org

	Slaski
	Bob
	Integrated Justice Institute Systems Institute (IJIS)
	(703) 720-7480
	bslaski@atsintl.com

	Stout
	Tom
	Federal Highway Administration – Department Of Transportation
	(202) 366-6054
	tom.stout@fhwa.dot.gov

	Tincher
	Lee
	Disaster Management
	(540) 542-2598
	ltincher@evolutiontechinc.com; lee.tincher@associates.dhs.gov

	Traver
	Chris
	Department Of Justice – Bureau of Justice Assistance
	(202) 307-2963
	christopher.traver@usdoj.gov

	Walton
	Matt
	Emergency Interoperability Consortium
	(818) 932-0660 ext. 204
	mwalton@eteam.com

	Zeunik
	Jennifer
	Law Enforcement Information Technology Standards Council
	(703) 836-6767 ext. 275
	zeunik@theiacp.org

	Wandelt
	John
	Georgia Tech Research Institute
	(404) 894-8956
	john.wandelt@gtri.gtech.edu


**Invited participants unable to attend:

Bill Cade
Association of Public Safety Communications Officials (APCO)

Bob Greeves Department of Justice/Bureau of Justice Assistance (DOJ/BJA)

Ken Gill
DOJ/BJA

Trina Sheets
National Emergency Management Association (NEMA)

Erin Lee
National Governors Association (NGA)

B) Meeting Process
Gordon Fullerton, the DM Executive Sponsor, started the meeting by welcoming the participants and providing the meeting’s purpose and his opening remarks.  The attendees met as a large group for the first day of the meeting, and in smaller breakout groups for a facilitated session the second day.  During the two-day meeting, the attendees discussed:

1. The existing frameworks (specifically GJXDM and EDXL)

a. Overlaps and gaps

b. Ways to resolve the gaps and overlaps

c. Other organizations currently working with the existing frameworks

2. Emergency Responder messaging needs

a. How responder’s needs are accounted for in the existing frameworks

b. How responder’s needs are gathered

3. Each other’s perspective regarding the messaging effort

a. How organizations can work together moving forward

b. Who is responsible for what

Facilitated Session

The second day of the meeting included the facilitation session, which was led by Ron Prater.  The discussion consisted of a visualization of the past to the future that identified:

· Goals

· The goal is to increase public safety information sharing

· In order to expedite this process, there is a need to continue some considerations but, at the same time, close redundant conversations, which will be done through the group’s advice.

· The group then divided into 4 tables for breakout sessions that;

· Reviewed the Principles and Points of Agreement and defined ambiguous terms

· Defined a process that will identify what makes up Core and Universal Core

· Defined the next steps and what groups should be present at the next meeting

C) Meeting Notes

This section contains a summary for each day, along with the data gathered through group discussions and breakout sessions.  Descriptions taken from organization websites are also included to give a high level overview of key programs.

Key Discussions - Day 1

The first day of the meeting allowed participants to present an overview of their program mission, process and activities at a technical level. Attendees discussed potential parallel activities and identified areas for collaboration and synergy as they learned about each organization’s efforts.  The day culminated with participants volunteering to take on action items, which are included in the Path Forward section of this report.

A. Disaster Management Overview

· Disaster Management was one of the 24 initiatives chosen in support of the President’s management agenda to make government more focused on the citizen and results through expanding E-Government.  It is a cross-agency initiative to improve preparation, mitigation, response and recovery for all hazards by creating the ability to seamlessly and securely share incident information across the nation’s emergency response community, which will minimize the loss of life and property.  There are three pillars in DM:

· DisasterHelp.gov represents a unified point of access to disaster-related information and services for citizens and emergency organizations.  This web portal provides quick access to critical disaster information from any of the collaborating local, state, federal, and non-government organizations.

· Disaster Management Interoperability Services (DMIS) focuses on providing the capability for the emergency management community to share digital information effectively.  To enable these organizations to work more effectively across organizational, geographic, and government boundaries, DMIS provides a secure environment and controlled access to a basic set of tools that create a shared situational awareness via real-time information exchange across its interoperable backbone.

· Data Exchange Standards development is an effort facilitating the development of data messaging standards so the emergency response community is able to seamlessly and securely share incident information in order to minimize the loss of life and property.

· Discussion

· DM is working with practitioners and with the Emergency Interoperability Consortium (EIC) to ensure practitioner requirements are fulfilled and their needs are met, by implementing practitioner-defined standards, into products they can use.

· It was noted that practitioners want to be part of the process all the way through, not just in the requirements definition phase.

· DM standards are not federal, but public standards developed for and by practitioners.  The EIC helps translate the standards and get them formalized.

· The EIC is not part of the practitioner group.  DM is working with the EIC to implement the standards.  Industry is also involved in the process; similarly to how the Integrated Justice Information System (IJIS) is involved in Global’s effort (Global does not distinguish industry separately in the process).

· DM is eager to leverage standards and tools already developed in other standards initiatives.

· It was noted that data modeling is still an evolving science and that it is important to distinguish between domain specific and non-domain specific elements among this community.

· It was stressed that this effort is for data exchange and not specific data elements; however, it is important to recognize that this effort leverages data models and must acknowledge data elements.

· Where DM is today?

· Plans to tackle resource management standards, which will be a very large initiative.

· What is EDXL?

· Doesn’t understand content, just allows you to move data

· The differences from Global are the extension methods

· Like helper tools from early web browser days

· EDXL philosophy needs to be clearly stated

· DM shouldn’t just develop generic messaging standards, but specific types

· Good, if it’s the first phase of a multi-phase strategy

· Bad if this is all EDXL is doing

· Is there a difference between IEEE resource management and DM?

· IEEE has a sense of been there, done that

· EDXL looked at IEEE 1512 efforts in the beginning of DM efforts

· IEEE doesn’t tell you how many beds are available, not as expansive

B. OASIS Overview

· OASIS (Organization for the Advancement of Structured Information Standards) is a not-for-profit, international consortium that drives the development, convergence, and adoption of e-business standards. Founded in 1993, OASIS has more than 4,000 participants representing over 600 organizations and individual members in 100 countries.   In 2004, OASIS certified the Common Alerting Protocol (CAP).  CAP is an open, non-proprietary standard for the exchange of emergency alerts and public warning over data networks, computer-controlled public warning systems, and emergency management software applications. CAP is a simple but general format that allows a consistent warning message to be disseminated simultaneously over many different warning systems, thus increasing warning effectiveness while simplifying the alerting task.  OASIS’ standards role includes developing Web services standards along with standards for security, e-business, and standardization efforts in the public sector and for application-specific markets.

· Discussion

· DM approached OASIS and requested that OASIS change its standardization process to meet DM’s needs and OASIS agreed.

· The new process entails DM gathering requirements from the practitioners, rather than OASIS defining the requirements

· OASIS solicited attendees to provide feedback on the standards already created.

· OASIS is required to address every comment made regarding standards

· DM and the EIC created CAP because public safety practitioners emphasized that they could not share information.  Practitioners then asked for help managing resources, which led DM to begin working on leveraging other standards and data models that have been developed.

· CAP Process

· 3 Core groups were brought together to identify the Core set of data that would be needed to develop resource management standards.  It was discovered that 3 is not enough because it makes it difficult to incorporate additional input without a framework.

· It was recommended that DM think about developing a framework that is scalable so that it can handle additional input throughout its lifecycle.

· It was noted that generic messaging standards are not enough for high-risk interoperability cases such as public safety and military applications.

· The EIC:

· Expressed that it does not want to be a certifying body and selected OASIS to develop the standards.

· It was noted that the problem with groups like OASIS and IEEE are that they charge members money. Some standards groups also charge to use the standards

· How can the group identify and clarify any overlaps between DM and GJXDM?

· In the future check GJXDM first and assess whether it already addressed DM needs otherwise, a new model should be built.

· DOJ/OJP agreed that was a good idea as long as feedback was part of the process; DM should let Global know if something new needs to be developed.

· DM needs to figure out where feedback is inserted in its standards development process.

· It was suggested that a meeting be held that will get everyone who needs to be involved, involved in the standards effort by March.

· The focus of the meeting should be “how to develop a national information exchange model.”

· OASIS stressed that the group cannot forget about security in this area.  OASIS asked that the group look at the materials developed by the OASIS security technical committee and ensure their efforts are aligned with security concepts. 

· IEEE 1512 suggested that the illustration of the framework has already been developed by 1512.

· DOJ/OJP suggests that there may be several versions of “the framework diagram” for the different disciplines.

· IEEE 1512 feels the DHS/DOJ “model” may come across as a federal system, not practitioner-driven.

· MCOE suggests that “the diagram” be circulated among the group and iterated then come up with an agreed upon diagram/model.

C. NLETS Overview

· National Law Enforcement Telecommunications System (NLETS) - The National Law Enforcement Telecommunication System (NLETS) was created by the principal law enforcement agencies of the states nearly 35 years ago. Since the founding, NLETS role has evolved from being primarily an interstate telecommunications service for law enforcement to a more broad-based network servicing the justice community at the local, state, and federal levels. It is now the pre-eminent interstate law enforcement network in the nation for the exchange of law enforcement and related justice information.

· Discussion

· NLETS serves as a framework for transporting public safety information throughout the country.

· MCOE noted that DISA is doing a lot of work with NLETS web services security and has found several holes in it. MCOE offered to put NLETS in touch with representatives from DISA so that NLETS is aware of these holes as it moves forward with web services.

· NLETS suggested that it could be used as a national test bed for transmitting emergency information because it is not justice specific

· NLETS supports messages from a number of different disciplines such as justice, DHS, weather, etc.
· A brief overview of NTCIP Center-to-Center Communications Working Group (C2C) standards followed:
· The Center-to-Center Protocol Working Group has the responsibility to develop transportation related protocols between centers. Centers include traffic management, transit management emergency management, traveler information (ISPs and event sources), airport information, and other related centers. Overall the Center-to-Center Protocol (C2C) is intended to connect transportation management centers in a wide area network to exchange coordination and management data.

· C2C standards facilitate the specification of interfaces

· C2C will address RSS and other opportunities for communication in the future.
· The floor was opened for general discussion:

· It was agreed that there are no major areas of overlap between DM and Global; however, close coordination is necessary.

· There are major stovepipes within the public safety community and communication is the key to ensuring an inclusive and integrated process.

· A series of meetings will need to take place moving forward that will expand these conversations to the next level.

· The next meeting should take place in March to follow up on the topics outlined in this two day meeting.

· MCOE suggested that performing a gap analysis between GJXDM and EDXL would be beneficial because the same gap analysis could be applied to other standards.

· Retooling is necessary for the current tools and it is important that constructive criticism is provided.

· MCOE is looking at developing a joint PMO around interoperability in the near term.

Key Discussions - Day 2

The second day of the meeting allowed participants to continue giving presentations on their programs.  Attendees were able to learn what activities each other had undertaken, which allowed them to discover where they could collaborate and where their efforts were overlapping.  After the presentations, Ron Prater facilitated the break out session which resulted in the agreements identified in the Principles and Points of Agreement Section, as well as how Core and universal Core should be defined, what other organizations should be included in the coordinated standards developing effort, and what next steps should be taken. The group determined the next meeting should include additional organizations and the focus should be on identifying a process for outlining the Core and Universal Core.

A. Global Overview

· Global’s mission is to ensure the efficient sharing of data among justice entities.  Global is a “group of groups,” representing more than 30 independent organizations spanning the spectrum of law enforcement, judicial, correctional, and related bodies. The Global Advisory Committee (GAC) advises the nation’s highest-ranking law enforcement officer, the U.S. Attorney General. Initiatives in which Global has participated include the facilitation of the Global working groups; development of technology standards, such as the Global Justice XML Data Model, Version 3.0; creation of white papers on data sharing issues, such as the National Criminal Intelligence Sharing Plan; and the dissemination of information via the Global Web site.

· Global Discussion

· Department Of Justice/Office of Justice Program’s goal is to bring everyone, including industry, together

· Conference calls are conducted every other week and physical meetings are held four times a year

· Most people in the group are Subject Matter Experts and have understanding of what technology can do for them

· About 60 different data sources were used:

· After #35, only 1 element per 5000 was new and it was determined that continuing to add elements was unnecessary

· Security architecture is not part of concentration

· Objects within data model

· Activity both object and relationships

· Example – incident, arrest, booking including date, time, etc.

· Better to start with largest definition

· Possess data dictionary but the power is in header that wraps around data model

· Encourage use of modeling tools such as UML, etc.

· There is a hierarchy consisting of:

· SuperType

· Activity type

· Property type

· Person type – certain intrinsic properties tied to people

· General to specific

· Judicial official – example

· Common elements that are reused – reason behind hierarchy/classification

· Dates are important so they are in SuperType instead of date

· Universal Core - Core - domain specific

· Person – individual – information about individual

· Inheritance model provides consistency with general info pushed into Core

· Name not from judicial type but from person type

· Extension schema critical because it allows for unanticipated information

· Codes difficult to be implemented

· National Crime Information Center (NCIC) code tables important – OJP/DOJ wants to use them

· No control which is why they are in their own namespace

· GJXDM subset tool used but not entire database

· Justice XML is over inclusive

· Extension schema and document schema in their own namespace

· XML schema is one representation that provides information that allows for the next technology

· Length of names are large because it allows specificity

· Weather codes – National Oceanic and Atmospheric Administration (NOAA) should provide

· NCIC – Federal Bureau of Investigation (FBI) should be true owners

· Code tables should be provided by other owners

· Metadata needs to be applied down to code level

· Mechanism allow to take independent code data to be wrapped in metadata

· Justice Information Exchange Model (JIEM) modeling tool and Wayfarer search tool are excellent

· Performance has nothing to do with short versus long tag names

· Why push XML across wireless network?

· Don’t ever want to use GJXDM on own

B. CapWIN Overview

· The Capital Wireless Integrated Network (CapWIN) project is a partnership between the States of Maryland and Virginia and the District of Columbia to develop an integrated transportation and criminal justice information wireless network. This unique project will integrate transportation and public safety data and voice communication systems in two states and the District of Columbia and will be the first multi-state transportation and public safety integrated wireless network in the United States. The project will have national implications in technology transfer including image/video transmission and the inclusion of transportation applications in an integrated system.

· Discussion

· Backend communication bridge that enables and enhances interoperability

· Run out of UMD Transportation

· VCIN – Virginia Criminal Database and MILES - Maryland Criminal Database

· Currently browser based but they are shifting their scope to web based

· Architectural view – data transformation server

· Internet side not law enforcement

· Network side law enforcement

· Partnered with National Science Foundation

· Opening up additional sources to share info

· Washington Metro and Transit Authority (WMATA), FBI, Pentagon Force Protection Agency (PFPA), US Park Police, etc. all participating

· Dual authentication

· Password

· Userid

· Criminal Justice Information Services (CJIS) would allow mobile data terminals in cars

· Transportation cannot see law enforcement information

· Utilized in day to day operations

· Hazmat has access also – DOT traffic camera capability will help identify Hazmat spills

· Is CapWIN working with the Integrated Incident Management System (IIMS) project in New York?

· Not yet because IIMS is a proprietary system

C. Facilitation Session

The second day of the meeting included a facilitation session.  The discussion focused on achieving a common vision to increase public safety information sharing, by continuing past discussions but at the same time, closing redundant conversations through the group’s advice. The group then divided into groups for breakout sessions that:

· Discussed Principles and Points of Agreement and determined ambiguous terms

· Discuss a process that will identify what makes up Core and Universal Core

· Defined the next steps

Breakout Sessions

1. Identify the Principles and Points of Agreement and determine ambiguous terms

· The Principles and Points of Agreement document created in the shared display exercise are listed in Section 2, however, outlined below are key points made by the group in discussion.

· This is not a sequential list of events.

· Need to deliver results quickly to meet the needs of the practitioners.

· Need to coordinate with OIC

· CapWIN and DHS doing gap analysis

· There will be overlap and it will be hard to recognize where because each one of us is coming from our domains, which are organized according to our knowledge and our systems.

· Cannot recognize missing/overlap/contradictions without knowledge of all systems

· Governance - need to identify within structured elements, such as this topic of messaging, and who is doing what.

2. Discuss a process for identifying what’s in Core & Universal Core

The DHS Metadata Center of Excellence has identified a need to define areas of shared data elements within the broader public safety community.  The areas of overlapping data terms are called Core and Universal Core and are depicted in the MCOE Venn diagram below.  Universal Core is the central area where all groups have the need to share a common term and all groups agree on its semantic definition, or, creating the need for standardized nomenclature.  The Core area of overlap crosses two or more groups that share a need for a common term.  Domain specific terms would be applicable to a specific industry or practice area such as incident management or air transportation.


[image: image1]
· Table #1

· Identify who can represent each domain.

· Bring them all together.

· Divide domains up in manageable groups according to similar
interest.

· Each group will decide what would be included in Core.

· Brings group back together.

· From that, decide what should be included in Universal Core.

· Bring groups back together.

· Compare Cores to decide what is missing from universal Core.

· Table #2

· A lot of the constituencies know what they have but not what you/we have

· Group must define:

· A parallel process on the exchange side

· A process of “this is what I have that might be helpful to you”

· A process for leaders from constituencies to share what they think is Core, need groups to go look at global (example) and see what is there for them.

· Table #3

· Try to identify Subject Matter Experts from all disciplines and have them come up with what they believe to be Core

· Bring groups back together to determine universal Cores

· Need a process to address ongoing definition

· Distill down to handful of things and then get agreement about those elements

· Have groups come together to present what they see as Core

· There will be overlap when placed in a Venn diagram determining universal Core

· Will provide basis to develop universal Core

· Ask each domain to demonstrate that elements can be passed among domains within 120 days – allows domains to see/ learn what they can do

· Someone has to decide who defines each DOMAIN and who represents that domain

· Need to get to subset of elements (same vehicle/person) because vehicle is generally defined the same way by different domains

· If we are going to grow from body of work that we have, there are certain overlapping properties.  In order to determine usable definitions, people must define intrinsic properties instead of engineering by consensus

· Universal Core element – no one has alternative definition for it

· GJXDM has very specific law enforcement terminology

· Universal Core means we can all use it?

· Who is responsible for defining Core and universal Core?

3. Define next steps

What does the group need to do next? How do we encourage people to work together? Decide who needs to resolve this global Core issue? Gap analysis – make sure people are working together?

Ideas for next meeting:

· Have Subject Matter Expert determine a definition for Universal Core.

· All parties must have ownership of the process

· Universal Core must be meaningful across all domains

· Use justice as starting point – add to it

· Identify what other initiatives are being worked on by other groups

· Groups defining gaps will coordinate (DHS, DOT, OASIS-TC, DM, CapWIN and other efforts)

· Parallel effort on SOA to determine who is doing what before March meeting

· Identify and send domain experts to DM

· Need to develop a document of how we implement joint development of Core data exchange.

· Determine funding mechanism for practitioner involvement

· Identify demonstrable results – actually moving data

· Create framework drawing

· Might be premature to define Core/universal Core – need to provide input

· Prioritizations and process

· PROVIDE INPUT toward definition of Universal Core

4.
Who else needs to be involved?

· Association of Public Safety Communications Officials International, Inc. (APCO)

· Center for Disease Control (CDC) – DA to send

· Army Corps of Engineers

· Defense Information Systems Agency (DISA)

· Environmental Protection Agency (EPA)

· Federal Bureau of Investigation (FBI)

· Federal Communications Commission – National Reliability and Interoperability Council (FCC - NRIC)

· Global

· Health and Human Services (HHS)

· Health Level 7 (HL-7)

· Healthcare Information and Management Systems Society (HIMSS)

· Intelligence Community

· Intelligent Transportation Systems American Public Safety Advisory Group

· International Association of Fire Chiefs (IAFC)

· Law Enforcement Information Sharing Program (LEISP)

· National Association of State Chief Information Officers (NASCIO)

· National Institute of Justice (NIJ)

· National Oceanic and Atmospheric Administration (NOAA)

· National Public Safety Telecommunications Council (NPSTC)

· NORTHCOMM

· Office for Interoperability and Compatibility (OIC)

· Operation Respond Institute

· Public Health Associations

· SAFECOM Advisory Group

· Telephone Industry

· United States Fire Administration (USFA)
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