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Common Alerting Protocol (CAP), Emergency Data Exchange Language (EDXL) Distribution and Other Interoperability Links through Disaster Management Interoperability Services (DMIS)

Frequently Asked Questions

1. What is DMIS Interoperability?  
DMIS provides a set of interoperability interfaces for sharing of alerts, situation reports, and common operational picture snapshots.  These interfaces are designed to enable information sharing between diverse systems, both commercial and government, as long as they agree to follow the interface structures and rules of operation. In general, these interfaces conform to open messaging standards as defined through the Emergency Management Technical Committee sponsored by the OASIS standards organization.   There is no charge for the use of the interfaces.  They are Federal Government infrastructure provided by the Department of Homeland Security, Federal Emergency Management Agency, Disaster Management Program. The particular interface set will grow and evolve over time as standards are developed and agreed to by industry representatives on the Technical Committee.
2. What is, and where can I get, the documented standard interface to the DMIS server so I can make my commercial package interoperable with DMIS?
The production interfaces are well-documented. Basic DMIS registration and tools information is found at http://dmi-services.org.

Interoperability interface information on the Common Alerting Protocol (CAP), Tactical Information Exchange (TIE) and Collaborative Operating Group (COG) administration is found at https://interop.cmiservices.org/. These are production interfaces.
The Emergency Data Exchange Language (EDXL) Distribution interface for DMIS is located at http://interopdev.cmiservices.org/axis/services/EmergencyDataExchange?wsdl .
Please remember that EDXL Distribution is a prototype and subject to both service interruption and change as the OASIS Technical committee reviews its structure.  As such formal documentation is limited. 
You can e-mail Gary Ham (hamg@battelle.org) with questions on registration, etc.  He can also provide informal documentation on the use of the EDXL Distribution interface.  Once registered, there is a technical POC to help with programming issues and a help desk if there are system problems identified.
There is help desk support, but only if the system appears to be down (i.e., you did not make changes and now your previously working code does not work) the help desk number is (800) 451-2647. If you do call the help desk, be sure to tell them that your problem is with "inderopdev" if the problem is with EDXL or "interop" if the problem is with the other interfaces.
3. What is the process to get approved as being interoperable? 

To register as a system wanting to build to the interoperability interface, register on the first web site, but identify the registration in the text as requesting to be a "member of the interoperability COG" as opposed to being an actual responder COG.  This will get a commercial or government system the appropriate passwords, etc. to build, test, and demonstrate interoperability capabilities.  Once a working system has been achieved, the CUSTOMER (government or responder agency that uses the software) registers as a responder COG, which gives that customer (through his newly purchased commercial system or GOTS installation) interoperability access to all other DMIS responder COG's (including access to the to-be-developed NOAA interface, if authorized) under normal DMI-Services protocol.   

4. What is CAP?  

CAP is a simple, flexible, open, non-proprietary, XML data exchange format for collecting and distributing “all-hazard” safety notifications and emergency alerts.
5. Where can I find the official CAP specification? 

http://www.oasis-open.org/committees/tc_home.php?wg_abbrev=emergency is a link to the OASIS Emergency Management Technical Committee that is in charge of formalizing and gaining industry approval for Emergency Management XML Standards.  All formally approved standards for the committee will be available from this link.
6. What Is EDXL Distribution? 

Emergency Data Exchange Language Distribution is a complex XML element specification used for the purpose of content categorization, to include geographic area of interest, of message content separated from that message content.  It is used for distribution by message brokers and retrieval by message receiver clients to ensure that emergency messages received are desired and appropriate in a multi-location multi-vendor architecture.  In the DMIS implementation this element is used and processed within a SOAP header, leaving the actual functional content of the message to be put in the SOAP body.  This allows distribution agents and message brokers to manage a single interface to accommodate potentially thousands of different content specifications.  A CAP message, for example could be one of these content specifications.  Under EDXL it would not need a separate distribution interface, although ultimate consumers would need a CAP-friendly user interface.
7. Where can I find the official EDXL Distribution specification? 

There is no “official” specification. The old specification used for the prototype can be provided  e- mail from Gary Ham (hamg@battelle.org), but it is out of date, and the DMIS prototype interface will be retired when the new spec is implemented (forecast would be March 2006). The official specification is a work-in-progress at the OASIS Emergency Management technical Committee.  The committee draft of the newly proposed spec can be found at the link in paragraph 5 above. Implementers should be warned that change is likely to some aspects of EDXL Distribution before the final standard is approved. 
8. What commercial and government systems are current interoperable?

That depends on the degree of interoperability you are looking for. 

There are more than 60 systems registered as members of the interoperability COG.

Somewhere between 15 and 20 are regularly involved in interoperability demonstrations, through the OASIS EM-TC, through the Emergency Interoperability Consortium, or on their own. 

Blue 292, WebEOC(Esi), Appian, and MyStateUSA, have operational CAP interfaces in production.  Several others have demonstrated the capability of production connectivity. These include E-Team, CapWIN, Apex Innovations, Appian (DisasterHelp.gov), CIMS, Innovative Emergency Management, mobileFoundations, Proxicom, System Documentation, Inc., and Warning Systems.  There are several others that may also be in that category.  We will be conducting a new survey to gauge specific vendor and government system plans over the next quarter.  

In addition there is a new push for interoperability with military systems as well.  DMIS, approximately 8 different military systems, and three commercial systems successfully demonstrated CAP based interoperability in last summer’s Coalition Warrior Interoperability Demonstration (CWID). 
9. How can I find out what other vendors are willing to cooperate if my systems implement interoperability features?

Commercial vendors may also want to check out the Emergency Interoperability Consortium (EIC) (www.eic.org).  This is a group of leading industry members who are working together to make emergency management software and systems work together using open standards for cross system information exchange.
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