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Emergency Interoperability Consortium

Election of the Board of Directors

Nominees for Open Seats, 2007-2008
Ed Czarnecki
Sr. Vice President, Government Solutions
SpectraRep, Inc.
Edward Czarnecki is Senior Vice President, Government Solutions with
SpectraRep, Inc. He is responsible for program development and implementation, and project direction for public sector activities.  He is coordinating public sector deployments of the AlertManager CAP-based emergency notification system, the ActiveAccess desktop alerting/preparedness applications, as well as remote training and digital signage products.  He is also directing the systems integration efforts for a number of DHS-FEMA public alert and warning initiatives, including the national-level DEAS project and the nine-state DEAS EOC pilot. 

Ed is currently serving as a member of the FCC's Commercial Mobile Spectrum Advisory Committee, and is working on the committee’s Alert Interface Group. He is a member of the of NCAM Access to Emergency Alerts Working Group, seeking to define best practices for making emergency information more available to the hearing and visually impaired.  He is also the company's principle representative at the Emergency Interoperability Consortium (EIC) and International Association of Emergency Managers (IAEM).  In 2005, Ed helped organize a multi-vendor CAP interoperability demonstration at IAEM-EMEX 2005.
 
He holds a Ph.D. in International Relations from Georgetown University, as well as a Certificate in International Finance from Georgetown’s McDonough School of Business.  He also earned a Masters in Government and a Certificate in International Law and Diplomacy from St. John’s University.
David Lamensdorf

CEO/President

Safe Environment Engineering

David Lamensdorf, CEO/President of Safe Environment Engineering (SEE – www.safeenv.com) of Valencia, California, directs one of the nation’s most visionary research and development efforts on products with direct applications to the nation’s teams of emergency first responders and military personnel.

Mr. Lamensdorf has successfully guided Safe Environment Engineering to become a complete solutions provider using the Life·line™ system, offering telemetric public safety solutions. He has been instrumental in implementing an interoperable communications system encompassing vehicles for the Los Angeles City Fire Department Hazmat Squads, the Los Angeles Police Department, the Los Angeles County Sheriff Department, the Glendale Fire Department, and the Burbank Fire Department. 

With 20 years of experience designing, patenting, and supervising the manufacture of wireless-based computer systems for public safety and environmental monitoring, Lamensdorf is uniquely positioned to provide insight into innovative technologies currently available, yet not being used.

Prior to starting SEE, Lamensdorf was Vice President and Director of Engineering for Confined Space Safety Products (CSSP). He was instrumental in the coordination and development of the activities related to the start up of CSSP. His responsibilities included Chief Project Manager for the installation of a confined space monitoring system and project sales at McDonald Douglas Aircraft Company. Prior to that, Mr. Lamensdorf served as an Electrical Engineer and Project Manager for the Bently Engineering Company where he was responsible for the commercial, industrial and government power and lighting systems design, as well as power systems analysis. He previously served as an engineer with responsibilities that included: power systems design, short circuit analysis, relay setting and calibration, fault calculations, and systems/machinery safety evaluation. He earned his degree in Electrical Engineering from California Polytechnic University.

Mr. Lamensdorf is an advisory committee member of COMCARE, the Los Angeles Chapter of the Consortium of Technical Responders (CTR), and for the Center for Unconventional Security Affairs at the University of California, Irvine.
Paul Mangione
Principal Consultant, Sr. Technical Staff

Network Centric Operations Industry Consortium (NCOIC)


Paul Mangione is currently a member of the Senior Technical Staff of the Network Centric Operations Industry Consortium (NCOIC). The NCOIC was created in 2002 by international industry representatives, non-profit organizations and the academic community with the support of governments to address the threats of our time. Its essential purpose is to demonstrate how NCO principles will enable transformation of allied defense, intelligence, law enforcement and first responder communities to successfully address the asymmetric threats of the 21st Century, both natural and man-made. Our ultimate goal is to actively assist our government clients to define the technological framework through which these user communities and their supplier communities will be able to define and to instantiate the interoperability necessary for persistent advantages in operational effectiveness for all our varied missions anywhere in the world.


Paul was previously a Schlumberger Ltd Director of Information Security Services focused on federal law enforcement, energy and security agencies.

Paul brings extensive network-centric operations and continuity of operations consulting experience with companies such as Schlumberger, AT&T, U S WEST, KPMG, and his own consulting firm. He has built and managed successful business continuity and development teams for the telecommunications industry, for various manufacturing concerns, for the financial services industry as well as for the defense and security agencies of the Federal Government. 

Paul is a Certified Business Continuity Planner from the Disaster Recovery Institute (DRI) in the United States. He has also worked at client sites with fellows from the Business Continuity Institute (BCI) in the UK.

Paul holds a baccalaureate degree from the University of Illinois and advanced degrees from DePaul University in Chicago, Illinois and from the National Defense University in Washington DC. He spent a year at MIT in an executive program for computer technology. He spent twenty-seven years, both active duty and reserve, in the US military, both Army and Navy, specializing in intelligence and public affairs. He retired in 1994 from the US Navy Reserve as a Commander.

Paul lives in Auburn, Washington with his wife of 32 years, the former Rosemary Theresa Redmond
Donald R. Ponikvar, PhD
Sr. Vice President, Defense Group Inc.

Sr. Staff, DNDO Assessments Directorate, Pilot Programs Division

Dr. Donald Ponikvar has provided scientific, engineering and technical support to the Department of Homeland Security, the Office of the Secretary of Defense, the Defense Threat Reduction Agency, the US Department of Energy, the FBI, and to local First Responder organizations dealing with nuclear, radiological, chemical, and biological terrorism.   He is currently assigned to the Assessments Directorate of the Department of Homeland Security’s Domestic Nuclear Detection Office (DNDO), where he leads the Pilot Program support team, which is developing and fielding an overarching data exchange model for the DNDO defensive architecture.  He previously led efforts in modeling and simulation, domestic counterterrorism support, and computer-based analysis.  He established a private industry team providing software, ruggedized information technology hardware, and training to FBI bomb squads, and more than 3,000 First Responders across the country who deal with NBC threats and with improvised explosive devices.  He was an advisor to the original Steering Committee for the Capital Wireless Information Network (CapWIN), an initiative in the greater Washington, DC area.  He has provided support to First Responder tabletop and live exercises under the sponsorship of the Office for Domestic Preparedness (ODP), part of the Department of Homeland Security.  He served as the focal point for an initiative to coordinate NBC modeling efforts across the DoD.  

Dr. Ponikvar has more than 33 years of experience in military nuclear, biological, and chemical defense, military operations, and physics research related to National Defense topics.  As a distinguished West Point graduate and career Army officer, he served in tactical assignments in Germany, where he was the NBC Defense Officer for a Cavalry squadron deployed near the East German border.  He was later assigned to the Department of Physics at West Point, where he helped establish a laser research laboratory.  For several years, he worked on a large scale laser experiment under President Reagan’s Strategic Defense Initiative.  Based on that work, the novelist Tom Clancy has acknowledged him as the real life “Al Gregory”, the Army officer/laser physicist character of his book Cardinal of the Kremlin.  His doctoral work was in experimental laser physics at the Massachusetts Institute of Technology, where he was a Hertz Foundation Fellow.

Dr. Ponikvar has been working with the Emergency Interoperability Consortium for several years, and he is a member of the International Association for Counterterrorism and Security Professionals, the National Defense Industrial Association, and the Law Enforcement Information Management Section of the International Association of Chiefs of Police (IACP).

Frank Stellar
Vice President

Enterprise Services, Civilian and Homeland Security IT Solutions

General Dynamics Information Technology

Mr. Stellar is Vice President, Enterprise Services, Civilian and Homeland Security IT Solutions, General Dynamics Information Technology. He has over 30 years experience in the design, development and program management of mission critical computer systems.  A retired Air Force officer, Mr. Stellar has served in technical program management roles with a number of enterprise computer systems efforts over his career, with a continuous involvement in the development and application of standards to ensure interoperability among systems. While serving at the Defense Information Systems Agency (DISA), he was involved in the formation of the Global Command and Control System (GCCS) program and related standards for the Common Operating Environment (COE). The GCCS COE became a key integration program for interoperable command and control systems. Frank has been involved for more than six years in the development of nation-wide information systems for the Department of Homeland Security, Federal Emergency Management Agency (FEMA). He currently supports multiple clients in both FEMA and the United States Coast Guard. 

Frank has a. M.A. from Webster University in procurement management, and a B.S. in computer science from Bowling Green State University. He is a firm believer in the importance of establishing interoperability standards for the emergency management mission of the nation and has supported the work of the OASIS Emergency Management technical Committee through two of his technical staff who have participated in the development of key standards, such as CAP. 
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